PSD OnlineBanking

PSD SerViceDirekt (TelefonBanking)

PSD Bank Nord eG Kundennummer ’

MH: B: i A 1Q: VK:

wird von der PSD Bank ausgefiillt

Teilnehmer D Frau \:| Herr

Antwort ‘

Vorname(n), Name
PSD Bank Nord eG ‘
Postfach 70 13 80 StraBe, Nr.

22013 Hamburg ‘

PLZ, Ort

Telefon tagsuber fur Rickfragen

E-Mail

PSD OnlineBanking / PSD ServiceDirekt (TelefonBanking)

Zwischen dem oben genannten Teilnehmer sowie der PSD Bank wird Folgendes vereinbart:

u PSD OnlineBanking inkl. elektronischem Postfach?! —| PSD ServiceDirekt (TelefonBanking)

u mit Sm@rt-TAN-plus-Verfahren?

D mit SecureGo plus-Verfahren3

Der Teilnehmer erhélt Zugang zu allen gegenwartig und zukiinftig unter Kundennummern gefiihrten Konten, bei denen der Teilnehmer
Kontoinhaber, Mitkontoinhaber oder Bevollmachtigter ist, in dem von der PSD Bank angebotenen Umfang. Das Verfligungslimit im
PSD OnlineBanking betragt zurzeit 10.000 EUR pro Tag, im PSD ServiceDirekt (TelefonBanking) 15.000 EUR pro Tag. Eine Anderung des
Verfugungslimits ist nur in Textform oder, sofern die Funktion im PSD OnlineBanking angeboten wird, mit Eingabe einer TAN durch den
Kontoinhaber, bei Gemeinschaftskonten mit Einzelverfiigungsbefugnis durch einen der Kontoinhaber, moglich.

* Dokumente und Mitteilungen, wie z.B. Kontoausziige, werden fiir sémtliche bestehenden und kiinftigen Konten und Depots in das elektronische Postfach eingestellt.

2 Der erforderliche TAN-Generator kann iiber die Internetseite https://genostore.de/banking bestellt werden. Die Nutzung setzt eine girocard (Debitkarte) voraus.

* Die erforderliche Smartphone-App fiir Android bzw. iOS ist im App-Store erhiltlich.

Telefonaufzeichnung

Der Teilnehmer willigt ein, dass die Bank die mit ihm im Rahmen des PSD ServiceDirekt gefiihrten Telefonate sowie die von ihm tber die
Tastatur des Telefons eingegebenen Ziffern (ausgenommen PIN) aufzeichnet und solange aufbewahrt, wie dies zur ordnungsgemiBen
Auftragsverarbeitung und aus Beweisgriinden erforderlich ist.

Referenzkonto

Die Referenzbankverbindung gilt fiir alle gegenwartig und zukiinftig unter der im Kopf angegebenen Kundennummer gefiihrten Konten. Als
Referenzbankverbindung des/der Kontoinhaber(s) wird die im folgenden SEPA-Lastschriftmandat angegebene Bankverbindung vereinbart.
Im PSD OnlineBanking und im PSD ServiceDirekt (TelefonBanking) sind Zahlungen aus Anlagekonten nur auf das Referenzkonto méglich. Bis
auf Widerruf bevollmichtige(n) ich/wir die PSD Bank, die Betrage fiir erteilte Auftrage vom Referenzkonto einzuziehen bzw. dem Referenz-
konto gutzuschreiben.
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SEPA-Lastschriftmandat
DE60PSD00000002187

Glsubiger-Identifikationsnummer (CI Creditor Identifier) Mandatsreferenz (wird von der Bank ausgefiillt)

Ich/wir ermichtige(n) die PSD Bank Nord eG, Zahlungen von meinem/unserem Konto mittels Lastschrift einzuziehen. Zugleich weise(n)
ich/wir mein/unser Kreditinstitut an, die von der PSD Bank Nord eG auf mein/unser Konto gezogenen Lastschriften einzuldsen.
Hinweis: Ich kann/Wir kénnen innerhalb von acht Wochen, beginnend mit dem Belastungsdatum, die Erstattung des belasteten Betrags

verlangen. Es gelten dabei die mit meinem/unserem Kreditinstitut vereinbarten Bedingungen. Die Frist fiir die Vorab-Information (Pre-
Notification) betrdgt 1 Tag vor Kontobelastung.

Kontoinhaber (Vorname, Name)

Anschrift (StraBe, Hausnummer, PLZ, Ort; bitte angeben, wenn Kontoinhaber nicht gleichzeitig Zahlungsempfanger ist)

| | | | | | | | | |
Kreditinstitut BIC (auBerhalb des Europdischen Wirtschaftsraums)

Ort, Datum (Angabe immer erforderlich) Unterschrift(en) fiir das SEPA-Lastschriftmandat (immer erforderlich)

Bedingungen
Es gelten die Allgemeinen Geschaftsbedingungen der Bank sowie die Sonderbedingungen fiir das PSD OnlineBanking, fiir PSD

ServiceDirekt (TelefonBanking) und die Nutzung des elektronischen Postfachs. Die Bedingungen kdnnen in den Geschiaftsraumen der Bank
oder unter https://www.psd-nord.de eingesehen werden. Auf Verlangen werden sie ausgehindigt.

| %

Ort, Datum Unterschrift Teilnehmer

(wird von der PSD Bank ausgefiillt)

Die Unterschrift des Teilnehmers D wurde vor mir geleistet D wurde von mir gepriift

Ort, Datum Mitarbeiter der Bank
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| Sonderbedingungen fiir das PSD OnlineBanking

Stand: September 2019, giiltig ab 14.09.2019

1. Leistungsangebot

(1) Der Kunde und dessen Bevollmachtigte kdnnen Bankgeschéfte mittels Online Banking in dem von der Bank angebotenen Umfang abwickeln. Zudem
kénnen sie Informationen der Bank mittels Online Banking abrufen. Des Weiteren sind sie gemaR § 675f Absatz 3 BGB berechtigt, Zahlungsauslésedienste
und Kontoinformationsdienste gemaR § 1 Absatze 33 und 34 Zahlungsdiensteaufsichtsgesetz (ZAG) zu nutzen. Dariiber hinaus kénnen sie von ihnen
ausgewahlte sonstige Drittdienste nutzen.

(2) Kunde und Bevollméchtigte werden einheitlich als ,Teilnehmer* bezeichnet. Konto und Depot werden einheitlich als ,Konto* bezeichnet, es sei denn, dies
ist ausdriicklich anders bestimmt.

(3) Zur Nutzung des Online Banking gelten die mit der Bank gesondert vereinbarten Verfiigungslimite. Eine Anderung dieser Limite kann der Teilnehmer mit
seiner Bank gesondert vereinbaren.

2. Voraussetzungen zur Nutzung des Online Banking
(1) Der Teilnehmer kann das Online Banking nutzen, wenn die Bank ihn authentifiziert hat.

(2) Authentifizierung ist das mit der Bank gesondert vereinbarte Verfahren, mit dessen Hilfe die Bank die Identitdt des Teilnehmers oder die berechtigte
Verwendung eines vereinbarten Zahlungsinstruments, einschlieRlich der Verwendung des Personalisierten Sicherheitsmerkmals des Teilnehmers uberpriifen
kann. Mit den hierfir vereinbarten Authentifizierungselementen kann der Teilnehmer sich gegeniber der Bank als berechtigter Teilnehmer ausweisen, auf
Informationen zugreifen (sieche Nummer 3 dieser Bedingungen) sowie Auftrage erteilen (siche Nummer 4 dieser Bedingungen).

(3) Authentifizierungselemente sind

= Wissenselemente, also etwas, das nur der Teilnehmer weil (z. B. personliche Identifikationsnummer (PIN) oder der Nutzungscode fir die elektronische
Signatur) und

= Besitzelemente, also etwas, das nur der Teilnehmer besitzt (z. B. Gerat zur Erzeugung oder zum Empfang von einmal verwendbaren Transaktions-
nummern (TAN), die den Besitz des Teilnehmers nachweisen, wie die girocard mit TAN-Generator oder das mobile Endgeréat), sowie

= Seinselemente, also etwas, das der Teilnehmer ist (Inhdrenz, z. B. Fingerabdruck als biometrisches Merkmal des Teilnehmers).

(4) Die Authentifizierung des Teilnehmers erfolgt, indem der Teilnehmer gemaR der Anforderung der Bank das Wissenselement, den Nachweis des Besitz-
elements und/oder den Nachweis des Seinselements an die Bank ubermittelt.

3. Zugang zum Online Banking

(1) Der Teilnehmer erhalt Zugang zum Online Banking der Bank, wenn

= er seine individuelle Teilnehmerkennung (z. B. Kontonummer, Anmeldename) angibt und

= er sich unter Verwendung des oder der von der Bank angeforderten Authentifizierungselemente(s) ausweist und

= keine Sperre des Zugangs (sieche Nummern 8.1 und 9 dieser Bedingungen) vorliegt.

Nach Gewahrung des Zugangs zum Online Banking kann auf Informationen zugegriffen oder kénnen nach Nummer 4 dieser Bedingungen Auftrage erteilt
werden.

(2) Fiir den Zugriff auf sensible Zahlungsdaten im Sinne des § 1 Absatz 26 Satz 1 ZAG (z. B. zum Zweck der Anderung der Anschrift des Kunden) fordert die
Bank den Teilnehmer auf, sich unter Verwendung eines weiteren Authentifizierungselements auszuweisen, wenn beim Zugang zum Online Banking nur ein
Authentifizierungselement angefordert wurde. Der Name des Kontoinhabers und die Kontonummer sind fiir den vom Teilnehmer genutzten Zahlungsauslése-
dienst und Kontoinformationsdienst keine sensiblen Zahlungsdaten (§ 1 Absatz 26 Satz 2 ZAG).

4. Auftréage

41 Auftragserteilung

Der Teilnehmer muss einem Auftrag (z. B. Uberweisung) zu dessen Wirksamkeit zustimmen (Autorisierung). Auf Anforderung hat er hierzu Authentifizierungs-
elemente (z. B. Eingabe einer TAN oder elektronische Signatur als Nachweis des Besitzelements) zu verwenden, sofern mit der Bank nichts anderes
vereinbart wurde. Die Bank bestéatigt mittels Online Banking den Eingang des Auftrags.

4.2 Widerruf von Auftragen
Die Widerrufbarkeit eines Auftrags richtet sich nach den fir die jeweilige Auftragsart geltenden Sonderbedingungen (z. B. Sonderbedingungen fir den
Uberweisungsverkehr). Der Widerruf von Auftrigen kann nur auRerhalb des Online Banking erfolgen, es sei denn, die Bank sieht eine Widerrufméglichkeit im
Online Banking ausdricklich vor.

5. Bearbeitung von Auftréagen durch die Bank

(1) Die Bearbeitung der Auftrége erfolgt an den fiir die Abwicklung der jeweiligen Auftragsart (z. B. Uberweisung) auf der Online Banking-Seite der Bank oder
im ,Preis- und Leistungsverzeichnis“ bekannt gegebenen Geschaftstagen im Rahmen des ordnungsgemafien Arbeitslaufs. Geht der Auftrag nach dem auf der
Online Banking-Seite der Bank oder im ,Preis- und Leistungsverzeichnis“ angegebenen Zeitpunkt (Annahmefrist) ein oder fallt der Zeitpunkt des Eingangs
nicht auf einen Geschaftstag gemalt Online Banking-Seite der Bank oder ,Preis- und Leistungsverzeichnis“ der Bank, so gilt der Auftrag als am darauf-
folgenden Geschaftstag zugegangen. Die Bearbeitung beginnt erst an diesem Geschéaftstag.

Der Teilnehmer hat den Auftrag autorisiert (vgl. Nummer 4.1 dieser Bedingungen).

Die Berechtigung des Teilnehmers fiir die jeweilige Auftragsart (z. B. Wertpapierorder) liegt vor.

Das Online Banking-Datenformat ist eingehalten.

Das gesondert vereinbarte Online Banking-Verfligungslimit ist nicht {iberschritten (vgl. Nummer 1 Absatz 3 dieser Bedingungen).

Die weiteren Ausfiihrungsbedingungen nach den fir die jeweilige Auftragsart mafRgeblichen Sonderbedingungen (z. B. ausreichende Kontodeckung gemafn

den Sonderbedingungen fiir den Uberweisungsverkehr) liegen vor.
Liegen die Ausfiihrungsbedingungen nach Satz 1 vor, fiihrt die Bank die Auftrdge nach MaRgabe der Bestimmungen der fir die jeweilige Auftragsart
geltenden Sonderbedingungen (z. B. Sonderbedingungen fiir den Uberweisungsverkehr, Sonderbedingungen fiir Wertpapiergeschafte) aus.

(2) Die Bank wird den Auftrag ausflihren, wenn folgende Ausfiihrungsbedingungen vorliegen:

(3) Liegen die Ausfiihrungsbedingungen nach Absatz 2 Satz 1 nicht vor, wird die Bank den Auftrag nicht ausfiihren und dem Teilnehmer eine Information Gber
die Nichtausfiihrung und - soweit mdglich - Gber deren Griinde und die Mdglichkeiten, mit denen Fehler, die zur Ablehnung geflihrt haben, berichtigt werden
kénnen, mittels Online Banking zur Verfligung stellen.

6. Information des Kunden iiber Online Banking-Verfiigungen
Die Bank unterrichtet den Kunden mindestens einmal monatlich Uber die mittels Online Banking getatigten Verfligungen auf dem fiir Kontoinformationen
vereinbarten Weg.

7. Sorgfaltspflichten des Teilnehmers

71 Schutz der Authentifizierungselemente

(1) Der Teilnehmer hat alle zumutbaren Vorkehrungen zu treffen, um seine Authentifizierungselemente (siehe Nummer 2 dieser Bedingungen) vor
unbefugtem Zugriff zu schiitzen. Ansonsten besteht die Gefahr, dass das Online Banking missbrauchlich verwendet oder in sonstiger Weise nicht autorisiert
genutzt wird (vgl. Nummern 3 und 4 dieser Bedingungen).

(2) Zum Schutz der einzelnen Authentifizierungselemente hat der Teilnehmer vor allem Folgendes zu beachten:

(a) Wissenselemente, wie z. B. die PIN, sind geheim zu halten; sie diirfen insbesondere

= nicht mindlich (z. B. telefonisch oder persdnlich) mitgeteilt werden,

= nicht auRerhalb des Online Banking in Textform (z. B. per E-Mail, Messenger-Dienst) weitergegeben werden,

= nicht ungesichert elektronisch gespeichert (z. B. Speicherung der PIN im Klartext im Computer oder im mobilen Endgerat) werden und

= nicht auf einem Geréat notiert oder als Abschrift zusammen mit einem Geréat aufbewahrt werden, das als Besitzelement (z. B. girocard mit TAN-Generator,
mobiles Endgerat, Signaturkarte) oder zur Priifung des Seinselements (z. B. mobiles Endgerat mit Anwendung fiir das Online Banking und Fingerabdruck-
sensor) dient.

(b) Besitzelemente, wie z. B. die girocard mit TAN-Generator oder ein mobiles Endgerat, sind vor Missbrauch zu schiitzen, insbesondere

= sind die girocard mit TAN-Generator oder die Signaturkarte vor dem unbefugten Zugriff anderer Personen sicher zu verwahren,
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= ist sicherzustellen, dass unberechtigte Personen auf das mobile Endgeréat des Teilnehmers (z. B. Mobiltelefon) nicht zugreifen kénnen,

= st dafiir Sorge zu tragen, dass andere Personen die auf dem mobilen Endgerét (z. B. Mobiltelefon) befindliche Anwendung fiir das Online Banking (z. B.
Online Banking-App, Authentifizierungs-App) nicht nutzen kénnen,

= st die Anwendung fiir das Online Banking (z. B. Online Banking-App, Authentifizierungs-App) auf dem mobilen Endgerat des Teilnehmers zu deaktivieren,
bevor der Teilnehmer den Besitz an diesem mobilen Endgeréat aufgibt (z. B. durch Verkauf oder Entsorgung des Mobiltelefons),

= dirfen die Nachweise des Besitzelements (z. B. TAN) nicht auRerhalb des Online Banking miindlich (z. B. per Telefon) oder in Textform (z. B. per E-Mail,
Messenger-Dienst) weitergegeben werden und

= muss der Teilnehmer, der von der Bank einen Code zur Aktivierung des Besitzelements (z. B. Mobiltelefon mit Anwendung fiir das Online Banking)
erhalten hat, diesen vor dem unbefugten Zugriff anderer Personen sicher verwahren; ansonsten besteht die Gefahr, dass andere Personen ihr Gerat als
Besitzelement fur das Online Banking des Teilnehmers aktivieren.

(c) Seinselemente, wie z. B. Fingerabdruck des Teilnehmers, diirfen auf einem mobilen Endgerét des Teilnehmers fiir das Online Banking nur dann als

Authentifizierungselement verwendet werden, wenn auf dem mobilen Endgerat keine Seinselemente anderer Personen gespeichert sind. Sind auf dem

mobilen Endgerat, das flir das Online Banking genutzt wird, Seinselemente anderer Personen gespeichert, ist fir das Online Banking das von der Bank

ausgegebene Wissenselement (z. B. PIN) zu nutzen und nicht das auf dem mobilen Endgeréat gespeicherte Seinselement.

(3) Beim mobileTAN-Verfahren darf das mobile Endgerat, mit dem die TAN empfangen wird (z. B. Mobiltelefon), nicht gleichzeitig fiir das Online Banking
genutzt werden.

(4) Die fur das mobileTAN-Verfahren hinterlegte Telefonnummer ist zu I6schen oder zu édndern, wenn der Teilnehmer diese Telefonnummer fiir das Online
Banking nicht mehr nutzt.

(5) Ungeachtet der Schutzpflichten nach den Abséatzen 1 bis 4 darf der Teilnehmer seine Authentifizierungselemente gegeniber einem von ihm ausgewahlten
Zahlungsausldsedienst und Kontoinformationsdienst sowie einem sonstigen Drittdienst verwenden (siche Nummer 1 Absatz 1 Sétze 3 und 4 dieser
Bedingungen). Sonstige Drittdienste hat der Teilnehmer mit der im Verkehr erforderlichen Sorgfalt auszuwahlen.

7.2 Sicherheitshinweise der Bank
Der Teilnehmer muss die Sicherheitshinweise auf der Online Banking-Seite der Bank, insbesondere die MaRnahmen zum Schutz der eingesetzten Hard- und
Software (Kundensystem), beachten.

7.3 Priifung der Auftragsdaten mit von der Bank angezeigten Daten

Die Bank zeigt dem Teilnehmer die von ihr empfangenen Auftragsdaten (z. B. Betrag, Kontonummer des Zahlungsempfangers, Wertpapierkennnummer) tiber
das gesondert vereinbarte Gerat des Teilnehmers an (z. B. mittels mobilem Endgerat, Chipkartenlesegerat mit Display). Der Teilnehmer ist verpflichtet, vor
der Bestéatigung die Ubereinstimmung der angezeigten Daten mit den fiir den Auftrag vorgesehenen Daten zu priifen. Bei Feststellung von Abweichungen ist
die Transaktion abzubrechen.

8. Anzeige- und Unterrichtungspflichten

8.1 Sperranzeige

(1) Stellt der Teilnehmer

= den Verlust oder den Diebstahl eines Besitzelements zur Authentifizierung (z. B. girocard mit TAN-Generator, mobiles Endgerat, Signaturkarte) oder

= die missbrauchliche Verwendung oder die sonstige nicht autorisierte Nutzung eines Authentifizierungselements

fest, muss der Teilnehmer die Bank hierliber unverziglich unterrichten (Sperranzeige). Der Teilnehmer kann eine solche Sperranzeige jederzeit auch lber die
gesondert mitgeteilten Kommunikationskanale abgeben.

(2) Der Teilnehmer hat jeden Diebstahl oder Missbrauch eines Authentifizierungselements unverzuglich bei der Polizei zur Anzeige zu bringen.

(3) Hat der Teilnehmer den Verdacht einer nicht autorisierten oder betriigerischen Verwendung eines seiner Authentifizierungselemente, muss er ebenfalls
eine Sperranzeige abgeben.

8.2 Unterrichtung iiber nicht autorisierte oder fehlerhaft ausgefiihrte Auftrage
Der Kunde hat die Bank unverziglich nach Feststellung eines nicht autorisierten oder fehlerhaft ausgefiihrten Auftrags hieriiber zu unterrichten.

9. Nutzungssperre

9.1 Sperre auf Veranlassung des Teilnehmers

Die Bank sperrt auf Veranlassung des Teilnehmers, insbesondere im Fall der Sperranzeige nach Nummer 8.1 dieser Bedingungen,
= den Online Banking-Zugang fiir ihn oder alle Teilnehmer oder

= seine Authentifizierungselemente zur Nutzung des Online Banking.

9.2  Sperre auf Veranlassung der Bank

(1) Die Bank darf den Online Banking-Zugang fiir einen Teilnehmer sperren, wenn

= sie berechtigt ist, den Online Banking-Vertrag aus wichtigem Grund zu kiindigen,

= sachliche Griinde im Zusammenhang mit der Sicherheit der Authentifizierungselemente des Teilnehmers dies rechtfertigen oder
= der Verdacht einer nicht autorisierten oder einer betriigerischen Verwendung eines Authentifizierungselements besteht.

(2) Die Bank wird den Kunden unter Angabe der hierfir mafgeblichen Griinde mdglichst vor, spatestens jedoch unverziglich nach der Sperre auf dem
vereinbarten Weg unterrichten. Die Angabe von Griinden darf unterbleiben, soweit die Bank hierdurch gegen gesetzliche Verpflichtungen verstoRen wirde.

9.3  Aufhebung der Sperre
Die Bank wird eine Sperre aufheben oder die betroffenen Authentifizierungselemente austauschen, wenn die Griinde fir die Sperre nicht mehr gegeben sind.
Hiertber unterrichtet sie den Kunden unverziglich.

9.4 Automatische Sperre eines Chip-basierten Besitzelements
(1) Eine Chipkarte mit Signaturfunktion sperrt sich selbst, wenn der Nutzungscode flr die elektronische Signatur dreimal in Folge falsch eingegeben wird.

(2) Ein TAN-Generator als Bestandteil einer Chipkarte, der die Eingabe eines eigenen Nutzungscodes erfordert, sperrt sich selbst, wenn dieser dreimal in
Folge falsch eingegeben wird.

(3) Die in den Absétzen 1 und 2 genannten Besitzelemente kdnnen dann nicht mehr fir das Online Banking genutzt werden. Der Teilnehmer kann sich mit der
Bank in Verbindung setzen, um die Nutzungsméglichkeiten des Online Banking wiederherzustellen.

9.5  Zugangssperre fiir Zahlungsauslésedienst und Kontoinformationsdienst

Die Bank kann Kontoinformationsdienstleistern oder Zahlungsausldsedienstleistern den Zugang zu einem Zahlungskonto des Kunden verweigern, wenn
objektive und gebiihrend nachgewiesene Griinde im Zusammenhang mit einem nicht autorisierten oder betriigerischen Zugang des Kontoinformations-
dienstleisters oder des Zahlungsausldsedienstleisters zum Zahlungskonto, einschlieRlich der nicht autorisierten oder betriigerischen Auslésung eines
Zahlungsvorgangs, es rechtfertigen. Die Bank wird den Kunden Uber eine solche Zugangsverweigerung auf dem vereinbarten Weg unterrichten. Die
Unterrichtung erfolgt méglichst vor, spatestens jedoch unverziiglich nach der Verweigerung des Zugangs. Die Angabe von Griinden darf unterbleiben, soweit
die Bank hierdurch gegen gesetzliche Verpflichtungen verstoBen wiirde. Sobald die Griinde fiir die Verweigerung des Zugangs nicht mehr bestehen, hebt die
Bank die Zugangssperre auf. Hierliber unterrichtet sie den Kunden unverziiglich.

10. Haftung

10.1 Haftung der Bank bei Ausfiihrung eines nicht autorisierten Auftrags und eines nicht, fehlerhaft oder verspatet ausgefiihrten Auftrags

Die Haftung der Bank bei einem nicht autorisierten Auftrag und einem nicht, fehlerhaft oder verspéatet ausgefiihrten Auftrag richtet sich nach den fir die
jeweilige Auftragsart vereinbarten Sonderbedingungen (z. B. Sonderbedingungen fiir den Uberweisungsverkehr, Sonderbedingungen fiir Wertpapier-
geschafte).

10.2 Haftung des Kunden bei missbrauchlicher Nutzung seiner Authentifizierungselemente

10.2.1 Haftung des Kunden fiir nicht autorisierte Zahlungsvorgénge vor der Sperranzeige

(1) Beruhen nicht autorisierte Zahlungsvorgange vor der Sperranzeige auf der Nutzung eines verlorengegangenen, gestohlenen oder sonst abhanden-
gekommenen Authentifizierungselements oder auf der sonstigen missbrauchlichen Verwendung eines Authentifizierungselements, haftet der Kunde fiir den
der Bank hierdurch entstehenden Schaden bis zu einem Betrag von 50 Euro, ohne dass es darauf ankommt, ob den Teilnehmer ein Verschulden trifft.
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(2) Der Kunde ist nicht zum Ersatz des Schadens nach Absatz 1 verpflichtet, wenn

= es ihm nicht moglich gewesen ist, den Verlust, den Diebstahl, das Abhandenkommen oder eine sonstige missbrauchliche Verwendung des
Authentifizierungselements vor dem nicht autorisierten Zahlungsvorgang zu bemerken, oder

= der Verlust des Authentifizierungselements durch einen Angestellten, einen Agenten, eine Zweigniederlassung eines Zahlungsdienstleisters oder eine
sonstige Stelle, an die Tatigkeiten des Zahlungsdienstleisters ausgelagert wurden, verursacht worden ist.

(3) Kommt es vor der Sperranzeige zu nicht autorisierten Zahlungsvorgangen und hat der Teilnehmer in betrigerischer Absicht gehandelt oder seine
Sorgfalts- und Anzeigepflichten nach diesen Bedingungen vorsatzlich oder grob fahrlassig verletzt, tragt der Kunde abweichend von den Abséatzen 1 und 2
den hierdurch entstandenen Schaden in vollem Umfang. Grobe Fahrlassigkeit des Teilnehmers kann insbesondere vorliegen, wenn er eine seiner
Sorgfaltspflichten nach

= Nummer 7.1 Absatz 2,

= Nummer 7.1 Absatz 4,

= Nummer 7.3 oder

= Nummer 8.1 Absatz 1

dieser Bedingungen verletzt hat.

(4) Abweichend von den Absatzen 1 und 3 ist der Kunde nicht zum Schadensersatz verpflichtet, wenn die Bank vom Teilnehmer eine starke Kunden-
authentifizierung im Sinne des § 1 Absatz 24 ZAG nicht verlangt hat. Eine starke Kundenauthentifizierung erfordert insbesondere die Verwendung von zwei
voneinander unabhangigen Authentifizierungselementen aus den Kategorien Wissen, Besitz oder Sein (sieche Nummer 2 Absatz 3 dieser Bedingungen).

(5) Die Haftung fur Schaden, die innerhalb des Zeitraums, flr den das Verfligungslimit gilt, verursacht werden, beschrankt sich jeweils auf das vereinbarte
Verfligungslimit.

(6) Der Kunde ist nicht zum Ersatz des Schadens nach den Absatzen 1 und 3 verpflichtet, wenn der Teilnehmer die Sperranzeige nach Nummer 8.1 dieser
Bedingungen nicht abgeben konnte, weil die Bank nicht die Mdglichkeit zur Entgegennahme der Sperranzeige sichergestellt hatte.

(7) Die Absétze 2 und 4 bis 6 finden keine Anwendung, wenn der Teilnehmer in betriigerischer Absicht gehandelt hat.

(8) Ist der Kunde kein Verbraucher, gilt ergédnzend Folgendes:

= Der Kunde haftet fir Schaden aufgrund von nicht autorisierten Zahlungsvorgangen uber die Haftungsgrenze von 50 Euro nach Abséatzen 1 und 3 hinaus,
wenn der Teilnehmer fahrléssig oder vorsatzlich gegen seine Sorgfalts- und Anzeigepflichten nach diesen Bedingungen verstoRRen hat.

= Die Haftungsbeschrankung in Absatz 2 erster Spiegelstrich findet keine Anwendung.

10.2.2 Haftung des Kunden bei nicht autorisierten Verfiigungen auBerhalb von Zahlungsdiensten (z. B. Wertpapiertransaktionen) vor der
Sperranzeige

Beruhen nicht autorisierte Verfugungen auBerhalb von Zahlungsdiensten (z. B. Wertpapiertransaktionen) vor der Sperranzeige auf der Nutzung eines

verlorengegangenen oder gestohlenen Authentifizierungselements oder auf der sonstigen missbrauchlichen Nutzung des Authentifizierungselements und ist

der Bank hierdurch ein Schaden entstanden, haften der Kunde und die Bank nach den gesetzlichen Grundsatzen des Mitverschuldens.

10.2.3 Haftung ab der Sperranzeige
Sobald die Bank eine Sperranzeige eines Teilnehmers erhalten hat, Gbernimmt sie alle danach durch nicht autorisierte Online Banking-Verfligungen
entstehenden Schéaden. Dies gilt nicht, wenn der Teilnehmer in betrligerischer Absicht gehandelt hat.

10.2.4 Haftungsausschluss

Haftungsanspriiche sind ausgeschlossen, wenn die einen Anspruch begriindenden Umsténde auf einem ungewdhnlichen und unvorhersehbaren Ereignis
beruhen, auf das diejenige Partei, die sich auf dieses Ereignis beruft, keinen Einfluss hat, und dessen Folgen trotz Anwendung der gebotenen Sorgfalt von ihr
nicht hatten vermieden werden kénnen.

11. AuBergerichtliche Streitschlichtung und sonstige Beschwerdemdoglichkeit

Fir die Beilegung von Streitigkeiten mit der Bank kann sich der Teilnehmer an die im ,Preis- und Leistungsverzeichnis® ndher bezeichneten Streit-
schlichtungs- oder Beschwerdestellen wenden.

| Sonderbedingungen fiir die Nutzung des elektronischen Postfachs

Stand: Juli 2017
1. Das elektronische Postfach
Die Bank bietet dem Kunden die Mdglichkeit eines Zugangs zu seinen bei der Bank gefiihrten Konten und Depots Uber das Internet. Im Rahmen der
Geschéaftsbeziehung zwischen der Bank und dem Kunden, der fiir die Nutzung des elektronischen Postfachs freigeschaltet ist, gilt das elektronische Postfach
als Kommunikationsweg. Der Kunde kann das elektronische Postfach im bereitgestellten Funktionsumfang nutzen. Wenn der Bevoliméachtigte Zugang zum
Online Banking hat, ist ihm die Nutzung des elektronischen Postfachs in gleicher Weise wie dem Kontoinhaber bzw. den Kontoinhabern gestattet.

2. Ubermittlung von Konto- und Kundendokumenten

Bei Nutzung des elektronischen Postfachs werden dem Kunden samtliche Konto- und Kundendokumente dort eingestellt. Dies umfasst beispielsweise Konto-
und Depotausziige, Rechnungsabschliisse, Kreditkartenabrechnungen sowie Angebote zur Anderung der Allgemeine Geschaftsbedingungen, Sonder-
bedingungen oder Entgelte.

3. Verzicht auf papierhafte Konto- und Kundendokumente

Die Bank kann ihre Informationsverpflichtungen aus der Geschaftsbeziehung dadurch erfillen, dass sie Informationen elektronisch in den Posteingang
{ibersendet. Die Ubersendung der Mitteilung erfolgt insbesondere durch Einstellung von Dateien im PDF-Format in das elektronische Postfach. Die Bank wird
die Informationen, die sie im Posteingang bereitstellt, grundsatzlich nicht zusatzlich papierhaft versenden. Der Kunde verzichtet ausdriicklich auf den
postalischen Versand dieser Informationen, wenn die entsprechenden Konten auf das elektronische Postfach umgestellt sind. Die Bank bleibt dazu berechtigt,
dem Kunden Dokumente per Post zuzusenden, wenn sie dies unter Beriicksichtigung der Kundeninteressen fiir zweckmaRig halt oder es aus rechtlichen
Griinden erforderlich ist.

4. Mitwirkungspflichten des Kunden
Der Kunde ist verpflichtet, regelmaRig und zeitnah die Informationen im Posteingang abzurufen und die Inhalte zu prifen. Er hat der Bank eventuelle
Unstimmigkeiten unverziglich anzuzeigen.

5. Kiindigung

Der Kunde kann die Nutzung des elektronischen Postfachs jederzeit in Textform ohne Einhaltung einer Frist kiindigen. Die Bank kann die Nutzung des
elektronischen Postfachs jederzeit mit einer Frist von 2 Monaten kiindigen, es sei denn, es liegt ein wichtiger Grund vor, der sie zu einer auRerordentlichen
Kundigung berechtigen wirde. Ein wichtiger Grund liegt insbesondere dann vor, wenn es der Bank auch unter angemessener Berlicksichtigung der Belange
des Kunden unzumutbar erscheint, den elektronischen Postfach-Dienst fortzusetzen.

Die Bank wird nach dem Wirksamwerden einer Kiindigung alle Informationen im Rahmen der Geschéftsbeziehung per Post an die vom Kunden angegebene
Anschrift versenden. Im Falle einer fristlosen Kiindigung durch den Kunden kann dieses jedoch erst nach einer angemessenen Bearbeitungszeit erfolgen. Die
Bank ist nicht verpflichtet, dem Kunden die im Zeitpunkt des Wirksamwerdens der Kiindigung im Posteingang befindlichen Informationen nachtraglich
postalisch zuzusenden. Die Entgelte ergeben sich aus dem ,Preis- und Leistungsverzeichnis*.

6. Anerkennung durch Finanzbehdrden

Kunden, die handels- und steuerrechtlichen Aufbewahrungspflichten unterliegen, sollten sich bei einem Angehdrigen der steuerberatenden Berufe
informieren, was im Fall des Bezugs von elektronischen Dokumenten (z. B. Kontoausziigen) zur Erflllung dieser Pflichten zu beachten ist.

Die Informationen kénnen nach ihrer Ubermittlung in den Posteingang nicht veréndert werden. Die Bank garantiert die Unveranderbarkeit der in das
elektronische Postfach bereit gestellten Daten. Diese Garantie gilt jedoch nicht, sofern die Daten auRerhalb des elektronischen Postfachs gespeichert oder
aufbewahrt werden. Dabei ist zu beachten, dass ein Ausdruck eines Dokuments aufgrund der individuellen Hard- oder Softwareeinstellung von der
Darstellung am Bildschirm abweichen kann. Soweit die Dokumente veréandert werden oder in veréanderter Form in Umlauf gebracht werden, haftet die Bank
hierfir nicht.
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| Sonderbedingungen fiir PSD ServiceDirekt (TelefonBanking)

1.  Leistungsangebot

(1) Konto-/Depotinhaber und Bevollméchtigte werden im Folgenden
einheitlich als ,Teilnehmer* bezeichnet. Konto und Depot werden im
Folgenden einheitlich als ,Konto* bezeichnet.

(2) Der Teilnehmer kann Bankgeschéfte im Rahmen von PSD ServiceDirekt
mittels Telefon in dem von der Bank angebotenen Umfang abwickeln.
Zudem kann er Informationen der Bank mittels PSD ServiceDirekt abrufen.
Die im PSD ServiceDirekt erteilten Wertpapierauftrage werden ohne
Beratung durchgefihrt.

Die Berechtigung zur Erteilung von Wertpapierauftragen mittels PSD
ServiceDirekt bedarf einer separaten Rahmenvereinbarung.

(3) Zur Nutzung von PSD ServiceDirekt gelten die mit der Bank gesondert
vereinbarten Verfigungslimite. Eine Anderung dieser Limite kann der
Teilnehmer mit seiner Bank gesondert vereinbaren.

2. Voraussetzungen zur Nutzung von PSD ServiceDirekt

Der Teilnehmer benétigt fur die Abwicklung von Bankgeschéften mittels PSD
ServiceDirekt die mit der Bank vereinbarte personliche Identifikations-
nummer (PIN), um sich gegeniber der Bank als berechtigter Teilnehmer
auszuweisen und Auftrdge zu autorisieren (vgl. Nummer 4.1).

3.  Zugang zum PSD ServiceDirekt

Der Teilnehmer erhalt Zugang zum PSD ServiceDirekt mittels Telefon, wenn

= der Teilnehmer die Kunden-/Kontonummer oder seine individuelle
Kundenkennung (PSD Key oder Alias) nennt und seine PIN Uber die
Tastatur des Telefons eingegeben hat,

= die Prifung dieser Daten bei der Bank eine Zugangsberechtigung des
Teilnehmers ergeben hat und

= keine Sperre des Zugangs (vgl. Nummer 7) vorliegt.

Nach Gewahrung des Zugangs zum PSD ServiceDirekt

Teilnehmer Informationen abrufen oder Auftrage erteilen.

Die Bank darf sich zur Durchfiihrung von PSD ServiceDirekt-Geschaften

eines Erfiillungsgehilfen bedienen, der die technische Abwicklung fiir die

Bank durch eine zentrale Auftragsannahme vornimmt. Dieser Erflllungs-

gehilfe ist berechtigt, im Rahmen der Abwicklung der Auftrdge Einsicht in

Kundenkonten zu nehmen.

kann der

4.  PSD ServiceDirekt-Auftrage

4.1 Auftragserteilung und Autorisierung

Der Teilnehmer muss PSD ServiceDirekt-Auftrage (z. B. Uberweisungen) zu
deren Wirksamkeit mit der vereinbarten PIN autorisieren und der Bank
mittels Telefon Gbermitteln. Der Auftrag wird am Telefon bestatigt.

4.2 Widerruf von PSD ServiceDirekt-Auftragen

Die Widerrufbarkeit eines PSD ServiceDirekt-Auftrags richtet sich nach den
fur die jeweilige Auftragsart geltenden Sonderbedingungen (z. B. Sonder-
bedingungen fiir den Uberweisungsverkehr).

5. Bearbeitung von PSD ServiceDirekt-Auftragen durch die Bank

(1) Die Bearbeitung der PSD ServiceDirekt-Auftrage erfolgt an den fir die
Abwicklung der jeweiligen Auftragsart (z. B. Uberweisung) im ,Preis- und
Leistungsverzeichnis” bekannt gegebenen Geschaftstagen im Rahmen des
ordnungsgemafien Arbeitslaufes. Geht der Auftrag nach dem im ,Preis- und
Leistungsverzeichnis” bestimmten Zeitpunkt (Annahmefrist) ein oder fallt der
Zeitpunkt des Eingangs nicht auf einen Geschaftstag gemaR ,Preis- und
Leistungsverzeichnis® der Bank, so gilt der Auftrag als am darauffolgenden
Geschaftstag zugegangen. Die Bearbeitung beginnt erst an diesem Tag.

(2) Der Auftrag wird ausgefiihrt, wenn folgende Ausfiihrungsbedingungen

vorliegen:

= Der Teilnehmer hat sich mit seiner PIN legitimiert.

= Die Berechtigung des Teilnehmers fir die jeweilige Auftragsart (z. B.
Wertpapierorder) liegt vor.

= Das gesondert vereinbarte PSD ServiceDirekt-Verfuigungslimit ist nicht
(Uberschritten.

= Die Ausfuhrungsvoraussetzungen nach den fir die jeweilige Auftragsart
maRgeblichen Sonderbedingungen (z. B. ausreichende Kontodeckung
gemaR den Sonderbedingungen fiir den Uberweisungsverkehr) liegen
vor.

Liegen die Ausfiihrungsbedingungen nach Absatz 2 Satz 1 vor, fiihrt die

Bank die PSD ServiceDirekt-Auftrage nach MaRgabe der Bestimmungen der

fur die jeweilige Auftragsart geltenden Sonderbedingungen (z. B. Sonder-

bedingungen fiir den Uberweisungsverkehr, Sonderbedingungen fiir Wert-

papiergeschéfte) aus.

(3) Liegen die Ausfiihrungsbedingungen nach Absatz 2 Satz 1 nicht vor, wird
die Bank den PSD ServiceDirekt-Auftrag nicht ausfihren und dem
Teilnehmer Uber die Nichtausfiihrung und — soweit mdglich — Giber deren
Grunde und die Mdéglichkeiten, mit denen Fehler, die zur Ablehnung gefiihrt
haben, berichtigt werden kénnen, eine Information zur Verfligung stellen.

6.  Sorgfaltspflichten des Teilnehmers

6.1 Technische Verbindung zum PSD ServiceDirekt

Der Teilnehmer ist verpflichtet, die Verbindung zum PSD ServiceDirekt nur
Uber die von der Bank gesondert mitgeteilten TelefonBanking-Telefon-
nummern herzustellen.

6.2 Geheimhaltung des Personalisierten Sicherheitsmerkmals

(1) Der Teilnehmer hat dafiir Sorge zu tragen, dass keine andere Person
Kenntnis von der PIN erlangt. Denn jede andere Person, die im Besitz der
PIN ist, hat die Mdglichkeit, den PSD ServiceDirekt missbrauchlich zu
nutzen.
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(2) Insbesondere ist Folgendes zum Schutz der PIN zu beachten:

= Die Weitergabe der PIN an andere Personen ist nicht zulassig.

= Die im Telefonspeicher gespeicherte PIN ist zu I6schen oder zu uber-
schreiben, damit nachfolgende Nutzer des Gerats nicht diese ausspahen
kénnen.

= Die PIN darf nicht elektronisch gespeichert werden (z. B. im Kunden-
system).

= Bei Eingabe bzw. Ubermittlung der PIN ist sicherzustellen, dass andere
Personen diese nicht ausspahen bzw. mithéren kdnnen.

= Die PIN darf nicht auRerhalb des PSD ServiceDirekt-Verfahrens weiter-
gegeben werden, also beispielsweise nicht per E-Mail.

6.3 Anderung der PIN

Der Teilnehmer ist verpflichtet, bei erstmaliger Nutzung seine PIN zu
andern. Daruber hinaus ist der Teilnehmer jederzeit berechtigt, seine PIN zu
andern.

6.4 Kontrolle der Auftragsdaten mit von der Bank mitgeteilten Daten
Soweit die Bank dem Teilnehmer Daten aus seinem PSD ServiceDirekt-
Auftrag (z. B. Betrag, IBAN des Zahlungsempfangers, Wertpapierkenn-
nummer) telefonisch wiederholt, ist der Teilnehmer verpflichtet, vor der
Bestatigung die Ubereinstimmung der mitgeteilten Daten mit den fiir die
Transaktion vorgesehenen Daten zu priifen.

7.  Anzeige- und Unterrichtungspflichten

7.1 Sperranzeige

(1) Stellt der Teilnehmer

= den Verlust oder Diebstahl der PIN,

= die missbrauchliche Verwendung oder

= die sonstige nicht autorisierte Nutzung seiner PIN

fest oder hat er den Verdacht, dass eine andere Person von seiner PIN
Kenntnis erhalten hat, ist der Teilnehmer verpflichtet, die Bank hierliber
unverzliglich zu unterrichten (Sperranzeige). Der Teilnehmer kann der Bank
eine Sperranzeige jederzeit auch Uber die gesondert mitgeteilten Kontakt-
daten abgeben.

(2) Der Teilnehmer hat jeden Diebstahl oder Missbrauch unverzlglich bei
der Polizei zur Anzeige zu bringen.

7.2 Unterrichtung liber nicht autorisierte oder fehlerhaft ausgefiihrte
Auftrage

Der Teilnehmer hat die Bank unverziglich nach Feststellung eines nicht

autorisierten oder fehlerhaft ausgefiihrten Auftrags hieriiber zu unterrichten.

8.  Nutzungssperre

8.1 Sperre auf Veranlassung des Teilnehmers

Die Bank sperrt auf Veranlassung des Teilnehmers, insbesondere im Fall
der Sperranzeige nach Nummer 7.1, den PSD ServiceDirekt-Zugang fiir ihn
oder alle Teilnehmer.

8.2 Sperre auf Veranlassung der Bank

(1) Die Bank darf den Zugang fiir einen Teilnehmer sperren, wenn

= sie berechtigt ist, den PSD ServiceDirekt-Vertrag aus wichtigem Grund zu
kindigen,

= sachliche Griinde im Zusammenhang mit der Sicherheit der PIN dies
rechtfertigen,
oder

= der Verdacht einer nicht autorisierten oder einer
Verwendung der PIN besteht.

betriigerischen

(2) Die Bank wird den Teilnehmer unter Angabe der hierfiir maflgeblichen
Grunde moglichst vor, spatestens jedoch unverzuglich nach der Sperre
unterrichten.

8.3 Aufhebung der Sperre

Die Bank wird eine Sperre aufheben oder dem Teilnehmer eine neue PIN
zusenden, wenn die Griinde flr die Sperre nicht mehr gegeben sind.
Hiertber unterrichtet sie den Teilnehmer unverzuglich.

8.4 Automatische Sperre der PIN
Das System sperrt die PIN automatisch, wenn der Teilnehmer dreimal
hintereinander eine falsche PIN eingibt. Auf Anforderung erhalt der
Teilnehmer eine neue PIN zugesandt.

9. Haftung
9.1 Haftung der Bank bei nicht autorisierten und nicht oder fehlerhaft
ausgefiihrten PSD ServiceDirekt-Verfiigungen

Die Haftung der Bank bei nicht autorisierten und nicht oder fehlerhaft
ausgefiihrten PSD ServiceDirekt-Verfligungen richtet sich nach den fir die
jeweilige Auftragsart vereinbarten Sonderbedingungen (z. B. Sonder-
bedingungen fiir den Uberweisungsverkehr, Sonderbedingungen fiir Wert-
papiergeschéafte).

9.2 Haftung des Kontoinhabers bei missbrauchlicher Nutzung seiner
PIN

9.2.1 Haftung des Kontoinhabers fiir nicht autorisierte Zahlungs-
vorgédnge vor der Sperranzeige

(1) Beruht ein nicht autorisierter Zahlungsvorgang vor der Sperranzeige auf

einer verlorengegangenen, gestohlenen oder sonst abhanden gekommenen

PIN, haftet der Kontoinhaber fir den der Bank hierdurch entstehenden

Schaden bis zu einem Betrag von 150 Euro, wenn der Teilnehmer seine

Pflicht zur sicheren Aufbewahrung der PIN schuldhaft verletzt hat.
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(2) Ist der Kontoinhaber kein Verbraucher, haftet er fir Schaden aufgrund o o . .
von nicht autorisierten Zahlungen tiber die Haftungsgrenze von 150 Euro ~ 9.2.2 Haftung bei nicht autorisierten Wertpapiertransaktionen vor der

nach Absatz 1 hinaus, wenn der Teilnehmer fahrlassig oder vorsatzlich Sperranzeige
gegen seine Anzeige- und Sorgfaltspflichten nach diesen Sonder- Beruht eine nicht autorisierte Wertpapiertransaktion vor der Sperranzeige
bedingungen gehandelt hat. auf der Nutzung einer verlorengegangenen, gestohlenen oder sonst

abhanden gekommenen PIN oder sonstigen missbrauchlichen Nutzung der
(3) Der Kontoinhaber ist nicht zum Ersatz des Schadens nach den Absatzen PIN und ist der Bank hierdurch ein Schaden entstanden, haften der Konto-
1, 2 und 3 verpflichtet, wenn der Teilnehmer die Sperranzeige nach Nummer inhaber und die Bank nach den gesetzlichen Grundsatzen des Mit-
7.1 nicht abgeben konnte, weil die Bank nicht die Mdglichkeit zur verschuldens.
Entgegennahme der Sperranzeige sichergestellt hatte und der Schaden

dadurch eingetreten ist. 9.2.3 Haftung der Bank ab der Sperranzeige
Sobald die Bank eine Sperranzeige des Teilnehmers erhalten hat,
(4) Kommt es vor der Sperranzeige zu nicht autorisierten Zahlungs- Ubernimmt sie alle danach durch nicht autorisierte PSD ServiceDirekt-

vorgangen und hat der Teilnehmer seine Sorgfaltspflichten nach diesen Verfligungen entstehenden Schaden. Dies gilt nicht, wenn der Teilnehmer in
Sonderbedingungen vorsatzlich oder grob fahrlassig verletzt oder in betriigerischer Absicht gehandelt hat.
betriigerischer Absicht gehandelt, tragt der Kontoinhaber den hierdurch
entstandenen Schaden in vollem Umfang. Grobe Fahrlassigkeit des  9.2.4 Haftungsausschluss
Teilnehmers kann insbesondere dann vorliegen, wenn er Haftungsanspriiche sind ausgeschlossen, wenn die einen Anspruch
= den Verlust oder Diebstahl der PIN oder die missbrauchliche Nutzung der begriindenden Umsténde auf einem ungewdhnlichen und unvorhersehbaren
PIN der Bank nicht unverziiglich anzeigt, nachdem er hiervon Kenntnis  Ereignis beruhen, auf das diejenige Partei, die sich auf dieses Ereignis
erlangt hat (vgl. Nummer 7.1 Absatz 1), beruft, keinen Einfluss hat, und dessen Folgen trotz Anwendung der
= den Telefonspeicher nicht geléscht oder (iberschrieben hat und daher gebotenen Sorgfalt von ihr nicht hatten vermieden werden kénnen. Die Bank
eine andere Person Kenntnis von der PIN erlangen kénnte (vgl. Nummer Gbernimmt keine Haftung dafiir, dass eine Teilnahme am PSD ServiceDirekt
6.2 Absatz 2 1. Spiegelstrich), voriibergehend oder auf Dauer nicht mdglich ist, sofern die Stérung nicht auf
= die PIN einer anderen Person mitgeteilt und der Missbrauch dadurch ~ Vorsatz oder grober Fahrléssigkeit beruht.
verursacht wurde (vgl. Nummer 7.2 Absatz 1 Satz 1),

= die PIN auBerhalb des ServiceDirekt-Verfahrens, beispielsweise per ~ 10. Telefonaufzeichnung ) o
E-Mail, weitergegeben hat (vgl. Nummer 6.2 Absatz 2, 3. Spiegelstrich). Der Teilnehmer ist damit einverstanden, dass die Bank die im Rahmen des

PSD ServiceDirekt gefuhrten Telefonate sowie die von ihm tber die Tastatur
(5) Die Haftung fir Schaden, die innerhalb des Zeitraums, fir den der des Telefons eingegebenen Ziffern (ausgenommen PIN) aufzeichnet und
Verfiigungsrahmen gilt, verursacht werden, beschrénkt sich jeweils auf den ~ aufbewahrt. Dies ist zur ordnungsgeméBen Auftragsbearbeitung und aus
vereinbarten Verfligungsrahmen. Beweisgriinden erforderlich.

11. Vertragsdauer / Kiindigung

Der Vertrag wird auf unbestimmte Zeit geschlossen. Eine Kindigung oder
Einschrankung des Vertrages kann von Seiten der Bank unter Einhaltung
einer Klindigungsfrist von vier Wochen erklart werden. Eine Kiindigung des
Vertrages kann seitens des Teilnehmers jederzeit unter Einhaltung einer
vierwdchigen Kindigungsfrist in Textform erklart werden. Das Recht zur
Kuindigung aus wichtigem Grund bleibt davon unberihrt.

| Information zur auRergerichtlichen Streitschlichtung und zur Méglichkeit der Klageerhebung

Die Bank nimmt am Streitbeilegungsverfahren der deutschen genossenschaftlichen Bankengruppe teil. Fir die Beilegung von Streitigkeiten mit der Bank
besteht daher fiir Privatkunden, Firmenkunden sowie bei Ablehnung eines Antrags auf Abschluss eines Basiskontovertrags fiir Nichtkunden die Mdglichkeit,
den Ombudsmann fir die genossenschaftliche Bankengruppe anzurufen (https://www.bvr.de/Service/Kundenbeschwerdestelle). Naheres regelt die
»Verfahrensordnung fiir die auBergerichtliche Schlichtung von Kundenbeschwerden im Bereich der deutschen genossenschaftlichen Bankengruppe, die auf
Wunsch zur Verfigung gestellt wird. Die Beschwerde ist in Textform (z. B. mittels Brief, Telefax oder E-Mail) an die Kundenbeschwerdestelle beim
Bundesverband der Deutschen Volksbanken und Raiffeisenbanken — BVR, Schellingstrale 4, 10785 Berlin, Fax: 030 2021-1908, E-Mail:
kundenbeschwerdestelle@bvr.de zu richten.

Betrifft der Beschwerdegegenstand eine Streitigkeit aus dem Anwendungsbereich des Zahlungsdiensterechts (§§ 675c bis 676¢c des Burgerlichen Gesetz-
buchs, Art. 248 des Einflihrungsgesetzes zum Biirgerlichen Gesetzbuch, § 48 des Zahlungskontengesetzes und Vorschriften des Zahlungsdiensteaufsichts-
gesetzes) besteht zudem die Mdglichkeit, eine Beschwerde bei der Bundesanstalt fur Finanzdienstleistungsaufsicht einzulegen. Die Verfahrensordnung ist
bei der Bundesanstalt fir Finanzdienstleistungsaufsicht erhaltlich. Die Adresse lautet: Bundesanstalt fir Finanzdienstleistungsaufsicht, Graurheindorfer
StralRe 108, 53117 Bonn. Zudem besteht auch die Mdglichkeit, eine Beschwerde unmittelbar bei der Bank einzulegen. Die Bank wird Beschwerden in
Textform (z. B. mittels Brief, Telefax oder E-Mail) beantworten.

Die Europaische Kommission stellt unter https://ec.europa.eu/consumers/odr/ eine Plattform zur auRergerichtlichen Online-Streitbeilegung (sogenannte OS-
Plattform) bereit.

Zudem besteht die Méglichkeit, eine zivilrechtliche Klage einzureichen.
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