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Einrichtung neuer Benutzer und Zugange- V/A BankingManager



1. Einrichtung neuer Benutzer
Agenda

2. Einrichtung neuer Zugang - HBCI Chipkarte

3. Einrichtung neuer Zugang - PIN/TAN Verfahren




Einrichtung neuer Benutzer

* Voraussetzung fur die Anlage
neuer Benutzer ist die entsprechende
Rechtevergabe im BankingManager
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Administration

Benutzervemaltune

Kontenzugriff

Voreinstellungen

Benutzerverwaltung

Benutzer (6) Administratoren (2) Gesperrte Benutzer (2)

Benutzername

Rollen

Administrator

Universalrolle

Universalrolle

Universalrolle

Individuelle Rechte

Administrator

Status

Aktiv

Aktiv

Aktiv

Gesperrt durch Admin

Gesperrt durch Admin

Geldschte Benutzer (1)

Bearbeiten .
Bearbeiten b
Bearbeiten v
Bearbeiten v
Bearbeiten bd
Bearbeiten .




Einrichtung neuer Benutzer

1. Benutzerdaten eingeben

2.  Anmeldedaten eingeben
Das Einmalpasswort muss bei der
ersten Anmeldung geandert
werden.

3.  Rollen & Rechte vergeben

% BankingManager
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Neuer Benutzer
1.Benutzerdaten 2. Anmeldung

Um einen neuen Benutzer anlegen zu kénnen, milssen Sie zuerst die
Benutzerdaten angeben. Optionale Angaben sind gekennzeichnet

Anrede optional  Titel optional
Herr $74
Vorname Nachname
Max ‘ l Mustermann ‘
E-Mail optional

X ®

Neuer Benutzer
1.Benutzerdaten 2.Anmeldung 3.Rollen & Rechte

Benutzername

M.Mustermann

Einmalpasswort

o @| O

Vergeben Sie ein Einmalpasswort. Dieses muss der Benutzer bei der ersten
Anmeldung sndemn

Mindestens 8 Zeichen.

Mindestens ein Sonderzeichen:
<>()+-&7%;,%:""\=

Neuer Benutzer
1. Benutzerdaten 2.Anmeldung 3. Rollen & Rechte

Rollen

Durch Rollen wird festgelegt, welche vordefinierten Rechte der
Benutzer hat.

Rolle hinzufiigen

Universalrolle
Basisrechte des Benutzers fir die alltigliche Arbeit

Administrator
Administrativer Zugang zum verwalten von Benutzern, Zugingen und
Konten.

D Benutzer verwalten

D Eigenen Benutzernamen andern
Benutzer kann seinen eigenen Benutzernamen anderm

D Einstellungen

G Vorgaben Mandanten verwalten
Benutzer kann Vorgaben fir den Mandanten verwalten
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Abbrechen




Einrichtung neuer Zugang
HBCI Chipkarte

* Voraussetzung ist ein BankingManager Testversion
ei nge riChteter Karten leser Max Mustermann 9 Kartenleser einrichten

Benutzerdaten "
Zugange
Sicherheit
[¥3  Einstellungen

3
a

Zugénge & Konten Keine Zugange vorhanden
Zugidnge & Kartenleser

Es wurden noch kein Zugang und kein dazugehériges Konto eingerichtet.

Kontenverwaltung
Kontoausziige
Kartenleser

Software

REINER SCT cyberJack one USB 1
Sicherung & Wiederherstellung

Status: Wird fur HBCI/Signatur und ChipTAN USB verwendet
Update Verwendbar fur:  HBCI/Signatur und ChipTAN USB
Schnittstelle: PC/SC

Sicherheitsklasse: 3

o)
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Ihr Kartenleser REINER SCT cyberJack one USB 1 ist eingerichtet und kann verwendet werden
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inrichtung neuer Zugang
HBCI Chipkarte

X ®

Neuen Zugang einrichten

Hinweis: Hierbei werden zugehorige Konten abgerufen. Diese kénnen
Sie im Anschluss im BankingManager bereitstellen.

Wihlen Sie eines dieser Einrichtungsverfahren

Sicherheitsdatei verwenden
notigen eine HBCI-Sicherheitsdatei fiir das FinTS-Verfahren.

Chipkarte verwenden

Sie bendtigen eine eingerichtete HBCI-Chipkarte fiir das FinTS-
Verfahren.

Gefiihrte Einrichtung starten

Sie werden durch die Einrichtung mit dem HBCI- oder PIN/TAN-
Verfahren gefiihrt. Sie benétigen dazu einen INI-Brief Ihrer Bank
oder Ihre PIN/TAN-Zugangsdaten.

Abbrechen

% BankingManager
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Neuen Zugang einrichten

Hinweis: Hierbei werden zugehdrige Konten abgerufen. Diese kénnen
Sie im Anschluss im BankingManager bereitstellen.

Gewdhltes Einrichtungsverfahren

Chipkarte verwenden

Sie bendtigen eine eingerichtete HBCI-Chipkarte fiir das ><
FinTS-Verfahren.

Zugriff auf Chipkarte

o Kartenleser ist eingerichtet

Chipkarte ist korrekt im Kartenleser eingesteckt

O PIN erfolgreich eingegeben 9

/\ Bitte befolgen Sie die Anweisungen auf Ihrem Kartenleser.

Abbrechen
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Neuen Zugang einrichten

Hinweis: Hierbei werden zugehdrige Konten abgerufen. Diese kénnen
Sie im Anschluss im BankingManager bereitstellen.

Gewidhltes Einrichtungsverfahren

Chipkarte verwenden
Sie bendtigen eine eingerichtete HBCI-Chipkarte fiir das ><

FinTS-Verfahren.
Zugangsdaten

Name des Zugangs

Zum Beispiel Bankname + Benutzername + Verfahren, Sie kiinnen den Mamen
jederzeit andern.

Benutzerkennung

67256010250 [

Abbrechen



Einrichtung neuer Zugang
HBCI Chipkarte

* Konten welche noch nicht in
BankingManager zur Verfiigung stehen
Konnen hinzugefugt werden

» Nach PIN-Eingabe auf dem Chipkarten-
leser werden die Konten zugeordnet

% BankingManager
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Konten auswahlen

Die ausgewdhlten Konten werden im BankingManager zur
Verfiigung gestellt, so dass Sie damit arbeiten kénnen.

Neue Konten

Bitte achten Sie auf den Kontoinhaber, hier knnen auch private
Konten von lhnen erscheinen.

I:‘ Alle Konten auswahlen

Kontokorrent
" oes: )

Festgeldkonto
- o S

Kontokorrent

) oo [

Auswahl zur Verfiigung stellen

X
67296010290 [N

BLZ

URL

fints2.atruvia.de

FinTS-Version

Viersion 3.0

Alktuell unterstiitzt der BankingManager ausschlieBlich FinTS 3.0,

Zugriff auf Chipkarte

° Kartenleser ist eingerichtet
° Chipkarte ist korrekt im Kartenleser eingesteckt

o PIN erfolgreich eingegeben

"

Abbrechen



Einrichtung neuer Zugang - HBCI Chipkarte
Zugang synchronisieren - (liber Drei-Punkt-Menii)

EankingManager Testversion
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Max Mustermann

Benutzerdaten

Sicherheit

Einstellungen

Zugange & Konten

Zuginge & Kartenleser

Kontenverwaltung

Kontoausziige

Software

Sicherung & Wiederherstellung

Update

Abmelden

Neuer Zugang Kartenleser einrichten

Zugange

Volksban

Status: Akctiv
Zugangsweq: FinTs
Bank:

Sicherheitsverfahren:  Chipkarte

Kartenleser

REINER SCT cyberJack one USB 1

Status: Wird fiir HBCI/Signatur und ChipTAN USB verwendet
Verwendbar fir: HBCI/Signatur und ChipTAN USB
Schnittstelle: PC/sC

Sicherheitsklasse: 3

Bearbeiten

Laschen

I Zugang synchronisieren I

12/




Einrichtung neuer Zugang - HBCI Chipkarte
Zugang synchronisieren - PIN Eingabe

(B BarkingManager Testversion

Zugang aktualisieren

Ergebnisbericht

PIN-Eingabe nétig: [ (@ Alles wurde erfolgreich verarbeitet. ]

Vi M ann Ch te REI
Zugangsweg: FinTS Stal
Bank: C—— ot . et s e o

Sicherheitsverfahren: Chipkarte Schnittstelle: PC/SC

Zugriff auf Chipkarte @ Kartenleser ist eingerichtet
1. Folgen Sie den Anweisungen auf Ihrem Kartenleser und bestitigen -
Sie diese jeweils mit ,OK* auf Ihrem Kartenleser. @ Chipkarte ist korrekt im Kartenleser eingesteckt

Abbrechen




Einrichtung neuer Zugang
PIN/TAN Verfahren

% BankingManager
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Max Mustermann
Benutzerdaten
Sicherheit

53 Einstellungen

Zugange & Konten

Zugénge & Kartenleser 9

Kontenverwaltung

Kontoausziige

Software

Sicherung & Wiederherstellung

Update

den

Zugange
Keine Zugange vorhanden
Es wurden noch kein Zugang und kein dazugehdriges Konto eingerichtet.
Kartenleser

REINER SCT cyberJack one USB 1

Status: Wird fur HBCI/Signatur und ChIpTAN USB verwendet
Verwendbar fir:  HBCI/Signatur und ChipTAN USB
Schnittstelle: PC/sC

Sicherheitsklasse: 3

Ihr Kartenleser REINER SCT cyberJack one USB 1 ist eingerichtet und kann verwendet werden

r B8 W




Einrichtung neuer Zugang
PIN/TAN Verfahren - Gefiihrte Einrichtung starten

Neuen Zugang einrichten

Hinweis: Hierbei werden zugehdrige Konten abgerufen. Diese konnen

Sieim Anschluss im BankingManager bereitstellen.

Wihlen Sie eines dieser Einrichtungsverfahren

Sicherheitsdatei verwenden

Sie benégtigen eine HBCI-Sicherheitsdatei fiir das FinTS-Verfahren.

Chipkarte verwenden

Sie bengtigen eine eingerichtete HBCI-Chipkarte fiir das FinTS-
Verfahren.

Gefiihrte Einrichtung starten

Sie werden durch die Einrichtung mit dem HBCI- oder PIN/TAN-
Verfahren gefiihrt. Sie benotigen dazu einen IN|-Brief lhrer Bank
oder lhre PIN/TAN-Zugangsdaten.

Abbrechen

Neuen Zugang einrichten

Hinwveis: Hierbei werden zugehdrige Konten abgerufen. Diese kdnnen
Sie im Anschluss im BankingManager bereitstellen.

Gewshltes Einrichtungsverfahren

Gefiihrte Einrichtung starten

Sie werden durch die Einrichtung mit dem HBCI- oder PIN/ ><
TAN-Verfahren gefiihrt. Sie benétigen dazu einen INI-Brief
Ihrer Bank oder Ihre PIN/TAN-Zugangsdaten.

Geben Sie zum Ermitteln der Bank den Banknamen, lhre IBAN, BLZ
oder BIC ein.

Bank

*

Bankname, IBAN, BLZ oder BIC

Abbrechen

TAN-Verfahren gefiihrt. Sie benttigen dazu einen INI-Brief ~ “
Ihrer Bank oder Ihre PIN/TAN-Zugangsdaten.

Ermittelte Bank
Bank
Volksbank

Sicherheitsverfahren:

HBCI-Sicherheitsdatei erstellen

Mit Hilfe eines INI-Briefes der Bank wird eine neue HBCI-
Sicherheitsdatei erstellt und der Zugang wird eingerichtet.

Zugang auf HBCI-Chipkarte speichern

Mit Hilfe eines INI-Briefes der Bank wird ein neuer Zugang auf eine
HBCI-Chipkarte gespeichert und im BankingManager einrichtet.
Ihre Chipkarte muss dazu eingesteckt sein.

Zugang mit PIN/TAN erstellen

Mit Hilfe von PIN-/TAN-Zugangsdaten wird ein neuer Zugang
eingerichtet. Halten Sie dafiir Ihre Zugangsdaten bereit.

Abbrechen




Einrichtung neuer Zugang
PIN/TAN Verfahren - VR NetKey Zugangsdaten eingeben

X @

VR-Netkey oder Alias

MaxMuster

URL
https://fints2.atruvia.de/cgi-bin/hbciserviet

FinTS-Version
Version 3.0

Aktuell unterstiitzt der BankingManager ausschlielich FinTs 3.0.

Weitere Angaben fiir den Zugang

Name des Zugangs

Zum Beispiel Bankname + Benutzername + Verfahren. Sie kinnen den Namen
jederzeit @ndern.

PIN fir die Legitimation gegeniber Ihrer Bank

ssssssss T

|:| PIN speichern

Sie kénnen die PIN verschliisselt speichern, um diese nicht bei jeder Abfrage
eingeben zu missen. Ihr Zugang ist iber Ihre Anmeldedaten im BankingManager
geschiltzt.

Abbrechen

'-TAN-Verfahren

X ®

Volksbank _ M.Mustermann PIN/TAN

Zum Beispiel Bankname + Benutzername + Verfahren. Sie kénnen den Namen
jederzeit andern.

PIN fiir die Legitimation gegeniiber Ihrer Bank

Sie kdnnen die PIN verschliisselt speichern, um diese nicht bei jeder Abfrage
eingeben zu miissen. lhr Zugang ist iber Ihre Anmeldedaten im BankingManager
geschiitzt.

‘ (i) Die Daten wurden erfolgreich synchronisiert. ‘

TAN-Verfahren

Bitte wihlen Sie ein Verfahren aus, mit dem Sie eine TAN generieren mdchten.

Bitte auswahlen v l

SecureGo

Smart-TAN plus manuell
Smart-TAN plus optisch / USB
Smart-TAN photo

SecureGo plus (Direktfreigabe)

PIN fiir die Legitimation gegeniiber Ihrer Bank

Sie kdnnen die PIN verschliisselt speichern, um diese nicht bei jeder Abfrage
eingeben zu miissen. lhr Zugang ist iber Ihre Anmeldedaten im BankingManager
geschiitzt.

(i) Die Daten wurden erfolgreich synchronisiert.

TAN-Verfahren

Bitte wahlen Sie ein Verfahren aus, mit dem Sie eine TAN generieren mdchten.

TAN-Verfahren

’ SecureGo plus (Direktfreigabe) v

TAN-Medien

Bearbeiten

ohne Bezeichnung



Einrichtung neuer Zugang
PIN/TAN Verfahren - Konten auswahlen

Ausgewahlte Konten zur Verfiigung stellen

Konten auswihlen
7 neue Konten werden im BankingManager zu Verfiigung gestellt.
Die ausgewahlten Konten werden im BankingManager zur
Verfiigung gestellt, so dass Sie damit arbeiten kénnen.
Damit Sie mit diesen arbeiten konnen, wird gleichzeitig der Zugriff beim

Adminstrator beantragt. Dieser kann die Konten bei Bedarf auch fiir weitere
Benutzer freischalten.

Vorhandene Konten

Folgende Konten wurden bereits von anderen Benutzern im
BankingManager bereitgestellt.

I:‘ Alle Konten auswahlen
Mir ist bewusst, dass die Verwaltung des Kontos an den Administrator

iibergeben wird.
Kontokorrent

[ ] Kontokorrent
DE9_ B Kein Zugriff

Festgeldkonto

Kaontenauswahl bearbeiten

[ ] Termineinlage

DEZH_ & Kein Zugriff

Kontokarrent

[T KAantalarrant

I Auswahl zur Verfiigung stellen I

% BankingManager
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