
Schadenhöhe: 14.000 EUR Schadenhöhe: 27.750  EUR

Praxisbeispiel 2:  
Viren attackieren Systeme

Durch die E-Mail eines vermeintlichen Kunden wurde 
ein Virus in die Systeme eines Sanitärinstallations-
betriebs eingeschleust. Serverdaten wurden zerstört, 
das Netzwerk runtergefahren, die IT war nicht mehr 
verfügbar. Infolgedessen konnte der Betrieb weder Ma- 
terial bestellen noch Aufträge disponieren, Rechnungen 
stellen oder Arbeitsaufgaben übermitteln. Mitarbeiter- 
und Kundenkommunikation war nur noch über private 
Mobiltelefone möglich. Dank des schnellen Einsatzes 
der von R+V vermittelten Spezialisten waren Netzwerk 
und Daten binnen drei Tagen wiederhergestellt. Das 
ganze Team half am Wochenende, Kundenanfragen ab- 
zuarbeiten und Aufträge fertigzustellen. Für alle Kosten 
kam die R+V auf.

UnternehmensPolice:  
CyberRisk Versicherung 

Tag für Tag sind Unternehmen jeder Größe und aller Bran- 
chen Cyberangriffen ausgesetzt: Mal werden Kundendaten 
gestohlen, mal Systeme lahmgelegt. Als Ihr Partner für  
den Erfolg tragen wir dazu bei, dass Sie für solche Attacken 
gewappnet sind. Und bieten Ihnen mit dem Baustein 
CyberRisk im Rahmen der R+V-UnternehmensPolice nicht 

nur finanziellen Schutz für hohe Vermögens-, Sach- oder 
Personenschäden, die häufig aus Cyberattacken resultieren. 
Zusammen mit IT-Spezialisten leisten wir auch schnell und 
unbürokratisch Hilfe im Schadensfall. Damit Ihr Unter-
nehmen durch eine Betriebsunterbrechung nicht in eine 
existenzbedrohende Lage gerät.
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Praxisbeispiel 1:  
Trojaner-Angriff

Ein Verschlüsselungstrojaner blockierte den Zugriff auf 
die Daten eines Hotels, so dass keine Buchungen mehr 
angenommen und keine Rechnungen mehr ausgestellt 
werden konnten. Auch die elektronischen Schlüsselkar-
ten waren vom Trojaner-Angriff betroffen und funktio-
nierten nicht mehr. Der Geschäftsbetrieb des Hotels 
kam weitestgehend zum Erliegen. Durch den von R+V 
vermittelten Notdienst konnte das Problem noch am 
gleichen Tag behoben und der Geschäftsbetrieb wieder- 
hergestellt werden. Ein Reputationsschaden wurde ab- 
gewendet. Ohne die Hilfe der Spezialisten wären dem 
Hotel pro Tag mehr als 10.000 EUR Verlust entstanden. 
Sämtliche Kosten und die Beseitigung der Schäden 
wurden von der R+V übernommen.



Die vorliegende Produktinformation stellt einen Ausschnitt der Versicherungsleistungen dar. Der rechtsverbindliche Umfang des Versicherungsschutzes  
ergibt sich aus dem Versicherungsschein und dem Wortlaut der vereinbarten Bedingungen.
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Ihre Vorteile auf einen Blick:

	✓ Ersatz von Eigenschäden sowie Schäden bei Dritten, 
beispielsweise bei Vertragspartnern und Kunden

	✓ Übernahme der Kosten der Schadenermittlung, Pub- 
lic-Relations-Maßnahmen und Rechtsverfolgung

	✓ „Echte Schadenbehebung“ über eine Direktverbindung 
des Versicherungsnehmers mit unserem Dienstleister 
online und vor Ort – 24 Stunden/7 Tage die Woche 

	✓ Deckung bei internen und externen Handelnden

	✓ Ersatz von Schäden bei Betriebsunterbrechung

	✓ Zusätzliche Sicherheit beim komplexen Thema IT durch 
ein umfangreiches Angebot an Assistance-Leistungen, 
die Ihnen vor und im Versicherungsfall zur Verfügung 
stehen 

Schutz bei ziel- und nicht  
zielgerichteten Angriffen 

Wird Schadencode in die Systeme Ihres Unternehmens 
eingeschleust, kann dieser beispielsweise dafür sorgen, dass 
bei Verwendung einer bestimmten IBAN-Variante die 
Zahlung automatisch auf ein anderes Konto veranlasst wird. 
Im Rahmen der CyberRisk Versicherung ersetzt R+V Ihrem 
Unternehmen den durch den Schadcode entstandenen 
Schaden und kommt zudem für  
die Kosten der Schadenermittlung und -beseitigung durch 
IT-Spezialisten auf. 

Wer den Versicherungsbaustein „CyberRisk Versicherung“ 
in seine R+V-UnternehmensPolice integriert, ist auf der 
sicheren Seite.  
 
 
 
 

Finanzieller Ausgleich für  
Cyberschäden 

Ein Hackerangriff auf die Systeme Ihres Unternehmens kann 
weitreichende Folgen nach sich ziehen. Neben den Kosten 
der Datenwiederherstellung und Software-Reinstallation 
drohen Ihrem Unternehmen Gewinnausfälle durch Betriebs-
unterbrechung. Aufwände für die Benachrichtigung gemäß 
Bundesdatenschutzgesetz sowie die Rechtsverfolgung 
können weitere Folgekosten der Cyberattacke darstellen. Die 
R+V Versicherung kommt für den finanziellen Schaden auf 
und ersetzt Ihrem Unternehmen sämtliche mit dem Hacker-
angriff verbundenen Kosten. 

Der Baustein „CyberRisk Versicherung“ sichert Sie  
umfassend gegen die finanziellen Folgen eines Hacker- 
angriffs ab.

R+V Allgemeine Versicherung AG
Informationen erhalten Sie in den Volksbanken Raiffeisenbanken, R+V-Agenturen sowie bei der Direktion 
der Gesellschaften der R+V Versicherungsgruppe, Raiffeisenplatz 1, 65189 Wiesbaden. 
 
Telefon 0800 533-1112 (kostenfrei aus allen deutschen Fest- und Mobilfunknetzen) und unter www.ruv.de

Lassen Sie sich ganzheitlich 
und bedarfsgerecht beraten. 
Jetzt Termin vereinbaren!


