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Unterlagen zur Vereinbarung über die Nutzung der 
Wero-Funktionen

•	 	Sonderbedingungen für die Nutzung der Wero-Funktionen

•	 Sonderbedingungen für den Überweisungsverkehr

•	 Sonderbedingungen für das OnlineBanking

•	 Sonderbedingungen für die Nutzung des elektronischen Postfachs
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Sonderbedingungen für die Nutzung der Wero-Funktionen
Fassung: Oktober 2025

Für die Nutzung der Wero-Funktionen gelten die folgenden Bedingun-
gen. Der Abschnitt A. gilt für alle Kunden. Abschnitt B. dieser Sonderbe-
dingungen gilt nur für Kunden, mit denen die in dem Abschnitt geregel-
ten Wero-Pro-Funktionen vertraglich gesondert vereinbart wurden.

A. Wero-Funktionen für alle Kunden
1	 Allgemein

1.1	 Wesentliche Wero-Funktionen

(1)	 Wero bietet dem Kunden die Möglichkeit, unter Einsatz eines elek-
tronischen Kommunikationsgeräts mit Mobilfunknummer und Datenver-
bindung (z. B. Mobiltelefon) und einer auf diesem Kommunikationsgerät 
von der Bank bereitgestellten App (die „OnlineBanking-App“) einschließ-
lich einer darin integrierten Anwendung (die „Wero Digital Wallet“) die 
folgenden Funktionen (einzeln bzw. gemeinsam die „Wero-Funktion(en)“) 
zu nutzen:
a)	 Der Kunde kann (einschließlich möglicher Zusatzfunktionen)
	• die Bank beauftragen, durch Echtzeitüberweisungen Geldbeträge in 

Euro an Dritte, die ebenfalls für die Nutzung der Wero-Funktion frei-
geschaltet sind (die „anderen Wero-Nutzer“), zu übermitteln. Das gilt 
auch für andere Wero-Nutzer, die Handels- und Dienstleistungsunter-
nehmen sind, in deren Webshops oder im stationären Geschäftsverkehr 
(z. B. an einer Kasse, zusammen der „Handel“),

	• von anderen Wero-Nutzern Geldbeträge in Euro anfordern,
	• auf Anforderung anderer Wero-Nutzer Echtzeitüberweisungsaufträge 

der Bank erteilen, und
	• von anderen Wero-Nutzern Geldbeträge empfangen mittels Echtzeit-

überweisungen.
b)	 Wero-Funktionen können nach entsprechender Registrierung von 
jeweiligen Mitkontoinhabern oder jeweiligen Kontobevollmächtigten für 
das bei der Bank geführte Zahlungskonto genutzt werden.

(2)	 Einzelne der Wero-Funktionen sowie einzelne Zusatzfunktionen 
werden zum Zeitpunkt des Vertragsschlusses gegebenenfalls noch nicht 
angeboten. Auch ist es möglich, dass andere Wero-Nutzer nicht über alle 
hier aufgelisteten Wero-Funktionen und mögliche Zusatzfunktionen ver-
fügen. Die Wero-Funktionen sowie die Zusatzfunktionen werden sukzes-
sive weiter ausgebaut.

1.2	 Voraussetzungen zur Nutzung der Wero-Funktionen

(1)	 Voraussetzung für die Nutzung der Wero-Funktionen ist die Instal-
lation der OnlineBanking-App sowie der Authentifizierungs-App sowie 
eine Freischaltung des Kunden für die Nutzung des elektronischen Post-
fachs und der Wero-Funktion in der OnlineBanking-App. Im Rahmen der 
Freischaltung für die Nutzung der Wero-Funktionen gibt der Kunde sei-
ne Mobilfunknummer an (künftig möglich auch E-Mail-Adresse oder Be-
nutzername) und wählt bei mehreren in der OnlineBanking-App hinter-
legten Konten das für die Wero-Funktionen zu verwendende Konto 
anhand der entsprechenden IBAN aus (das „vereinbarte Konto“). Im An-
schluss an das erfolgreiche Durchlaufen des Freischaltungsprozesses er-
langt der Kunde Zugang zur Wero Digital Wallet.

(2)	 Im Rahmen der Freischaltung und nachfolgenden Nutzung der We-
ro-Funktionen wird geprüft, für welche im Telefonbuch des elektroni-
schen Kommunikationsgeräts des Kunden gespeicherten Mobilfunknum-
mern oder E-Mail-Adressen bereits eine Freischaltung zur Nutzung der 
Wero-Funktionen vorliegt.

1.3	 Wero-Nutzerkennungen

(1)	 Im Rahmen der Nutzung der Wero-Funktionen erfolgt eine Verknüp-
fung der Wero Digital Wallet des Kunden mit einer Mobilfunknummer, 
einer E-Mail-Adresse oder einem gewählten Benutzernamen (die „Wero-
Nutzerkennung“). Eine Wero-Nutzerkennung kann im System für die We-
ro-Funktionen nur einmal aktiv sein, d. h. in einer Wero Digital Wallet 

können nach Freischaltung zwar mehrere Konten angebunden werden 
und ein Konto kann auch bei mehreren Wero Digital Wallets registriert 
sein (z. B. bei Gemeinschaftskonten), eine Mobilfunknummer, E-Mail-Ad-
resse oder Benutzername kann jedoch nur mit einem Konto verknüpft und 
nicht mehrfach verwendet werden.

(2)	 Bei Nutzung der Wero-Funktionen kann der Kunde zur Auswahl eines 
anderen Wero-Nutzers, bspw. als Zahlungsempfänger einer Echtzeitüber-
weisung oder als Empfänger einer Anfrage einer Echtzeitüberweisung, 
der Bank mittels der Wero Digital Wallet die Wero-Nutzerkennung des 
anderen Wero-Nutzers mitteilen. Dies kann auch mittels Scans eines QR-
Codes mit der Wero Digital Wallet erfolgen (der „QR-Code-Scan“).

(3)	 Bei Nutzung der Wero-Funktionen außerhalb des Handels, gleicht 
die Bank diese Wero-Nutzerkennung mit dem dieser Wero-Nutzerken-
nung zugewiesenen Namen und der zugewiesenen IBAN ab und zeigt dem 
Kunden diesen Namen ggf. teilanonymisiert an (der „Wero-Nutzerken-
nungsabgleich“). 

(4)	 Der Kunde teilt der Bank nur Wero-Nutzerkennungen solcher ande-
rer Wero-Nutzer mit, deren, ggf. teilanonymisierten Namen der Kunde be-
reits vor Nutzung des Wero-Nutzerkennungsabgleichs kennt. Vor der Nut-
zung des Wero-Nutzerkennungsabgleichs vergewissert sich der Kunde 
hinsichtlich der Richtigkeit und Aktualität der vorgesehenen Wero-Nutz-
erkennung. Bestehen Zweifel hinsichtlich der Richtigkeit oder Aktualität, 
überprüft der Kunde die vorgesehene Wero-Nutzerkennung bevor er sie 
zur Nutzung des Wero-Nutzerkennungsabgleichs der Bank mitteilt.

1.4	 Dienstleistungen der Bank bei Nutzung der Wero-
Funktionen und ergänzende Regelungen

(1)	 Die Bank erbringt bei Nutzung der Wero-Funktionen die folgenden 
Dienstleistungen:
	• Bereitstellung der OnlineBanking-App einschließlich der Wero Digital 

Wallet,
	• Durchführung des Wero-Nutzerkennungsabgleichs,
	• Ausführung oder Ablehnung der erteilten Echtzeitüberweisungsauf-

träge des Kunden als Echtzeitüberweisung sowie
	• Weiterleitung der Anfragen von Echtzeitüberweisungen des Kunden 

an andere Wero-Nutzer.
(2)	 Soweit nicht diese Sonderbedingungen eine abweichende Regelung 
vorsehen, gelten bei der Nutzung von Wero-Funktionen einschließlich 
möglicher Zusatzfunktionen ergänzend die mit dem Kunden vereinbar-
ten
	• Allgemeinen Geschäftsbedingungen,
	• Sonderbedingungen für den Überweisungsverkehr,
	• Sonderbedingungen für das OnlineBanking sowie
	• Sonderbedingungen für die Nutzung des elektronischen Postfachs.

2	 Echtzeitüberweisungsaufträge mittels der Wero-
Funktionen

2.1	 Erteilung von Echtzeitüberweisungsaufträgen mittels 
der Wero-Funktionen

(1)	 Vor Autorisierung einer Echtzeitüberweisungsauftrags mittels Wero 
Digital Wallet erfolgt zum Zweck der Betrugsprävention eine Überprü-
fung des Zahlungsempfängers, an den der Kunde die Überweisung in Auf-
trag geben will. Dabei erfolgt anhand der direkt übermittelten oder im 
Wero-Nutzerkennungsabgleich hinterlegten Daten in der Authentifizie-
rungs-App ein Abgleich dieser Kontaktdaten mit der Bankverbindung des 
Empfängers.

(2)	 Der Kunde ist verpflichtet, die Übereinstimmung der angezeigten, 
ggf. teilanonymisierten, Daten mit den für die Zahlung vorgesehenen 
Daten zu prüfen. Stimmen die angezeigten Daten nicht überein, hat der 
Kunde den Vorgang abzubrechen. Gleiches gilt bei Anforderungen von 
Geldbeträgen von ihm nicht bekannten Dritten.
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(3)	 Der Kunde stimmt zu, dass ihm abweichend von Nr. 1.3 Abs. 1 der 
Sonderbedingungen für den Überweisungsverkehr bei Nutzung der We-
ro-Funktionen zum Zwecke der Erteilung des Echtzeitüberweisungsauf-
trags der teilanonymisierte Name des Zahlungsempfängers sowie der 
Überweisungsbetrag in der Wero Digital Wallet angezeigt wird (die „an-
gezeigten Auftragsdaten“).

(4)	 Ein Echtzeitüberweisungsauftrag ist dem Kunden gegenüber nur 
wirksam, wenn der Kunde dem Echtzeitüberweisungsauftrag auf Grund-
lage der angezeigten Auftragsdaten mittels der Wero Digital Wallet zu-
gestimmt hat und auf Anforderung die gemäß Nr. 2 Abs. 2 und 3 der 
Sonderbedingungen für das OnlineBanking vereinbarten Authentifi
zierungselemente unter Nutzung der Authentifizierungs-App an die Bank 
übermittelt hat (die „Autorisierung“).

(5)	 Mit der Autorisierung beauftragt der Kunde die Bank, eine Echtzeit-
überweisung vom vereinbarten Konto des Kunden in Höhe des dem Kun-
den bei Autorisierung in der Wero Digital Wallet angezeigten Überwei-
sungsbetrags anhand der ermittelten IBAN an das Konto des 
Zahlungsempfängers auszuführen.

(6)	 Der Echtzeitüberweisungsauftrag wird der Bank gegenüber wirk-
sam, wenn er dieser zugeht. Er geht der Bank zu, sobald der Kunde den 
Echtzeitüberweisungsauftrag autorisiert hat. Die Bank bestätigt mittels 
der Wero Digital Wallet den Zugang des Echtzeitüberweisungsauftrags.

2.2	 Ausführung und Ablehnung der mittels der Wero-
Funktionen erteilten Echtzeitüberweisungsaufträge

(1)	 Sofern die Voraussetzungen für die Ausführung des Echtzeitüber-
weisungsauftrags, insbesondere eine wirksame Autorisierung, vorliegen, 
führt die Bank den Echtzeitüberweisungsauftrag anhand der ermittelten 
IBAN und in der Höhe des dem Kunden bei Autorisierung angezeigten 
Überweisungsbetrags aus.

(2)	 Die Bank ist berechtigt, die Beauftragung einen mittels Wero Digital 
Wallet erteilten Echtzeitüberweisungsauftrags abzulehnen, wenn
	• die Voraussetzungen für die Ausführung eines Echtzeitüberweisungs-

auftrags nicht vorliegen;
	• die Voraussetzungen einer Ablehnung eines Echtzeitüberweisungsauf-

trags vorliegen;
	• der Kunde seine Transaktionslimits oder finanzielle Nutzungsgrenze 

überschreiten würde oder die für ihn geltenden Bedingungen für die 
Einleitung, Ausführung und Abwicklung von Echtzeitüberweisungs-
aufträgen über die Wero Digital Wallet nicht einhält; und

	• bei Zahlungen mit aufgeschobener Ausführung die Voraussetzungen 
für eine Ablehnung der Ausführung einer Zahlung nach Nummer 2.3.3.4 
vorliegen.

(3)	 Lehnt die Bank die Ausführung des Echtzeitüberweisungsauftrags 
ab, informiert die Bank den Kunden in der Wero Digital Wallet.

(4)	 Der Kunde kann die erteilten, ausgeführten, und abgelehnten Echt-
zeitüberweisungsaufträge und empfangene Echtzeitüberweisungen in 
der Wero Digital Wallet einsehen.

2.3	 Autorisierung bei verschiedenen Zahlungstypen im 
Handel

2.3.1	 Allgemein

Die Verwendung von Wero-Funktionen im Handel beruht auf einheitli-
chen, europäischen Vorgaben der EPI Company SE („EPI“), die für die Bank 
auch das sogenannte „Zustimmungsmanagement“ verwaltet. Die im Rah-
men der Autorisierung erteilte Zustimmung des Kunden zu einer Zahlung 
mittels Echtzeitüberweisung („Zustimmung“) und die tatsächliche Aus-
führung der Echtzeitüberweisung werden hierbei getrennt betrachtet. 
Nach Autorisierung der Echtzeitüberweisung erfolgt eine Mitteilung an 
den Händler zum Ergebnis der Zustimmung. Die tatsächliche Ausführung 
der Echtzeitüberweisung kann unmittelbar nach Autorisierung, zeitlich 
aufgeschoben oder wiederkehrend erfolgen und in der Zustimmung zu 
einer Zahlung mittels Echtzeitüberweisung dahingehend variieren. Dabei 
erhält EPI von Seiten des Händlers eine Mitteilung, dass die Vorausset-
zungen für eine Zahlung mittels Echtzeitüberweisung eingetreten sind 
(„Fälligkeitsmeldung“). Daraufhin erfolgt ein Abgleich mit der vom Kun-
den im Rahmen der Autorisierung erteilten Zustimmung. EPI überwacht 
für die Bank die Ausführungsanforderungen aus der erteilten Zustimmung 
und teilt eine Übereinstimmung mit der Zustimmung des Kunden an die 
Bank mit, die sodann eine Echtzeitüberweisung vom Kundenkonto 

ausführt. In einigen Fällen kann es erforderlich sein, dass anstelle der 
Echtzeitüberweisung die Zahlung auf alternativem Wege erfolgen muss, 
wozu der Kunde die Bank mit Abgabe der Zustimmung zugleich autori-
siert.

2.3.2	 Autorisierung einer sofortigen Zahlung im Handel

Der Kunde kann hinsichtlich einer sofortigen Zahlung im Handel zustim-
men, dass die Echtzeitüberweisung unmittelbar auszuführen ist. Der Kun-
de kann eine mittels Wero Digital Wallet ausgelöste Echtzeitüberweisung 
nach Zugang der Autorisierung bei der Bank nicht mehr widerrufen.

2.3.3	 Autorisierung einer Zahlung mit zeitlich auf-
geschobener Ausführung im Handel

(1)	 Der Kunde kann hinsichtlich einer Zahlung mit zeitlich aufgescho-
bener Ausführung im Handel zustimmen, dass die Ausführung von Echt-
zeitüberweisungen an den Händler mittels Wero-Funktionen zeitlich ver-
setzt zur Zustimmung der Echtzeitüberweisung durch den Kunden erfolgt, 
z. B. um einen Zeitraum zwischen Bestellung des Kunden und der Liefe-
rung und Leistung des Händlers zu berücksichtigen („aufgeschobene 
Zahlung“).

(2)	 Der Kunde kann hinsichtlich einer Zahlung mit zeitlich aufgescho-
bener Ausführung im Handel auch zustimmen, dass eine einmalige Echt-
zeitüberweisung z. B. in Fällen, in denen der endgültige Betrag bei der 
Autorisierung noch nicht feststeht (z. B. Hotel- oder Mietwagenrechnung) 
als Wero Zahlung mit aufgeschobener Ausführung behandelt werden soll. 
Der Kunde autorisiert hierbei einen Höchstbetrag, der auf dem Konto für 
einen Zeitraum von maximal 10 (zehn) Kalendertagen gesperrt werden 
kann. Die Bank wird dem Kunden nach der abschließend ausgeführten 
tatsächlichen Zahlung entsprechend der Zustimmung des Kunden eine 
eventuelle Differenz zwischen der vom Kunden autorisierten Echtzeit-
überweisung und dem tatsächlich gezahlten Betrag dem Konto des Kun-
den wieder freigeben.

(3)	 Mit der Autorisierung einer Echtzeitüberweisung beauftragt der Kun-
de bei einer aufgeschobenen Ausführung die Bank zur Abgabe eines ent-
sprechenden Zahlungsversprechens gegenüber dem Händler in Höhe der 
autorisierten Echtzeitüberweisung für einen Zeitraum von maximal 10 
(zehn) Kalendertagen. Zur Abgabe des Zahlungsversprechens zugunsten 
des Händlers vereinbart der Kunde mit der Bank, dass der Betrag mit er-
folgter Autorisierung für einen Zeitraum von 10 (zehn) Kalendertagen auf 
dem Konto gesperrt werden kann. Die Sperre erfolgt unmittelbar nach 
Autorisierung der mittels Wero Digital Wallet zugestimmten Zahlung. Die 
Prüfung, ob die Ausführung der durch den Kunden autorisierten Echtzeit-
überweisung möglich ist oder ob Gründe für eine Ablehnung der Echt-
zeitüberweisung gemäß Nummer 2.2. vorliegen, erfolgt nach Autorisie-
rung der Echtzeitüberweisung.

(4)	 Erhält die Bank innerhalb von maximal 10 (zehn) Tagen keine Fällig-
keitsmeldung seitens EPI, wird die Bank den vom Kunden autorisierten 
Betrag in voller Höhe wieder auf dem Konto freigeben. Die Zustimmung 
zu der Echtzeitüberweisung ist ab diesem Zeitpunkt hinfällig.

(5)	 Der Kunden kann die Zustimmung zwischen Autorisierung und zeit-
lich aufgeschobener Ausführung nach Zugang der Autorisierung bei der 
Bank nicht mehr widerrufen.

(6)	 Der Kunde kann auch zustimmen, für einen Händler einen bestimm-
ten Höchstbetrag für einen bestimmten Zeitraum (z. B. einen Tag, eine Wo-
che, einen Monat) als aufgeschobene Echtzeitüberweisung zu autorisie-
ren, sodass bis zum Erreichen des autorisierten Höchstbetrags der Kunde 
bei dem Händler mehrere Echtzeitüberweisungen ausführen kann, ohne 
dass diese einzeln vom Kunden in der Authentifizierungs-App autorisiert 
werden müssten. Die Prüfung, ob die Ausführung der durch den Kunden 
autorisierten Echtzeitüberweisungen möglich ist oder ob Gründe für eine 
Ablehnung der Echtzeitüberweisungen gemäß Nummer 2.2 vorliegen, er-
folgt hierfür unmittelbar nach Autorisierung der Echtzeitüberweisungen. 
Die Zustimmung des Kunden ist abweichend von Nummer 2.3.3.4 Satz 2 
bis zum Ablauf des bestimmten Zeitraums oder bis zum Erreichen des au-
torisierten Höchstbetrags gültig und erst nach Ablauf des bestimmten 
Zeitraums bzw. Erreichen des autorisierten Höchstbetrags hinfällig und 
kann zuvor auch abweichend von Nummer 2.3.3.5 mit Wirkung für die Zu-
kunft in der Wero Digital Wallet widerrufen werden. Nummer 2.3.3.3 gilt 
im Rahmen dieser Nummer 2.3.3.6 nicht.

(7)	 Im Falle einer aufgeschobenen Echtzeitüberweisung gemäß Num-
mer 2.3.3.2 und 2.3.3.6, (i) bei der bei Autorisierung der genaue Betrag 
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nicht angeben wurde (z. B. Selbstbedienungstankstelle) und (ii) der Zah-
lungsbetrag den Betrag übersteigt, den der Kunde entsprechend seines 
bisherigen Ausgabeverhaltens, dieser Sonderbedingungen und den je-
weiligen Umständen des Einzelfalls vernünftigerweise hätte erwarten 
können, hat der Kunde einen Erstattungsanspruch gegen die Bank. Der 
Anspruch ist ausgeschlossen, wenn der Kunde diesen nicht innerhalb von 
acht Wochen gegenüber der Bank geltend macht und gegenüber der 
Bank die Sachumstände darlegt, aus denen er seinen Erstattungsan-
spruch herleitet. Die Bank wird innerhalb von zehn Geschäftstagen nach 
Zugang eines Erstattungsverlangens entweder den vollständigen Betrag 
erstatten oder dem Kunden die Gründe für die Ablehnung der Erstattung 
mitteilen und ihn auf die Beschwerdemöglichkeiten gemäß den §§ 60 bis 
62 des Zahlungsdiensteaufsichtsgesetzes und auf die Möglichkeit, eine 
Schlichtungsstelle gemäß § 14 des Unterlassungsklagengesetzes anzu-
rufen, hinweisen. Dieser Absatz 2.3.3.7 gilt nicht, wenn der Kunde kein 
Verbraucher ist.

2.3.4	 Autorisierung und Ausführung von wieder-
kehrenden Zahlungen im Handel

(1)	 Der Kunde kann hinsichtlich wiederkehrender Zahlungen im Handel 
zustimmen, dass eine mittels Wero-Funktionen autorisierte Echtzeitüber-
weisung wiederkehrend (z. B. im Rahmen eines Abonnements oder bei Ra-
tenzahlung) erfolgt. Mit der Autorisierung gemäß Nummer 2.3.1 erteilt 
der Kunde seine Zustimmung zur Ausführung zukünftiger wiederkehren-
der Echtzeitüberweisungen. Im Anschluss bedarf es keiner weiteren Au-
torisierung und Zustimmung für die Ausführung der einzelnen wieder-
kehrenden Echtzeitüberweisungen.

(2)	 Im Falle einer wiederkehrenden Ausführung der mittels Wero Digi-
tal Wallet ausgelösten Echtzeitüberweisung kann der Kunde die Zustim-
mung in der Wero Digital Wallet auch nach der Autorisierung bis zum En-
de des Geschäftstags vor der geplanten wiederkehrender Zahlung für die 
Zukunft widerrufen.

3	 Sorgfaltspflichten des Kunden

(1)	 Der Kunde muss die in den Sonderbedingungen für das OnlineBank-
ing niedergelegten Sorgfaltspflichten beachten. Im Übrigen gelten die 
Sicherheitshinweise der Bank zur OnlineBanking-App, insbesondere die 
Maßnahmen zum Schutz der vom Kunden eingesetzten Hard- und Soft-
ware.

(2)	 Unbeschadet der vorstehenden Absätze und ergänzend zu Nr. 11 
Abs. 1 der Allgemeinen Geschäftsbedingungen muss der Kunde bei Än-
derungen seiner Wero-Nutzerkennung seine Freischaltung für die Wero-
Funktionen unverzüglich aktualisieren.

(3)	 Zur Vermeidung von Missbrauch im Zusammenhang mit der Nutzung 
der Wero-Funktionen kommt der Einhaltung der geltenden Sorgfalts- 
und sonstigen Mitwirkungspflichten des Kunden insbesondere nach 
Nr. 11 der Allgemeinen Geschäftsbedingungen sowie Nrn. 7 und 8 der 
Sonderbedingungen für das OnlineBanking besondere Bedeutung zu. 
Denn insbesondere, wenn der Kunde nicht alle zumutbaren Vorkehrun-
gen trifft, um seine Authentifizierungselemente im Sinne der Nr. 2 Abs. 3 
der Sonderbedingungen für das OnlineBanking, die OnlineBanking-App 
und die Wero Digital Wallet vor unbefugtem Zugriff zu schützen, besteht 
die Gefahr, dass die Wero-Funktionen missbräuchlich oder in sonstiger 
Weise nicht autorisiert genutzt werden.

4	 Anzeige und Unterrichtungspflichten des Kunden; 
Nutzungssperre

(1)	 Der Kunde hat die Bank unverzüglich nach Feststellung einer nicht 
autorisierten oder fehlerhaft ausgeführten Echtzeitüberweisung zu 
unterrichten. Im Übrigen gelten die in den Sonderbedingungen für das 
OnlineBanking niedergelegten Anzeige- und Unterrichtungspflichten.

(2)	 Die Regelungen der Sonderbedingungen für das OnlineBanking zur 
Nutzungssperre finden entsprechende Anwendung.

5	 Rechte Dritter; Einhaltung von Rechtsvorschriften

(1)	 Der Kunde darf durch die Nutzung der Wero-Funktionen nicht gegen 
Rechte Dritter verstoßen, insbesondere das allgemeine Persönlichkeits-
recht, Rechte am geistigen Eigentum, Veröffentlichungsrechte und Ur-
heberrechte.

(2)	 Zudem dürfen die Wero-Funktionen vom Kunden nicht missbräuch-
lich verwendet werden, insbesondere dürfen unter Nutzung der Wero-
Funktionen gesendete Textnachrichten, Unicode-Emojis und GIF-Datei-
en keine rechts- oder sittenwidrigen Informationen und Inhalte 
übermittelt werden. Die geltenden Strafgesetze und Jugendschutzbe-
stimmungen sind zu beachten.

6	 Haftung

6.1	 Haftung der Bank

Im Rahmen der Nutzung der Wero-Funktionen richten sich die Haftung 
der Bank, die Erstattungsansprüche des Kunden und die Haftungs- und 
Einwendungsausschlüsse nach Nr. 3 der Allgemeinen Geschäftsbedin-
gungen, Nr. 2.3 der Sonderbedingungen für den Überweisungsverkehr 
und Nr. 10.1 der Sonderbedingungen für das OnlineBanking.

6.2	 Haftung des Kunden

(1)	 Kommt es im Rahmen der Nutzung der Wero-Funktionen aufgrund 
einer Sorgfaltspflichtverletzung des Kunden zu Fehlern hinsichtlich der 
Wero-Nutzerkennung des Kunden oder des Zahlungsempfängers, insbe-
sondere, wenn der Kunde entgegen Nummer 3 dieser Sonderbedingun-
gen seinen Sorgfaltspflichten nicht nachgekommen ist oder Änderungen, 
die seine Wero-Nutzerkennung betreffen, nicht unverzüglich mitgeteilt 
hat, trägt der Kunde den der Bank hierdurch entstandenen Schaden, es 
sei denn, er hat die Pflichtverletzung nicht zu vertreten.

(2)	 Im Übrigen finden im Rahmen der Nutzung der Wero-Funktionen die 
Regelungen der Sonderbedingungen für das OnlineBanking und der Son-
derbedingungen für den Überweisungsverkehr zur Haftung des Kunden 
Anwendung.

7	 Außergerichtliche Streitschlichtung

Für die Beilegung von Streitigkeiten mit der Bank kann sich der Kunde an 
die im Preis- und Leistungsverzeichnis näher bezeichneten Streitschlich-
tungs- oder Beschwerdestellen wenden.

8	 Sonstige Beschwerdemöglichkeit

Der Kunde kann sich für die Beilegung von Streitigkeiten im Rahmen der 
Nutzung der von Wero-Funktionen im Handel, wie Unklarheiten in Bezug 
auf die Abwicklung des getätigten Kaufs, an die von EPI bereitgestellte 
Streitschlichtungsstelle über die OnlineBanking-App wenden und einen 
Antrag auf Gewährung freiwilliger Unterstützungsleistungen stellen (so-
genannter „Dispute“). Die Einzelheiten dieser Unterstützungsleistungen 
und die Voraussetzungen seiner Beantragung werden separat und unab-
hängig von der Bank vereinbart.

9	 Entgelte

(1)	 Die Bank kann für die Nutzung von Wero-Funktionen mit dem Kun-
den Entgelte vereinbaren, die sich, wenn vereinbart, aus dem Preis- und 
Leistungsverzeichnis ergeben. Im Übrigen bleiben die für die Nutzung des 
vereinbarten Kontos vereinbarten Entgelte sowie ggf. anfallende Steu-
ern von diesen Sonderbedingungen unberührt. Das gilt insbesondere für 
die mittels der Wero-Funktionen beauftragten Echtzeitüberweisungen.

(2)	 Für Änderungen der Entgelte gelten die in den Sonderbedingungen 
für den Überweisungsverkehr vorgesehenen Regelungen (vgl. dort 
Nr. 1.10) entsprechend.

(3)	 Die Wero-Funktionen sind mit dem vereinbarten Konto verknüpft, 
für welches die Wero-Funktionen aktiviert wurden, sodass Entgelte ge-
gebenenfalls auch bei Nutzung durch verfügungsberechtigte Dritte 
(bspw. Bevollmächtigte) anfallen können.

10	 Änderungen des Leistungsangebots und dieser 
Sonderbedingungen

(1)	 Der Kunde kann die Wero-Funktionen sowie die Zusatzfunktionen 
in dem Umfang nutzen, wie sie von der Bank aktuell angeboten werden. 
Die Bank behält sich vor, das Angebot der Wero-Funktionen sowie der 
Zusatzfunktionen regelmäßig anzupassen und zu verändern, insbeson-
dere weitere Wero-Funktionen sowie weitere Zusatzfunktionen in das An-
gebot aufzunehmen und wenig genutzte Wero-Funktionen oder wenig 
genutzte Zusatzfunktionen aus dem Angebot zu entfernen.

(2)	 Für Änderungen dieser Sonderbedingungen gilt Nr. 1 Abs. 2 der All-
gemeinen Geschäftsbedingungen.
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(3)	 Die Bank behält sich das Recht vor, die Bereitstellung der Wero-
Funktionen sowie der Zusatzfunktionen an den Kunden vorübergehend 
oder dauerhaft auszusetzen, wenn Anpassungen oder Veränderungen an 
den Wero-Funktionen oder weiteren Zusatzfunktionen eine (oder meh-
rere) Änderung(en) dieser Sonderbedingungen erforderlich machen und 
der Kunde diese Änderung(en) nicht entsprechend Nr. 1 Abs. 2 der Allge-
meinen Geschäftsbedingungen annimmt.

11	 Kündigung

(1)	 Der Kunde kann die Nutzung der Wero-Funktionen jederzeit ohne 
Einhaltung einer Frist in Textform kündigen. Einer Kündigung der Nutzung 
der Wero-Funktionen steht es gleich, wenn der Kunde seine Freischal-
tung für die Wero-Funktionen löscht. Einer Kündigung der Nutzung der 
Wero-Funktionen steht es auch gleich, wenn der Kunde die gesamte Ge-
schäftsbeziehung im Sinne der Nr. 18 der Allgemeinen Geschäftsbedin-
gungen kündigt.

(2)	 Mit Wirksamwerden der Kündigung entfällt die Befugnis des Kun-
den zur Nutzung der Wero-Funktionen. Eine weitere Nutzung der Wero-
Funktionen ist dann erst nach erneuter Freischaltung des Kunden für die 
Nutzung der Wero-Funktionen unter Annahme dieser Sonderbedingun-
gen in der dann geltenden Fassung möglich.

(3)	 Die Bank kann die Nutzung der Wero-Funktionen jederzeit unter Ein-
haltung einer Kündigungsfrist von mindestens zwei Monaten in Textform 
kündigen.

(4)	 Im Falle einer Kündigung des Kunden sind die vor Zugang der Kün-
digung erteilten, noch nicht ausgeführten oder abgelehnten Echtzeit-
überweisungsaufträge oder Zahlungsaufträge durch die Bank nach Maß-
gabe dieser Sonderbedingungen auszuführen oder abzulehnen. 
Entsprechendes gilt im Falle einer Kündigung der Bank für die vor dem 
Zeitpunkt des Ablaufs der Kündigungsfrist erteilten, noch nicht ausge-
führten oder abgelehnten Echtzeitüberweisungsaufträge oder Zahlungs-
aufträge.

B. Wero-PRO-Funktionen
Die Regelungen des Abschnitts B. ergänzen und ersetzen gegebenenfalls 
die Regelungen des Abschnitts A. dieser Sonderbedingungen und gelten 
für die gesondert zwischen Bank und Kunde vereinbarten Wero-PRO-
Funktionen.

1	 Vereinbarung und Aktivierung von Wero-PRO-
Funktionen

(1)	 Wero-PRO-Funktionen können dem Kunden von der Bank angebo-
ten und mit diesem zusätzlich zu den Wero-Funktionen nach Abschnitt A. 
dieser Sonderbedingungen auf allen von der Bank hierzu angebotenen 
Wegen vereinbart werden. Insbesondere ist der Abschluss eines Vertrags 
im elektronischen Geschäftsverkehr durch Auswahl entsprechender Op-
tionen in der OnlineBanking-App möglich, soweit dies von der Bank an-
geboten wird.

(2)	 Nach vertraglicher Vereinbarung von Wero-PRO-Funktionen kön-
nen diese vom Kunden für alle vereinbarten Konten i. S. v. Nummer A. 1.2 
Absatz 1 dieser Sonderbedingungen, die dem Kunden von der Bank zu 
diesem Zweck in der OnlineBanking-App angeboten werden, gesondert 
aktiviert oder deaktiviert werden. Die Aktivierung für ein bestimmtes Kon-
to ermöglicht die Nutzung der Wero-PRO-Funktionen für alle Kontonut-
zungen und für alle Personen mit Verfügungsberechtigung (bspw. Kon-
tobevollmächtigte) über das aktivierte Konto („Wero-PRO-Konto“).

(3)	 Die Bereitstellung der Wero-PRO-Funktionen erfolgt unverzüglich 
nach Abschluss der Vereinbarung mit dem Kunden, spätestens jedoch am 
nächsten Bankarbeitstag.

2	 Wero-PRO-Funktionen

(1)	 Die Wero-PRO-Funktionen sind für Kleingewerbetreibende, Selbst-
ständige und Privatkonten mit gelegentlicher geschäftlicher Nutzung 
konzipiert. Die Wero-PRO-Funktionen sind unabhängig davon nutzbar, 
ob ein Konto von der Bank als gewerbliches oder privates Konto geführt 
wird. Gleichwohl können einzelne Wero-PRO-Funktionen nicht verfügbar 

sein, wenn die Bank des Zahlers diese noch nicht für dessen Kunden um-
gesetzt hat.

(2)	 Die Wero-Funktionen nach Abschnitt A. dieser Sonderbedingungen 
werden durch die Aktivierung der Wero-PRO-Funktionen für das jewei-
lige Konto um folgende Dienstleistungen ergänzt:

a)	 Der Kunde kann von anderen Wero-Nutzern Wero-PRO-Zahlungen 
empfangen und anfragen. Wero-PRO-Zahlungen sind Wero-Zahlungen, 
die Wero-Nutzer auf eine Wero-PRO-Zahlungsanfrage hin auf ein mit der 
Zahlungsanfrage verbundenes Wero-PRO-Konto leisten oder Wero-Zah-
lungen, die ohne Anfrage auf einem Wero-PRO-Konto eingehen.

b)	 Wero-PRO-Zahlungsanfragen können vom Kunden mit den inner-
halb von Wero vorgesehenen technischen Mittel erzeugt und an andere 
Wero-Nutzer übermittelt werden, bspw. durch Erzeugung eines entspre-
chenden QR-Codes mittels der OnlineBanking-App.

c)	 Wero-PRO-Zahlungsanfragen werden mit einer vom Kunden fest-
gelegten alphanumerischen Referenz versehen, die bei Zahlung wieder 
übermittelt wird und in den Transaktionsdetails der Umsatzübersichten 
eines Wero-PRO-Kontos aufgeführt wird.

d)	 Für eingehende Wero-PRO-Zahlungen werden automatisiert zah-
lungseingangsbestätigende Transaktionsbelege generiert und an den 
Zahler rückübermittelt. Diese Transaktionsbelege erfüllen nicht notwen-
digerweise die gesetzlichen Anforderungen an eine Rechnung oder Quit-
tung.

e)	 Für an Zahler ausgegebene Zahlungsanfragen kann der Kunde auto-
matisierte Zahlungserinnerungen einrichten, falls eine Zahlung zu einer 
bestimmten Referenz zu einem vom Kunden bestimmten Zeitpunkt noch 
nicht auf dem Wero-PRO-Konto eingegangen ist.

(3)	 Wero-PRO-Konten werden anderen Wero-Nutzern innerhalb der 
Systeme der Bank und innerhalb der Systeme von Wero durch grafische 
Gestaltung oder textliche Auszeichnung als solche kenntlich gemacht.

(4)	 Einzelne der Wero-Pro-Funktionen sowie einzelne Zusatzfunktio-
nen werden zum Zeitpunkt des Vertragsschlusses gegebenenfalls noch 
nicht angeboten. Die Wero-Funktionen sowie die Zusatzfunktionen wer-
den sukzessive weiter ausgebaut.

3	 Entgelte

(1)	 Die Bank kann für die Nutzung von Wero-PRO-Funktionen mit dem 
Kunden Entgelte vereinbaren. Im Übrigen bleiben die für die Nutzung des 
vereinbarten Kontos vereinbarten Entgelte sowie ggf. anfallende Steu-
ern von diesen Sonderbedingungen unberührt. Das gilt insbesondere für 
die mittels der Wero-Pro-Funktionen beauftragten Echtzeitüberweisun-
gen.

(2)	 Für Änderungen der Entgelte gelten die in den Sonderbedingungen 
für den Überweisungsverkehr vorgesehenen Regelungen (vgl. dort 
Nr. 1.10) entsprechend.

(3)	 Die Wero-PRO-Funktionen sind mit dem vereinbarten Konto ver-
knüpft, für welches die Wero-PRO-Funktionen aktiviert wurden, sodass 
Entgelte gegebenenfalls auch bei Nutzung durch verfügungsberechtig-
te Dritte (bspw. Bevollmächtigte) anfallen können.

4	 Kündigung und Deaktivierung der Wero-PRO-
Funktionen

(1)	 Für die Kündigung seitens des Kunden und der Bank gilt Num-
mer A. 10 dieser Sonderbedingungen entsprechend. Mit Wirksamkeit einer 
Kündigung der Wero-PRO-Funktionen nach Nummer B. 4 Absatz 1 Satz 1 
dieser Sonderbedingungen werden die vom Kunden aktivierten Wero-
PRO-Funktionen deaktiviert.

(2)	 Die Deaktivierung der Wero-PRO-Funktionen für ein vereinbartes 
Konto stellt keine Kündigung der Vereinbarung über Wero-PRO-Funktio-
nen dar.

(3)	 Eine Kündigung der Vereinbarung über Wero-PRO-Funktionen er-
streckt sich im Zweifelsfall nicht auf die Kündigung der Wero-Funktionen 
(Abschnitt A. dieser Sonderbedingungen).
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Sonderbedingungen für den Überweisungsverkehr
Fassung: Oktober 2025

Für die Ausführung von Überweisungsaufträgen von Kunden gelten die 
folgenden Bedingungen.

1	 Allgemein

1.1	 Wesentliche Merkmale der Überweisung einschließ-
lich des Dauerauftrags

Der Kunde kann die Bank beauftragen, durch eine Überweisung Geldbe-
träge bargeldlos zugunsten eines Zahlungsempfängers an den Zahlungs-
dienstleister des Zahlungsempfängers zu übermitteln. Der Kunde kann 
die Bank auch beauftragen, jeweils zu einem bestimmten wiederkehren-
den Termin einen gleichbleibenden Geldbetrag an das gleiche Konto des 
Zahlungsempfängers zu überweisen (Dauerauftrag). Eine Echtzeitüber-
weisung ist eine Überweisung in Euro, die an jedem Kalendertag rund um 
die Uhr sofort ausgeführt wird.

Der Kunde kann der Bank mehrere Überweisungsaufträge gebündelt 
elektronisch (zum Beispiel per OnlineBanking) als Sammelauftrag ertei-
len (Sammelüberweisung). Alle in einem Sammelauftrag enthaltenen 
Überweisungsaufträge werden unabhängig vom Zeitpunkt ihrer Ausfüh-
rung in einer Summe dem Zahlungskonto belastet.

1.2	 Kundenkennungen
Für das Verfahren hat der Kunde folgende Kundenkennung des Zahlungs-
empfängers zu verwenden.

Zielgebiet Währung Kundenkennung des 
Zahlungsempfängers

Inland Euro IBAN1 

Grenzüberschreitend 
innerhalb des Europäi-
schen Wirtschafts-
raums2 

Euro IBAN

Inland oder innerhalb 
des Europäischen 
Wirtschaftsraums

Andere Währung als 
Euro

	• IBAN und BIC3 oder
	• Kontonummer und 

BIC

Außerhalb des Euro-
päischen Wirtschafts-
raums

Euro oder andere 
Währung

	• IBAN und BIC oder
	• Kontonummer und 

BIC

Die für die Ausführung der Überweisung erforderlichen Angaben erge-
ben sich aus den Nummern 2.1, 3.1.1 und 3.2.1.

1.3	 Erteilung des Überweisungsauftrags und Autori-
sierung

(1)	 Der Kunde erteilt der Bank einen Überweisungsauftrag mittels eines 
von der Bank zugelassenen Vordrucks oder in der mit der Bank anderwei-
tig vereinbarten Art und Weise (zum Beispiel per OnlineBanking) mit den 
erforderlichen Angaben gemäß Nummer 2.1 beziehungsweise Nummern 
3.1.1 und 3.2.1.

Der Kunde hat auf Leserlichkeit, Vollständigkeit und Richtigkeit der An-
gaben zu achten. Unleserliche, unvollständige oder fehlerhafte Angaben 
können zu Verzögerungen und zu Fehlleitungen von Überweisungen füh-
ren; daraus können Schäden für den Kunden entstehen. Bei unleserlichen, 
unvollständigen oder fehlerhaften Angaben kann die Bank die Ausfüh-
rung ablehnen (siehe auch Nummer 1.7). Hält der Kunde bei der Ausfüh-
rung der Überweisung besondere Eile für nötig, hat er dies der Bank ge-
sondert mitzuteilen. Bei beleghaft erteilten Überweisungen muss dies 
außerhalb des Belegs erfolgen, falls der Beleg selbst keine entsprechen-
de Angabe vorsieht. Bei beleghaften Echtzeitüberweisungen in Euro kann 
der Kunde auf dem Überweisungsbeleg die Beauftragung einer Echtzeit-
überweisung in Euro im dazu vorgesehenen Feld ankreuzen.

(2)	 Der Kunde autorisiert den Überweisungsauftrag durch Unterschrift 
oder in der anderweitig mit der Bank vereinbarten Art und Weise (zum Bei-
spiel PIN/TAN). In dieser Autorisierung ist zugleich die ausdrückliche Zu-
stimmung enthalten, dass die Bank die für die Ausführung der Überwei-
sung notwendigen personenbezogenen Daten des Kunden abruft (aus 
ihrem Datenbestand), verarbeitet, übermittelt und speichert.

(3)	 Auf Verlangen des Kunden teilt die Bank vor Ausführung eines ein-
zelnen Überweisungsauftrags die maximale Ausführungsfrist für diesen 
Zahlungsvorgang sowie die in Rechnung zu stellenden Entgelte und ge-
gebenenfalls deren Aufschlüsselung mit.

(4)	 Der Kunde ist berechtigt, für die Erteilung des Überweisungsauf-
trags an die Bank auch einen Zahlungsauslösedienst gemäß § 1 Abs. 33 
Zahlungsdiensteaufsichtsgesetz zu nutzen, es sei denn, das Zahlungs-
konto des Kunden ist für ihn nicht online zugänglich.

1.4	 Zugang des Überweisungsauftrags bei der Bank
(1)	 Der Überweisungsauftrag wird wirksam, wenn er der Bank zugeht. 
Das gilt auch, wenn der Überweisungsauftrag über einen Zahlungsaus-
lösedienstleister erteilt wird. Der Zugang erfolgt durch den Eingang des 
Auftrags in den dafür vorgesehenen Empfangsvorrichtungen der Bank 
(zum Beispiel mit Abgabe in den Geschäftsräumen oder Eingang auf dem 
OnlineBanking-Server der Bank).

(2)	 Fällt der Zeitpunkt des Eingangs des Überweisungsauftrags nach 
Absatz 1 Satz 3 nicht auf einen Geschäftstag der Bank gemäß „Preis- und 
Leistungsverzeichnis“, so gilt der Überweisungsauftrag erst am darauf-
folgenden Geschäftstag als zugegangen.

(3)	 Geht der Überweisungsauftrag nach dem an der Empfangsvorrich-
tung der Bank oder im „Preis- und Leistungsverzeichnis“ angegebenen 
Annahmezeitpunkt ein, so gilt der Überweisungsauftrag im Hinblick auf 
die Bestimmung der Ausführungsfrist (siehe Nummer 2.2.2) erst als am 
darauffolgenden Geschäftstag zugegangen.

(4)	 Bei Echtzeitüberweisungen gilt abweichend von Absätzen 2 und 3:
	• Ein elektronisch erteilter Auftrag kann an jedem Kalendertag rund um 

die Uhr zugehen.
	• Ein nicht elektronisch erteilter Auftrag (zum Beispiel beleghaft) ist zu 

dem Zeitpunkt zugegangen, an dem die Bank die Daten in ihr internes 
System eingegeben hat. Diese Eingabe beginnt so bald wie möglich, 
nachdem der Auftrag in den dafür vorgesehenen Empfangsvorrichtun-
gen der Bank eingegangen ist.

	• Echtzeitüberweisungsaufträge als Sammelauftrag sind zu dem Zeit-
punkt zugegangen, zu dem die Bank die daraus hervorgehenden Über-
weisungsaufträge herausgelöst hat. Die Bank beginnt mit der Um-
wandlung des Sammelauftrags unverzüglich nach der Auftragserteilung 
des Kunden und schließt die Umwandlung so bald wie möglich ab.

1.5	 Widerruf des Überweisungsauftrags
(1)	 Bis zum Zugang des Überweisungsauftrags bei der Bank (siehe Num-
mer 1.4 Absätze 1, 2 und 4) kann der Kunde diesen durch Erklärung 
gegenüber der Bank widerrufen. Nach dem Zugang des Überweisungs-
auftrags ist vorbehaltlich der Absätze 2 und 3 ein Widerruf nicht mehr 
möglich. Nutzt der Kunde für die Erteilung seines Überweisungsauftrags 
einen Zahlungsauslösedienstleister, so kann er den Überweisungsauftrag 
abweichend von Satz 1 nicht mehr gegenüber der Bank widerrufen, nach-
dem er dem Zahlungsauslösedienstleister die Zustimmung zur Auslösung 
der Überweisung erteilt hat.

(2)	 Haben Bank und Kunde einen bestimmten Termin für die Ausführung 
der Überweisung vereinbart (siehe Nummer 2.2.2 Absatz 2), kann der Kun-
de die Überweisung beziehungsweise den Dauerauftrag (siehe  
Nummer 1.1) bis zum Ende des vor dem vereinbarten Tag liegenden Ge-
schäftstags der Bank widerrufen. Die Geschäftstage der Bank ergeben 
sich aus dem „Preis- und Leistungsverzeichnis“. Nach dem rechtzeitigen 
Zugang des Widerrufs eines Dauerauftrags bei der Bank werden keine 
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weiteren Überweisungen mehr aufgrund des bisherigen Dauerauftrags 
ausgeführt.

(3)	 Nach den in Absätzen 1 und 2 genannten Zeitpunkten kann der 
Überweisungsauftrag nur widerrufen werden, wenn Kunde und Bank dies 
vereinbart haben. Die Vereinbarung wird wirksam, wenn es der Bank ge-
lingt, die Ausführung zu verhindern oder den Überweisungsbetrag zu-
rückzuerlangen. Nutzt der Kunde für die Erteilung seines Überweisungs-
auftrags einen Zahlungsauslösedienstleister, bedarf es ergänzend der 
Zustimmung des Zahlungsauslösedienstleisters und des Zahlungsemp-
fängers. Für die Bearbeitung eines solchen Widerrufs des Kunden berech-
net die Bank das im „Preis- und Leistungsverzeichnis“ ausgewiesene Ent-
gelt.

1.6	 Ausführung des Überweisungsauftrags
(1)	 Die Bank führt den Überweisungsauftrag des Kunden aus, wenn die 
zur Ausführung erforderlichen Angaben (siehe die Nummern 2.1, 3.1.1 und 
3.2.1) in der vereinbarten Art und Weise (siehe Nummer 1.3 Absatz 1) vor-
liegen, dieser vom Kunden autorisiert ist (siehe Nummer 1.3 Absatz 2) und 
ein zur Ausführung der Überweisung ausreichendes Guthaben in der Auf-
tragswährung vorhanden oder ein ausreichender Kredit eingeräumt ist 
(Ausführungsbedingungen). Bei einer Echtzeitüberweisung sind zusätz-
liche Ausführungsbedingungen, dass der vom Kunden festgelegte 
separate Höchstbetrag für Echtzeitüberweisungen (siehe Angaben im 
„Preis- und Leistungsverzeichnis“) eingehalten wird und der Zahlungs-
dienstleister des Zahlungsempfängers das Echtzeitüberweisungsverfah-
ren der Bank unterstützt.

(2)	 Die Bank und die weiteren an der Ausführung der Überweisung be-
teiligten Zahlungsdienstleister sind berechtigt, die Überweisung aus-
schließlich anhand der vom Kunden angegebenen Kundenkennung des 
Zahlungsempfängers (siehe Nummer 1.2) auszuführen.

(3)	 Die Bank unterrichtet den Kunden mindestens einmal monatlich über 
die Ausführung von Überweisungen auf dem für Kontoinformationen ver-
einbarten Weg. Mit Kunden, die keine Verbraucher sind, kann die Art und 
Weise sowie die zeitliche Folge der Unterrichtung gesondert vereinbart 
werden.

(4)	 Die Bank unterrichtet den Kunden unmittelbar über die Ausführung 
einer Echtzeitüberweisung auf dem für Kontoinformationen vereinbarten 
Weg.

1.7	 Ablehnung der Ausführung
(1)	 Sind die Ausführungsbedingungen (siehe Nummer 1.6 Absatz 1) nicht 
erfüllt, kann die Bank die Ausführung des Überweisungsauftrags ableh-
nen. Ist bei einer Echtzeitüberweisung der vom Kunden festgelegte 
Höchstbetrag (siehe Angaben im „Preis- und Leistungsverzeichnis“) nicht 
eingehalten, wird die Bank die Ausführung ablehnen. Unabhängig davon 
ist die Bank berechtigt, die Ausführung einer Sammelüberweisung abzu-
lehnen, wenn der Sammelauftrag entgegen Nummer 1.1 nur eine Über-
weisung in Euro bzw. nur eine Echtzeitüberweisung in Euro enthält und 
der Kunde auf die Empfängerüberprüfung verzichtet hat. Über die Ableh-
nung der Ausführung wird die Bank den Kunden unverzüglich, auf jeden 
Fall aber innerhalb der in Nummer 2.2.1 beziehungsweise Nummer 3.1.2 
und Nummer 3.2.2 vereinbarten Frist, unterrichten. Dies kann auch auf 
dem für Kontoinformationen vereinbarten Weg geschehen. Dabei wird die 
Bank, soweit möglich, die Gründe der Ablehnung sowie die Möglichkei-
ten angeben, wie Fehler, die zur Ablehnung geführt haben, berichtigt 
werden können.

(2)	 Ist eine vom Kunden angegebene Kundenkennung für die Bank er-
kennbar keinem Zahlungsempfänger, keinem Zahlungskonto oder keinem 
Zahlungsdienstleister des Zahlungsempfängers zuzuordnen, wird die 
Bank dem Kunden hierüber unverzüglich eine Information zur Verfügung 
stellen und ihm gegebenenfalls den Überweisungsbetrag wieder heraus-
geben.

(3)	 Für die berechtigte Ablehnung der Ausführung eines autorisierten 
Überweisungsauftrags berechnet die Bank das im „Preis- und Leistungs-
verzeichnis“ ausgewiesene Entgelt.

1.8	 Übermittlung der Überweisungsdaten
Im Rahmen der Ausführung der Überweisung übermittelt die Bank die in 
der Überweisung enthaltenen Daten (Überweisungsdaten) unmittelbar 
oder unter Beteiligung zwischengeschalteter Stellen an den 

Zahlungsdienstleister des Zahlungsempfängers. Der Zahlungsdienstleis-
ter des Zahlungsempfängers kann dem Zahlungsempfänger die Überwei-
sungsdaten, zu denen auch die Internationale Bankkontonummer (IBAN) 
des Zahlers gehört, ganz oder teilweise zur Verfügung stellen.

Bei grenzüberschreitenden Überweisungen und bei Eilüberweisungen im 
Inland können die Überweisungsdaten auch über das Nachrichtenüber-
mittlungssystem Society for Worldwide Interbank Financial Telecommu-
nication (SWIFT) mit Sitz in Belgien an den Zahlungsdienstleister des  
Zahlungsempfängers weitergeleitet werden. Aus Gründen der Systemsi-
cherheit speichert SWIFT die Überweisungsdaten vorübergehend in sei-
nen Rechenzentren in der Europäischen Union, in der Schweiz und in den 
USA.

1.9	 Anzeige nicht autorisierter oder fehlerhaft aus-
geführter Überweisungen

Der Kunde hat die Bank unverzüglich nach Feststellung eines nicht au-
torisierten oder fehlerhaft ausgeführten Überweisungsauftrags zu unter-
richten. Dies gilt auch im Fall der Beteiligung eines Zahlungsauslöse-
dienstleisters.

1.10	 Entgelte und deren Änderung

1.10.1	 Entgelte für Verbraucher
Die Entgelte im Überweisungsverkehr ergeben sich aus dem „Preis- und 
Leistungsverzeichnis“.

Änderungen der Entgelte im Überweisungsverkehr werden dem Kunden 
spätestens zwei Monate vor dem vorgeschlagenen Zeitpunkt ihres Wirk-
samwerdens in Textform angeboten. Hat der Kunde mit der Bank im Rah-
men der Geschäftsbeziehung einen elektronischen Kommunikationsweg 
vereinbart (zum Beispiel das OnlineBanking), können die Änderungen 
auch auf diesem Wege angeboten werden. Die von der Bank angebote-
nen Änderungen werden nur wirksam, wenn der Kunde diese annimmt. 
Eine Vereinbarung über die Änderung eines Entgelts, das auf eine über 
die Hauptleistung hinausgehende Zahlung des Kunden gerichtet ist, kann 
die Bank mit dem Kunden nur ausdrücklich treffen.

Die Änderung von Entgelten für den Zahlungsdiensterahmenvertrag  
(Girovertrag) richtet sich nach Nr. 12 Abs. 5 der Allgemeinen Geschäfts-
bedingungen.

1.10.2	 Entgelte für Kunden, die keine Verbraucher sind
Bei Entgelten und deren Änderung für Überweisungen von Kunden, die 
keine Verbraucher sind, verbleibt es bei den Regelungen in Nr. 12 Abs. 2 
bis 6 der Allgemeinen Geschäftsbedingungen.

1.11	 Wechselkurs
Erteilt der Kunde einen Überweisungsauftrag in einer anderen Währung 
als der Kontowährung, wird das Konto gleichwohl in der Kontowährung 
belastet. Die Bestimmung des Wechselkurses bei solchen Überweisun-
gen ergibt sich aus der Umrechnungsregelung im „Preis- und Leistungs-
verzeichnis“.

Eine Änderung des in der Umrechnungsregelung genannten Referenz-
wechselkurses wird unmittelbar und ohne vorherige Benachrichtigung 
des Kunden wirksam. Der Referenzwechselkurs wird von der Bank zu-
gänglich gemacht oder stammt aus einer öffentlich zugänglichen Quel-
le.

1.12	Meldepflichten nach Außenwirtschaftsrecht
Der Kunde hat die Meldepflichten nach dem Außenwirtschaftsrecht zu 
beachten.

1.13	 Außergerichtliche Streitschlichtung und sonstige Be-
schwerdemöglichkeit

Für die Beilegung von Streitigkeiten mit der Bank kann sich der Kunde an 
die im „Preis- und Leistungsverzeichnis“ näher bezeichneten Streit-
schlichtungs- oder Beschwerdestellen wenden.
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1.14	 Empfängerüberprüfung

1.14.1	 Begriffsbestimmung und wesentliche Merkmale
Die Bank bietet dem Kunden eine Dienstleistung zur Überprüfung des 
Zahlungsempfängers, an den der Kunde eine Überweisung in Auftrag ge-
ben will, an (Empfängerüberprüfung).

Hat der Kunde die Kundenkennung des Zahlungskontos des Zahlungs-
empfängers (siehe Nummer 1.2) und den Namen des Zahlungsempfängers 
im Überweisungsauftrag angegeben, wird abgeglichen, ob die angege-
bene Kundenkennung und der vom Kunden angegebene Name des Zah-
lungsempfängers übereinstimmen. Diesen Abgleich wird der Zahlungs-
dienstleister des Zahlungsempfängers auf Grundlage der Angaben des 
Kunden durchführen.

Dies erfolgt durch die Bank, wenn sie zur Empfängerüberprüfung gesetz-
lich verpflichtet oder anderweitig berechtigt ist, in Bezug auf den 
Zahlungsempfänger, an den der Kunde eine Überweisung in Euro oder 
Echtzeitüberweisung in Euro innerhalb des einheitlichen Euro-Zahlungs-
verkehrsraums (Single Euro Payments Area, SEPA)4 beauftragen will, es 
sei denn, der Überweisungsauftrag wird über ein Großbetragszahlungs-
system abgewickelt5.

Diese Empfängerüberprüfung wird unmittelbar, nachdem der Kunde die 
relevanten Informationen zum Zahlungsempfänger übermittelt hat und 
bevor dem Kunden die Möglichkeit zur Autorisierung seines Überwei-
sungsauftrags gegeben wird, durchgeführt. 

Im Falle von nicht elektronisch erteilten Überweisungsaufträgen (zum 
Beispiel beleghaft) führt die Bank die Empfängerüberprüfung zum Zeit-
punkt des Eingangs des Überweisungsauftrags durch, es sei denn, der 
Kunde ist zum Zeitpunkt des Eingangs nicht anwesend.

Werden die Kundenkennung des Zahlungskontos des Zahlungsempfän-
gers und  der Name des Zahlungsempfängers von einem Zahlungsauslö-
sedienstleister und nicht vom Zahler angegeben, so ist gesetzlich gere-
gelt, dass dieser Zahlungsauslösedienstleister sicher zu stellen hat, dass 
die Angaben zum Zahlungsempfänger korrekt sind.

1.14.2	 Ergebnisse der Empfängerüberprüfung
Die Bank unterrichtet den Kunden über das Ergebnis der Empfängerüber-
prüfung auf der Grundlage der vom kontoführenden Zahlungsdienstleis-
ter des Empfängers übermittelten Informationen. Ergibt die Empfänger-
überprüfung, dass die Daten nicht oder nahezu mit den Angaben des 
Kunden übereinstimmen, teilt die Bank zusätzlich mit, welche Folge eine 
gleichwohl erfolgte Autorisierung des Überweisungsauftrags haben 
könnte.

Wird ein Zahlungskonto, das über die vom Kunden angegebene Kunden-
kennung identifiziert wird, im Namen mehrerer Zahlungsempfänger 
geführt, benachrichtigt die Bank den Kunden, wenn der vom Kunden an-
gegebene Zahlungsempfänger nicht zu den verschiedenen Zahlungs-
empfängern gehört, in deren Namen das Zahlungsempfängerkonto ge-
führt oder gehalten wird.

Ergibt die Empfängerüberprüfung bei einem Sammelauftrag bei mindes-
tens einem Überweisungsauftrag eine Namensabweichung beim Konto-
inhaber des Empfängerkontos, wird der Kunde hierüber informiert und 
muss entscheiden, ob er den Sammelauftrag insgesamt, das heißt ein-
schließlich der Überweisungen mit Namensabweichungen, entweder au-
torisiert oder ob dieser nicht ausgeführt werden soll.

1.14.3	 Ergänzende Regelungen für Nicht-Verbraucher
Kunden, die keine Verbraucher6 sind, können, wenn sie mehrere Über
weisungsaufträge als Bündel (Sammelüberweisung) einreichen, auf die 
Empfängerüberprüfung verzichten.

Haben Kunden, die keine Verbraucher sind, bis auf Weiteres auf die Emp-
fängerprüfung verzichtet, sind sie jederzeit berechtigt, diese Dienstleis-
tung wieder in Anspruch zu nehmen.

Wenn der Kunde, der kein Verbraucher ist, auf die Empfängerüberprüfung 
für die Einreichung von Überweisungsaufträgen als Bündel (Sammelüber-
weisung) verzichtet, teilt die Bank dem Kunden mit, welche Folge eine 
gleichwohl erfolgte Autorisierung des Überweisungsauftrags haben 
könnte. 

2	 Überweisungen innerhalb Deutschlands und in andere 
Staaten des Europäischen Wirtschaftsraums (EWR7) in 
Euro oder in anderen EWR-Währungen8

2.1	 Erforderliche Angaben
Der Kunde muss im Überweisungsauftrag folgende Angaben machen:
	• Name des Zahlungsempfängers,
	• Kundenkennung des Zahlungsempfängers (siehe Nummer 1.2); ist bei 

Überweisungen in anderen EWR-Währungen als Euro der BIC unbe-
kannt, ist stattdessen der vollständige Name und die Adresse des Zah-
lungsdienstleisters des Zahlungsempfängers anzugeben,

	• Währung (gegebenenfalls in Kurzform gemäß Anlage),
	• Betrag,
	• Name des Kunden,
	• IBAN des Kunden.

2.2	 Maximale Ausführungsfrist

2.2.1	 Fristlänge
Die Bank ist verpflichtet sicherzustellen, dass der Überweisungsbetrag 
spätestens innerhalb der im „Preis- und Leistungsverzeichnis“ angege-
benen Ausführungsfrist beim Zahlungsdienstleister des Zahlungsemp-
fängers eingeht.

2.2.2	 Beginn der Ausführungsfrist
(1)	 Die Ausführungsfrist beginnt mit dem Zeitpunkt des Zugangs des 
Überweisungsauftrags des Kunden bei der Bank (siehe Nummer 1.4).

(2)	 Vereinbaren die Bank und der Kunde, dass die Ausführung der Über-
weisung an einem bestimmten Tag oder am Ende eines bestimmten Zeit-
raums oder an dem Tag, an dem der Kunde der Bank den zur Ausführung 
erforderlichen Geldbetrag in der Auftragswährung zur Verfügung gestellt 
hat, beginnen soll, so ist der im Auftrag angegebene oder anderweitig 
vereinbarte Termin für den Beginn der Ausführungsfrist maßgeblich. Fällt 
der vereinbarte Termin nicht auf einen Geschäftstag der Bank, so beginnt 
am darauffolgenden Geschäftstag die Ausführungsfrist. Die Geschäfts-
tage der Bank ergeben sich aus dem „Preis- und Leistungsverzeichnis“.

(3)	 Bei Überweisungsaufträgen in einer vom Konto des Kunden abwei-
chenden Währung beginnt die Ausführungsfrist erst an dem Tag, an dem 
der Überweisungsbetrag in der Auftragswährung vorliegt.

(4)	 Vereinbaren die Bank und der Kunde, dass die Ausführung einer 
Echtzeitüberweisung an einem bestimmten Tag, einem Zeitpunkt eines 
bestimmten Tags oder am Ende eines bestimmten Zeitraums oder an dem 
Tag, an dem der Kunde der Bank den zur Ausführung erforderlichen Geld-
betrag in der Auftragswährung Euro zur Verfügung gestellt hat, beginnen 
soll, so ist der im Auftrag angegebene oder anderweitig vereinbarte Ter-
min für den Beginn der Ausführungsfrist maßgeblich.

2.3	 Erstattungs-, Berichtigungs- und Schadensersatzan-
sprüche des Kunden

2.3.1	 Erstattung bei einer nicht autorisierten Über-
weisung

Im Falle einer nicht autorisierten Überweisung (siehe Nummer 1.3 
Absatz 2) hat die Bank gegen den Kunden keinen Anspruch auf Erstat-
tung ihrer Aufwendungen. Sie ist verpflichtet, dem Kunden den Überwei-
sungsbetrag zu erstatten und, sofern der Betrag einem Konto des Kunden 
belastet worden ist, dieses Konto wieder auf den Stand zu bringen, auf 
dem es sich ohne die Belastung durch die nicht autorisierte Überweisung 
befunden hätte. Diese Verpflichtung ist spätestens bis zum Ende des Ge-
schäftstags gemäß „Preis- und Leistungsverzeichnis“ zu erfüllen, der auf 
den Tag folgt, an welchem der Bank angezeigt wurde, dass die Überwei-
sung nicht autorisiert ist, oder die Bank auf andere Weise davon Kenntnis 
erhalten hat. Hat die Bank einer zuständigen Behörde berechtigte Grün-
de für den Verdacht, dass ein betrügerisches Verhalten des Kunden vor-
liegt, schriftlich mitgeteilt, hat die Bank ihre Verpflichtung aus Satz 2 un-
verzüglich zu prüfen und zu erfüllen, wenn sich der Betrugsverdacht nicht 
bestätigt. Wurde die Überweisung über einen Zahlungsauslösedienstleis-
ter ausgelöst, so treffen die Pflichten aus den Sätzen 2 bis 4 die Bank.
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2.3.2	 Ansprüche bei nicht erfolgter, fehlerhafter oder 
verspäteter Ausführung einer autorisierten Über-
weisung

(1)	 Im Falle einer nicht erfolgten oder fehlerhaften Ausführung einer 
autorisierten Überweisung kann der Kunde von der Bank die unverzügli-
che und ungekürzte Erstattung des Überweisungsbetrags insoweit ver-
langen, als die Zahlung nicht erfolgt oder fehlerhaft war. Wurde der Be-
trag dem Konto des Kunden belastet, bringt die Bank dieses wieder auf 
den Stand, auf dem es sich ohne den nicht erfolgten oder fehlerhaft aus-
geführten Zahlungsvorgang befunden hätte. Wird eine Überweisung vom 
Kunden über einen Zahlungsauslösedienstleister ausgelöst, so treffen die 
Pflichten aus den Sätzen 1 und 2 die Bank. Soweit vom Überweisungsbe-
trag von der Bank oder zwischengeschalteten Stellen Entgelte abgezo-
gen worden sein sollten, übermittelt die Bank zugunsten des Zahlungs-
empfängers unverzüglich den abgezogenen Betrag.

(2)	 Der Kunde kann über den Absatz 1 hinaus von der Bank die Erstat-
tung derjenigen Entgelte und Zinsen insoweit verlangen, als ihm diese im 
Zusammenhang mit der nicht erfolgten oder fehlerhaften Ausführung der 
Überweisung in Rechnung gestellt oder auf seinem Konto belastet wur-
den.

(3)	 Im Falle einer verspäteten Ausführung einer autorisierten Überwei-
sung kann der Kunde von der Bank fordern, dass die Bank vom Zahlungs-
dienstleister des Zahlungsempfängers verlangt, die Gutschrift des Zah-
lungsbetrags auf dem Zahlungskonto des Zahlungsempfängers so 
vorzunehmen, als sei die Überweisung ordnungsgemäß ausgeführt wor-
den. Die Pflicht aus Satz 1 gilt auch, wenn die Überweisung vom Kunden 
über einen Zahlungsauslösedienstleister ausgelöst wird. Weist die Bank 
nach, dass der Zahlungsbetrag rechtzeitig beim Zahlungsdienstleister des 
Zahlungsempfängers eingegangen ist, entfällt diese Pflicht. Die Pflicht 
nach Satz 1 gilt nicht, wenn der Kunde kein Verbraucher ist.

(4)	 Wurde eine Überweisung nicht oder fehlerhaft ausgeführt, wird die 
Bank auf Verlangen des Kunden den Zahlungsvorgang nachvollziehen 
und den Kunden über das Ergebnis unterrichten.

2.3.3	 Ansprüche im Zusammenhang mit der Empfänger-
überprüfung

(1)	 Autorisiert der Kunde den Auftrag, obwohl ihm die Bank bei der Emp-
fängerüberprüfung gemäß Nummer 1.14 unterrichtet hat, dass die Daten 
nicht oder nahezu übereinstimmen, haftet die Bank nicht für die Folgen 
dieser fehlenden Übereinstimmung, wenn sie die Überweisung aus-
schließlich anhand der vom Kunden angegebenen Kundenkennung des 
Zahlungsempfängers (siehe Nummer 1.2) ausführt. Dies gilt auch, wenn 
der Zahlungsdienstleister des Zahlungsempfängers die Empfängerüber-
prüfung nicht durchgeführt hat und die Bank den Kunden darüber vor der 
Autorisierung des Auftrags informiert hat. Hat der Kunde, der kein Ver-
braucher ist, auf die Empfängerüberprüfung gemäß der Nummer 1.14.3 
verzichtet, gehen Schäden und Nachteile zu dessen Lasten, wenn die 
Bank die Überweisung ausschließlich anhand der vom Kunden angege-
benen Kundenkennung des Zahlungsempfängers (siehe Nummer 1.2) aus-
führt.

(2)	 Wurde die Empfängerüberprüfung fehlerhaft durchgeführt und führt 
dies zu einer fehlerhaften Ausführung der Überweisung, so erstattet die 
Bank dem Kunden auf dessen Verlangen unverzüglich den überwiesenen 
Betrag und bringt gegebenenfalls das belastete Zahlungskonto des Kun-
den wieder auf den Stand, auf dem es sich ohne die Überweisung befun-
den hätte. Gleiches gilt, wenn der Zahlungsauslösedienstleister des Kun-
den die Empfängerüberprüfung fehlerhaft durchführt.

2.3.4	 Schadensersatz wegen Pflichtverletzung
(1)	 Bei nicht erfolgter, fehlerhafter oder verspäteter Ausführung einer 
autorisierten Überweisung oder bei einer nicht autorisierten Überweisung 
kann der Kunde von der Bank einen Schaden, der nicht bereits von den 
Nummern 2.3.1, 2.3.2 und 2.3.3 erfasst ist, ersetzt verlangen. Dies gilt 
nicht, wenn die Bank die Pflichtverletzung nicht zu vertreten hat. Die Bank 
hat hierbei ein Verschulden, das einer zwischengeschalteten Stelle zur 
Last fällt, wie eigenes Verschulden zu vertreten, es sei denn, dass die we-
sentliche Ursache bei einer zwischengeschalteten Stelle liegt, die der 
Kunde vorgegeben hat. Hat der Kunde durch ein schuldhaftes Verhalten 
zur Entstehung eines Schadens beigetragen, bestimmt sich nach den 
Grundsätzen des Mitverschuldens, in welchem Umfang Bank und Kunde 
den Schaden zu tragen haben.

(2)	 Die Haftung nach Absatz 1 ist auf 12.500 Euro begrenzt. Diese be-
tragsmäßige Haftungsgrenze gilt nicht

	• für fehlerhafte Empfängerüberprüfungen,
	• für nicht autorisierte Überweisungen,
	• bei Vorsatz oder grober Fahrlässigkeit der Bank,
	• für Gefahren, die die Bank besonders übernommen hat und
	• für den Zinsschaden, wenn der Kunde Verbraucher ist.

2.3.5	 Ansprüche von Kunden, die keine Verbraucher sind
Abweichend von den Ansprüchen in Nummer 2.3.2 und in Nummer 2.3.4 
haben Kunden, die keine Verbraucher sind, bei nicht erfolgten, fehlerhaft 
oder verspätet ausgeführten autorisierten Überweisungen oder bei nicht 
autorisierten Überweisungen neben etwaigen Ansprüchen aus Auftrags-
recht nach § 667 des Bürgerlichen Gesetzbuchs (BGB) und ungerechtfer-
tigter Bereicherung nach §§ 812 ff. BGB lediglich Schadensersatzansprü-
che nach Maßgabe folgender Regelungen:
	• Die Bank haftet für eigenes Verschulden. Hat der Kunde durch ein 

schuldhaftes Verhalten zu der Entstehung eines Schadens beigetra-
gen, bestimmt sich nach den Grundsätzen des Mitverschuldens, in wel-
chem Umfang Bank und Kunde den Schaden zu tragen haben.

	• Für das Verschulden der von der Bank zwischengeschalteten Stellen 
haftet die Bank nicht. In diesen Fällen beschränkt sich die Haftung der 
Bank auf die sorgfältige Auswahl und Unterweisung der ersten zwi-
schengeschalteten Stelle (weitergeleiteter Auftrag).

	• Schadensersatzansprüche des Kunden sind der Höhe nach auf den 
Überweisungsbetrag zuzüglich der von der Bank in Rechnung gestell-
ten Entgelte und Zinsen begrenzt. Soweit es sich hierbei um die Gel-
tendmachung von Folgeschäden handelt, ist der Anspruch auf höchs-
tens 12.500 Euro je Überweisung begrenzt. Diese Beschränkungen 
gelten nicht für Vorsatz oder grobe Fahrlässigkeit der Bank und für Ge-
fahren, die die Bank besonders übernommen hat, sowie für nicht auto-
risierte Überweisungen und für fehlerhafte Empfängerüberprüfungen.

2.3.6	 Haftungs- und Einwendungsausschluss

(1)	 Eine Haftung der Bank nach den Nummern 2.3.2, 2.3.4 und 2.3.5 ist 
in folgenden Fällen ausgeschlossen:
	• Die Bank weist gegenüber dem Kunden nach, dass der Überweisungs-

betrag rechtzeitig und ungekürzt beim Zahlungsdienstleister des Zah-
lungsempfängers eingegangen ist.

	• Die Überweisung wurde in Übereinstimmung mit der vom Kunden an-
gegebenen fehlerhaften Kundenkennung (siehe Nummer 1.2) des Zah-
lungsempfängers ausgeführt. In diesem Fall kann der Kunde von der 
Bank jedoch verlangen, dass sie sich im Rahmen ihrer Möglichkeiten 
darum bemüht, den Zahlungsbetrag wiederzuerlangen. Ist die Wieder-
erlangung des Überweisungsbetrags nicht möglich, so ist die Bank ver-
pflichtet, dem Kunden auf schriftlichen Antrag alle verfügbaren Infor-
mationen mitzuteilen, damit der Kunde gegen den tatsächlichen 
Empfänger der Überweisung einen Anspruch auf Erstattung des Über-
weisungsbetrags geltend machen kann. Für die Tätigkeiten der Bank 
nach den Sätzen 2 und 3 dieses Unterpunkts berechnet die Bank das 
im „Preis- und Leistungsverzeichnis“ ausgewiesene Entgelt.

(2)	 Ansprüche des Kunden nach den Nummern 2.3.1, 2.3.2 und 2.3.4 und 
Einwendungen des Kunden gegen die Bank aufgrund nicht oder fehler-
haft ausgeführter Überweisungen oder aufgrund nicht autorisierter Über-
weisungen sind ausgeschlossen, wenn der Kunde die Bank nicht spätes-
tens 13 Monate nach dem Tag der Belastung mit einer nicht autorisierten 
oder fehlerhaft ausgeführten Überweisung hiervon unterrichtet hat. Der 
Lauf der Frist beginnt nur, wenn die Bank den Kunden über die Belas-
tungsbuchung der Überweisung entsprechend dem für Kontoinformatio-
nen vereinbarten Weg spätestens innerhalb eines Monats nach der Be-
lastungsbuchung unterrichtet hat; anderenfalls ist für den Fristbeginn 
der Tag der Unterrichtung maßgeblich. Schadensersatzansprüche nach 
Nummer 2.3.4 kann der Kunde auch nach Ablauf der Frist in Satz 1 gel-
tend machen, wenn er ohne Verschulden an der Einhaltung dieser Frist 
verhindert war. Die Sätze 1 bis 3 gelten auch dann, wenn der Kunde die 
Überweisung über einen Zahlungsauslösedienstleister auslöst.

(3)	 Ansprüche des Kunden sind ausgeschlossen, wenn die einen An-
spruch begründenden Umstände
	• auf einem ungewöhnlichen und unvorhersehbaren Ereignis beruhen, 

auf das die Bank keinen Einfluss hat, und dessen Folgen trotz Anwen-
dung der gebotenen Sorgfalt nicht hätten vermieden werden können 
oder
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	• von der Bank aufgrund einer gesetzlichen Verpflichtung herbeigeführt 
wurden.

3	 Überweisungen innerhalb Deutschlands und in andere 
Staaten des Europäischen Wirtschaftsraums (EWR9) in 
Währungen eines Staates außerhalb des EWR (Dritt-
staatenwährung10) sowie Überweisungen in Staaten 
außerhalb des EWR (Drittstaaten11)

3.1	 Überweisungen innerhalb Deutschlands und in 
andere Staaten des Europäischen Wirtschaftsraums 
(EWR12) in Währungen eines Staates außerhalb des 
EWR (Drittstaatenwährung13)

3.1.1	 Erforderliche Angaben

Der Kunde muss für die Ausführung der Überweisung folgende Angaben 
machen:
	• Name und gegebenenfalls Adresse des Zahlungsempfängers,
	• Kundenkennung des Zahlungsempfängers (siehe Nummer 1.2); ist bei 

grenzüberschreitenden Überweisungen der BIC unbekannt, ist statt-
dessen der vollständige Name und die Adresse des Zahlungsdienst-
leisters des Zahlungsempfängers anzugeben,

	• Zielland (gegebenenfalls in Kurzform gemäß Anlage),
	• Währung (gegebenenfalls in Kurzform gemäß Anlage),
	• Betrag,
	• Name des Kunden,
	• Kontonummer und Bankleitzahl oder IBAN des Kunden.

3.1.2	 Ausführungsfrist
Die Überweisungen werden baldmöglichst bewirkt.

3.1.3	 Erstattungs-, Berichtigungs- und Schadensersatz-
ansprüche des Kunden

3.1.3.1	 Erstattung bei einer nicht autorisierten Über-
weisung

Im Falle einer nicht autorisierten Überweisung (siehe Nummer 1.3 Absatz 
2) hat die Bank gegen den Kunden keinen Anspruch auf Erstattung ihrer 
Aufwendungen. Sie ist verpflichtet, dem Kunden den Zahlungsbetrag zu 
erstatten und, sofern der Betrag einem Konto des Kunden belastet wor-
den ist, dieses Konto wieder auf den Stand zu bringen, auf dem es sich 
ohne die Belastung durch die nicht autorisierte Überweisung befunden 
hätte. Diese Verpflichtung ist spätestens bis zum Ende des Geschäftstags 
gemäß „Preis- und Leistungsverzeichnis“, zu erfüllen, der auf den Tag 
folgt, an welchem der Bank angezeigt wurde, dass die Überweisung nicht 
autorisiert ist, oder die Bank auf andere Weise davon Kenntnis erhalten 
hat. Hat die Bank einer zuständigen Behörde berechtigte Gründe für den 
Verdacht, dass ein betrügerisches Verhalten des Kunden vorliegt, schrift-
lich mitgeteilt, hat die Bank ihre Verpflichtung aus Satz 2 unverzüglich zu 
prüfen und zu erfüllen, wenn sich der Betrugsverdacht nicht bestätigt. 
Wurde die Überweisung über einen Zahlungsauslösedienstleister ausge-
löst, so treffen die Pflichten aus den Sätzen 2 bis 4 die Bank.

3.1.3.2	 Ansprüche bei nicht erfolgter, fehlerhafter oder 
verspäteter Ausführung einer autorisierten Über-
weisung

(1)	 Im Falle einer nicht erfolgten oder fehlerhaften Ausführung einer 
autorisierten Überweisung kann der Kunde von der Bank die unverzügli-
che und ungekürzte Erstattung des Überweisungsbetrags insoweit ver-
langen, als die Zahlung nicht erfolgt oder fehlerhaft war. Wurde der Be-
trag dem Konto des Kunden belastet, bringt die Bank dieses wieder auf 
den Stand, auf dem es sich ohne den nicht erfolgten oder fehlerhaft aus-
geführten Zahlungsvorgang befunden hätte. Wird eine Überweisung vom 
Kunden über einen Zahlungsauslösedienstleister ausgelöst, so treffen die 
Pflichten aus den Sätzen 1 und 2 die Bank. Soweit vom Überweisungsbe-
trag von der Bank oder zwischengeschalteten Stellen Entgelte abgezo-
gen worden sein sollten, übermittelt die Bank zugunsten des Zahlungs-
empfängers unverzüglich den abgezogenen Betrag. 

(2)	 Der Kunde kann über den Absatz 1 hinaus von der Bank die Erstat-
tung derjenigen Entgelte und Zinsen insoweit verlangen, als ihm diese im 
Zusammenhang mit der nicht erfolgten oder fehlerhaften Ausführung der 

Überweisung in Rechnung gestellt oder auf seinem Konto belastet wur-
den.

(3)	 Im Falle einer verspäteten Ausführung einer autorisierten Überwei-
sung kann der Kunde von der Bank fordern, dass die Bank vom Zahlungs-
dienstleister des Zahlungsempfängers verlangt, die Gutschrift des Zah-
lungsbetrags auf dem Zahlungskonto des Zahlungsempfängers so 
vorzunehmen, als sei die Überweisung ordnungsgemäß ausgeführt wor-
den. Die Pflicht aus Satz 1 gilt auch, wenn die Überweisung vom Kunden 
über einen Zahlungsauslösedienstleister ausgelöst wird. Weist die Bank 
nach, dass der Zahlungsbetrag rechtzeitig beim Zahlungsdienstleister des 
Zahlungsempfängers eingegangen ist, entfällt diese Pflicht. Die Pflicht 
nach Satz 1 gilt nicht, wenn der Kunde kein Verbraucher ist.

(4)	 Wurde eine Überweisung nicht oder fehlerhaft ausgeführt, wird die 
Bank auf Verlangen des Kunden den Zahlungsvorgang nachvollziehen 
und den Kunden über das Ergebnis unterrichten.

3.1.3.3	 Schadensersatz wegen Pflichtverletzung
(1)	 Bei nicht erfolgter, fehlerhafter oder verspäteter Ausführung einer 
autorisierten Überweisung oder bei einer nicht autorisierten Überweisung 
kann der Kunde von der Bank einen Schaden, der nicht bereits von den 
Nummern 3.1.3.1 und 3.1.3.2 erfasst ist, ersetzt verlangen. Dies gilt nicht, 
wenn die Bank die Pflichtverletzung nicht zu vertreten hat. Die Bank hat 
hierbei ein Verschulden, das einer zwischengeschalteten Stelle zur Last 
fällt, wie eigenes Verschulden zu vertreten, es sei denn, dass die wesent-
liche Ursache bei einer zwischengeschalteten Stelle liegt, die der Kunde 
vorgegeben hat. Hat der Kunde durch ein schuldhaftes Verhalten zur Ent-
stehung eines Schadens beigetragen, bestimmt sich nach den Grundsät-
zen des Mitverschuldens, in welchem Umfang Bank und Kunde den Scha-
den zu tragen haben.

(2)	 Die Haftung nach Absatz 1 ist auf 12.500 Euro begrenzt. Diese be-
tragsmäßige Haftungsgrenze gilt nicht
	• für nicht autorisierte Überweisungen,
	• bei Vorsatz oder grober Fahrlässigkeit der Bank,
	• für Gefahren, die die Bank besonders übernommen hat, und
	• für den Zinsschaden, wenn der Kunde Verbraucher ist.

3.1.3.4	 Sonderregelung für die außerhalb des Euro-
päischen Wirtschaftsraums (EWR) getätigten Be-
standteile der Überweisung

Für die außerhalb des Europäischen Wirtschaftsraums (EWR) getätigten 
Bestandteile der Überweisung bestehen abweichend von den Ansprü-
chen in den Nummern 3.1.3.2 und 3.1.3.3 bei einer nicht erfolgten, feh-
lerhaft oder verspätet ausgeführten autorisierten Überweisung neben 
etwaigen Herausgabeansprüchen nach § 667 BGB und §§ 812 ff. BGB le-
diglich Schadensersatzansprüche nach Maßgabe folgender Regelungen:
	• Die Bank haftet für eigenes Verschulden. Hat der Kunde durch ein 

schuldhaftes Verhalten zu der Entstehung eines Schadens beigetra-
gen, bestimmt sich nach den Grundsätzen des Mitverschuldens, in wel-
chem Umfang Bank und Kunde den Schaden zu tragen haben.

	• Für das Verschulden der von der Bank zwischengeschalteten Stellen 
haftet die Bank nicht. In diesen Fällen beschränkt sich die Haftung der 
Bank auf die sorgfältige Auswahl und Unterweisung der ersten zwi-
schengeschalteten Stelle (weitergeleiteter Auftrag).

	• Die Haftung der Bank ist auf höchstens 12.500 Euro je Überweisung 
begrenzt. Diese Haftungsbeschränkung gilt nicht für Vorsatz oder gro-
be Fahrlässigkeit der Bank und für Gefahren, die die Bank besonders 
übernommen hat.

3.1.3.5	 Ansprüche von Kunden, die keine Verbraucher 
sind

Abweichend von den Ansprüchen in den Nummern 3.1.3.2 und 3.1.3.3 ha-
ben Kunden, die keine Verbraucher sind, bei einer nicht erfolgten, fehler-
haft oder verspätet ausgeführten autorisierten Überweisung oder bei 
einer nicht autorisierten Überweisung neben etwaigen Herausgabean-
sprüchen nach § 667 BGB und §§ 812 ff. BGB lediglich Schadensersatz-
ansprüche nach Maßgabe folgender Regelungen:
	• Die Bank haftet für eigenes Verschulden. Hat der Kunde durch ein 

schuldhaftes Verhalten zu der Entstehung eines Schadens beigetra-
gen, bestimmt sich nach den Grundsätzen des Mitverschuldens, in wel-
chem Umfang Bank und Kunde den Schaden zu tragen haben.
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	• Für das Verschulden der von der Bank zwischengeschalteten Stellen 
haftet die Bank nicht. In diesen Fällen beschränkt sich die Haftung der 
Bank auf die sorgfältige Auswahl und Unterweisung der ersten zwi-
schengeschalteten Stelle (weitergeleiteter Auftrag).

	• Ein Schadensersatzanspruch des Kunden ist der Höhe nach auf den 
Überweisungsbetrag zuzüglich der von der Bank in Rechnung gestell-
ten Entgelte und Zinsen begrenzt. Soweit es sich hierbei um die Gel-
tendmachung von Folgeschäden handelt, ist der Anspruch auf höchs-
tens 12.500 Euro je Überweisung begrenzt.

Diese Haftungsbeschränkungen gelten nicht für Vorsatz oder grobe Fahr-
lässigkeit der Bank und für Gefahren, die die Bank besonders übernom-
men hat sowie für nicht autorisierte Überweisungen.

3.1.3.6	 Haftungs- und Einwendungsausschluss
(1)	 Eine Haftung der Bank nach Nummern 3.1.3.2 bis 3.1.3.5 ist in fol-
genden Fällen ausgeschlossen:
	• Die Bank weist gegenüber dem Kunden nach, dass der Überweisungs-

betrag ordnungsgemäß beim Zahlungsdienstleister des Zahlungsemp-
fängers eingegangen ist.

	• Die Überweisung wurde in Übereinstimmung mit der vom Kunden an-
gegebenen fehlerhaften Kundenkennung des Zahlungsempfängers 
(siehe Nummer 1.2) ausgeführt. In diesem Fall kann der Kunde von der 
Bank jedoch verlangen, dass sie sich im Rahmen ihrer Möglichkeiten 
darum bemüht, den Zahlungsbetrag wiederzuerlangen. Ist die Wieder-
erlangung des Überweisungsbetrags nach dem Satz 2 nicht möglich, 
so ist die Bank verpflichtet, dem Kunden auf schriftlichen Antrag alle 
verfügbaren Informationen mitzuteilen, damit der Kunde gegen den 
tatsächlichen Empfänger der Überweisung einen Anspruch auf Erstat-
tung des Überweisungsbetrags geltend machen kann. Für die Tätig-
keiten nach den Sätzen 2 bis 3 dieses Unterpunkts berechnet die Bank 
das im „Preis- und Leistungsverzeichnis“ ausgewiesene Entgelt.

(2)	 Ansprüche des Kunden nach Nummern 3.1.3.1 bis 3.1.3.5 und Ein-
wendungen des Kunden gegen die Bank aufgrund nicht oder fehlerhaft 
ausgeführter Überweisungen oder aufgrund nicht autorisierter Überwei-
sungen sind ausgeschlossen, wenn der Kunde die Bank nicht spätestens 
13 Monate nach dem Tag der Belastung mit einer nicht autorisierten oder 
fehlerhaft ausgeführten Überweisung hiervon unterrichtet hat. Der Lauf 
der Frist beginnt nur, wenn die Bank den Kunden über die Belastungsbu-
chung der Überweisung entsprechend dem für Kontoinformationen ver-
einbarten Weg spätestens innerhalb eines Monats nach der Belastungs-
buchung unterrichtet hat; anderenfalls ist für den Fristbeginn der Tag der 
Unterrichtung maßgeblich. Schadensersatzansprüche nach Nummer 
3.1.3.3 kann der Kunde auch nach Ablauf der Frist in Satz 1 geltend ma-
chen, wenn er ohne Verschulden an der Einhaltung dieser Frist verhindert 
war. Die Sätze 1 bis 3 gelten auch dann, wenn der Kunde die Überweisung 
über einen Zahlungsauslösedienstleister auslöst.

(3)	 Ansprüche des Kunden sind ausgeschlossen, wenn die einen An-
spruch begründenden Umstände
	• auf einem ungewöhnlichen und unvorhersehbaren Ereignis beruhen, 

auf das die Bank keinen Einfluss hat, und dessen Folgen trotz Anwen-
dung der gebotenen Sorgfalt nicht hätten vermieden werden können, 
oder

	• von der Bank aufgrund einer gesetzlichen Verpflichtung herbeigeführt 
wurden.

3.2	 Überweisungen in Staaten außerhalb des EWR (Dritt-
staaten14)

3.2.1	 Erforderliche Angaben
Der Kunde muss für die Ausführung der Überweisung folgende Angaben 
machen:
	• Name und gegebenenfalls Adresse des Zahlungsempfängers,
	• Kundenkennung des Zahlungsempfängers (siehe Nummer 1.2); ist bei 

grenzüberschreitenden Überweisungen der BIC unbekannt, ist statt-
dessen der vollständige Name und die Adresse des Zahlungsdienst-
leisters des Zahlungsempfängers anzugeben,

	• Zielland (gegebenenfalls in Kurzform gemäß Anlage),
	• Währung (gegebenenfalls in Kurzform gemäß Anlage),
	• Betrag,
	• Name des Kunden,
	• Kontonummer und Bankleitzahl oder IBAN des Kunden.

3.2.2	 Ausführungsfrist
(1)	 Die Überweisungen werden baldmöglichst bewirkt.

(2)	 Bei Echtzeitüberweisungen in Euro in einen Drittstaat des Gebiets 
des einheitlichen Euro-Zahlungsverkehrsraums (Single Euro Payments 
Area, SEPA)4 
	• wird die Bank abweichend davon den Eingang des Überweisungsbe-

trags innerhalb der im „Preis- und Leistungsverzeichnis“ angegebenen 
Ausführungsfrist beim Zahlungsdienstleister des Zahlungsempfängers 
bewirken. 

	• Die Ausführungsfrist beginnt mit dem Zeitpunkt des Zugangs des Über-
weisungsauftrags des Kunden bei der Bank (siehe Nummer 1.4).

	• Vereinbaren die Bank und der Kunde, dass die Ausführung einer Echt-
zeitüberweisung in Euro an einem bestimmten Tag, einem Zeitpunkt 
eines bestimmten Tags oder am Ende eines bestimmten Zeitraums oder 
an dem Tag, an dem der Kunde der Bank den zur Ausführung erforder-
lichen Geldbetrag in der Auftragswährung Euro zur Verfügung gestellt 
hat, beginnen soll, so ist der im Auftrag angegebene oder anderweitig 
vereinbarte Termin für den Beginn der Ausführungsfrist maßgeblich.

3.2.3	 Erstattungs- und Schadensersatzansprüche des 
Kunden

3.2.3.1	 Erstattung bei einer nicht autorisierten Über-
weisung

(1)	 Im Falle einer nicht autorisierten Überweisung (siehe Nummer 1.3 
Absatz 2) hat die Bank gegen den Kunden keinen Anspruch auf Erstat-
tung ihrer Aufwendungen. Sie ist verpflichtet, dem Kunden den Zahlungs-
betrag zu erstatten und, sofern der Betrag einem Konto des Kunden be-
lastet worden ist, dieses Konto wieder auf den Stand zu bringen, auf dem 
es sich ohne die Belastung durch die nicht autorisierte Überweisung be-
funden hätte. Diese Verpflichtung ist spätestens bis zum Ende des Ge-
schäftstags gemäß „Preis- und Leistungsverzeichnis“, zu erfüllen, der auf 
den Tag folgt, an welchem der Bank angezeigt wurde, dass die Überwei-
sung nicht autorisiert ist, oder die Bank auf andere Weise davon Kenntnis 
erhalten hat. Hat die Bank einer zuständigen Behörde berechtigte Grün-
de für den Verdacht, dass ein betrügerisches Verhalten des Kunden vor-
liegt, schriftlich mitgeteilt, hat die Bank ihre Verpflichtung aus Satz 2 un-
verzüglich zu prüfen und zu erfüllen, wenn sich der Betrugsverdacht nicht 
bestätigt. Wurde die Überweisung über einen Zahlungsauslösedienstleis-
ter ausgelöst, so treffen die Pflichten aus den Sätzen 2 bis 4 die Bank.

(2)	 Bei sonstigen Schäden, die aus einer nicht autorisierten Überwei-
sung resultieren, haftet die Bank für eigenes Verschulden. Hat der Kunde 
durch ein schuldhaftes Verhalten zu der Entstehung eines Schadens bei-
getragen, bestimmt sich nach den Grundsätzen des Mitverschuldens, in 
welchem Umfang Bank und Kunde den Schaden zu tragen haben.

3.2.3.2	 Haftung bei nicht erfolgter, fehlerhafter oder ver-
späteter Ausführung einer autorisierten Über-
weisung

Bei nicht erfolgten, fehlerhaft oder verspätet ausgeführten autorisierten 
Überweisungen hat der Kunde neben etwaigen Ansprüchen aus Auftrags-
recht nach § 667 BGB und ungerechtfertigter Bereicherung nach §§ 812 
ff. BGB Schadensersatzansprüche nach Maßgabe der folgenden Rege-
lungen:
	• Die Bank haftet für eigenes Verschulden. Hat der Kunde durch ein 

schuldhaftes Verhalten zu der Entstehung eines Schadens beigetra-
gen, bestimmt sich nach den Grundsätzen des Mitverschuldens, in wel-
chem Umfang Bank und Kunde den Schaden zu tragen haben.

	• Für das Verschulden zwischengeschalteter Stellen haftet die Bank 
nicht. In diesen Fällen beschränkt sich die Haftung der Bank auf die 
sorgfältige Auswahl und Unterweisung der ersten zwischengeschalte-
ten Stelle (weitergeleiteter Auftrag).

	• Die Haftung der Bank ist auf höchstens 12.500 Euro je Überweisung 
begrenzt. Diese Haftungsbeschränkung gilt nicht für Vorsatz oder gro-
be Fahrlässigkeit der Bank und für Gefahren, die die Bank besonders 
übernommen hat.

3.2.3.3	 Haftungs- und Einwendungsausschluss
(1)	 Eine Haftung der Bank nach Nummer 3.2.3.2 ist in folgenden Fällen 
ausgeschlossen:
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	• Die Bank weist gegenüber dem Kunden nach, dass der Überweisungs-
betrag ordnungsgemäß beim Zahlungsdienstleister des Zahlungsemp-
fängers eingegangen ist.

	• Die Überweisung wurde in Übereinstimmung mit der vom Kunden an-
gegebenen fehlerhaften Kundenkennung des Zahlungsempfängers 
(siehe Nummer 1.2) ausgeführt. In diesem Fall kann der Kunde von der 
Bank jedoch verlangen, dass sie sich im Rahmen ihrer Möglichkeiten 
darum bemüht, den Zahlungsbetrag wiederzuerlangen. Für die Tätig-
keiten der Bank nach dem Satz 2 dieses Unterpunkts berechnet die 
Bank das im „Preis- und Leistungsverzeichnis“ ausgewiesene Entgelt.

(2)	 Ansprüche des Kunden nach den Nummern 3.2.3.1 und 3.2.3.2 und 
Einwendungen des Kunden gegen die Bank aufgrund nicht oder fehler-
haft ausgeführter Überweisungen oder aufgrund nicht autorisierter Über-
weisungen sind ausgeschlossen, wenn der Kunde die Bank nicht spätes-
tens 13 Monate nach dem Tag der Belastung mit einer nicht autorisierten 
oder fehlerhaft ausgeführten Überweisung hiervon in Textform unterrich-
tet hat. Der Lauf der Frist beginnt nur, wenn die Bank den Kunden über 

die Belastungsbuchung der Überweisung entsprechend dem für Konto-
informationen vereinbarten Weg spätestens innerhalb eines Monats nach 
der Belastungsbuchung unterrichtet hat; anderenfalls ist für den Frist-
beginn der Tag der Unterrichtung maßgeblich. Schadensersatzansprüche 
kann der Kunde auch nach Ablauf der Frist in Satz 1 geltend machen, 
wenn er ohne Verschulden an der Einhaltung dieser Frist verhindert war. 
Die Sätze 1 bis 3 gelten auch dann, wenn der Kunde die Überweisung über 
einen Zahlungsauslösedienstleister auslöst.

(3)	 Ansprüche des Kunden sind ausgeschlossen, wenn die einen An-
spruch begründenden Umstände
	• auf einem ungewöhnlichen und unvorhersehbaren Ereignis beruhen, 

auf das die Bank keinen Einfluss hat, und dessen Folgen trotz Anwen-
dung der gebotenen Sorgfalt nicht hätten vermieden werden können 
oder

	• von der Bank aufgrund einer gesetzlichen Verpflichtung herbeigeführt 
wurden.

1	 International Bank Account Number (Internationale Bankkontonummer).
2	 Zum Europäischen Wirtschaftsraum gehören derzeit die EU-Staaten Belgien, Bulgarien, Dänemark, Deutschland, Estland, Finnland, Frankreich, Griechenland, Irland, Italien, Kroatien, Lettland, Li-

tauen, Luxemburg, Malta, Niederlande, Österreich, Polen, Portugal, Rumänien, Schweden, Slowakei, Slowenien, Spanien, Tschechien, Ungarn sowie Zypern und die Staaten Island, Liechtenstein und 
Norwegen.

3	 Business Identifier Code (Internationale Bankleitzahl).
4	 Zu SEPA (Einheitlicher Euro-Zahlungsverkehrsraum „Single Euro Payments Area“) gehörende Staaten und Gebiete sind derzeit die Staaten des Europäischen Wirtschaftsraums (EWR) mit den Mit-

gliedstaaten der Europäischen Union Belgien, Bulgarien, Dänemark, Deutschland, Estland, Finnland, Frankreich, Griechenland, Irland, Italien, Kroatien, Lettland, Litauen, Luxemburg, Malta, Nie-
derlande, Österreich, Polen, Portugal, Rumänien, Schweden, Slowakei, Slowenien, Spanien, Tschechien, Ungarn sowie Zypern und die weiteren Staaten Island, Liechtenstein und Norwegen und die 
sonstigen Staaten und Gebiete (SEPA-Drittstaaten) Albanien, Andorra, Moldawien, Monaco, Montenegro, Nordmazedonien, San Marino, Schweiz, Vatikanstadt, Vereinigtes Königreich von Großbri-
tannien und Nordirland sowie Saint-Pierre und Miquelon, Jersey, Guernsey sowie Isle of Man. Siehe hierzu auch unter www.epc-cep.eu. Die jeweils aktuelle Liste der zu SEPA gehörenden Staaten 
und Gebiete des EPC (European Payments Council) kann dort abgerufen werden.

5	 Siehe hierzu unter www.epc-cep.eu. Die jeweils aktuelle Liste der teilnehmenden Zahlungsdienstleister am Empfängerüberprüfungsverfahren (VOP - Verification Of Payee) des EPC (European Pay-
ments Council) kann dort abgerufen werden.

6	 § 13 BGB: Verbraucher ist jede natürliche Person, die ein Rechtsgeschäft zu einem Zwecke abschließt, der weder ihrer gewerblichen noch ihrer selbstständigen beruflichen Tätigkeit zugerechnet 
werden kann.

7	 Zum Europäischen Wirtschaftsraum gehören derzeit die EU-Staaten Belgien, Bulgarien, Dänemark, Deutschland, Estland, Finnland, Frankreich, Griechenland, Irland, Italien, Kroatien, Lettland, Li-
tauen, Luxemburg, Malta, Niederlande, Österreich, Polen, Portugal, Rumänien, Schweden, Slowakei, Slowenien, Spanien, Tschechien, Ungarn sowie Zypern und die Staaten Island, Liechtenstein und 
Norwegen.

8	 Zu den EWR-Währungen gehören derzeit: Euro, Bulgarischer Lew, Dänische Krone, Isländische Krone, Norwegische Krone, Polnischer Zloty, Rumänischer Leu, Schwedische Krone, Schweizer Fran-
ken, Tschechische Krone, Ungarischer Forint.

9	 Zum Europäischen Wirtschaftsraum gehören derzeit die EU-Staaten Belgien, Bulgarien, Dänemark, Deutschland, Estland, Finnland, Frankreich, Griechenland, Irland, Italien, Kroatien, Lettland, Li-
tauen, Luxemburg, Malta, Niederlande, Österreich, Polen, Portugal, Rumänien, Schweden, Slowakei, Slowenien, Spanien, Tschechien, Ungarn sowie Zypern und die Staaten Island, Liechtenstein und 
Norwegen.

10	Zum Beispiel US-Dollar.
11	Drittstaaten sind alle Staaten außerhalb des Europäischen Wirtschaftsraums (derzeit: Die EU-Mitgliedstaaten Belgien, Bulgarien, Dänemark, Deutschland, Estland, Finnland, Frankreich, Griechen-

land, Irland, Italien, Kroatien, Lettland, Litauen, Luxemburg, Malta, Niederlande, Österreich, Polen, Portugal, Rumänien, Schweden, Slowakei, Slowenien, Spanien, Tschechien, Ungarn, Zypern und 
die Staaten Island, Liechtenstein und Norwegen).

12	Zum Europäischen Wirtschaftsraum gehören derzeit die EU-Staaten Belgien, Bulgarien, Dänemark, Deutschland, Estland, Finnland, Frankreich, Griechenland, Irland, Italien, Kroatien, Lettland, Li-
tauen, Luxemburg, Malta, Niederlande, Österreich, Polen, Portugal, Rumänien, Schweden, Slowakei, Slowenien, Spanien, Tschechien, Ungarn sowie Zypern und die Staaten Island, Liechtenstein und 
Norwegen.

13	Zum Beispiel US-Dollar.
14	Drittstaaten sind alle Staaten außerhalb des Europäischen Wirtschaftsraums (derzeit: Die EU-Mitgliedstaaten Belgien, Bulgarien, Dänemark, Deutschland, Estland, Finnland, Frankreich, Griechen-

land, Irland, Italien, Kroatien, Lettland, Litauen, Luxemburg, Malta, Niederlande, Österreich, Polen, Portugal, Rumänien, Schweden, Slowakei, Slowenien, Spanien, Tschechien, Ungarn, Zypern und 
die Staaten Island, Liechtenstein und Norwegen).
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Anlage: Verzeichnis der Kurzformen für Zielland und Währung

Zielland Kurzform Währung Kurzform

Belgien BE Euro EUR

Bulgarien BG Bulgarische Lew BGN

Dänemark DK Dänische Krone DKK

Estland EE Euro EUR

Finnland FI Euro EUR

Frankreich FR Euro EUR

Griechenland GR Euro EUR

Großbritannien GB Britisches Pfund GBP

Irland IE Euro EUR

Island IS Isländische Krone ISK

Italien IT Euro EUR

Japan JP Japanischer Yen JPY

Kanada CA Kanadischer Dollar CAD

Kroatien HR Euro EUR

Lettland LV Euro EUR

Liechtenstein LI Schweizer Franken¹ CHF

Litauen LT Euro EUR

Luxemburg LU Euro EUR

Malta MT Euro EUR

Niederlande NL Euro EUR

Norwegen NO Norwegische Krone NOK

Österreich AT Euro EUR

Polen PL Polnischer Zloty PLN

Portugal PT Euro EUR

Rumänien RO Rumänischer Leu RON

Russische Föderation RU Russischer Rubel RUB

Schweden SE Schwedische Krone SEK

Schweiz CH Schweizer Franken CHF

Slowakei SK Euro EUR

Slowenien SI Euro EUR

Spanien ES Euro EUR

Tschechien CZ Tschechische Krone CZK

Türkei TR Türkische Lira TRY

Ungarn HU Ungarischer Forint HUF

USA US US-Dollar USD

Zypern CY Euro EUR
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Litauen LT Euro EUR

Luxemburg LU Euro EUR

Malta MT Euro EUR

Niederlande NL Euro EUR

Norwegen NO Norwegische Krone NOK

Österreich AT Euro EUR

Polen PL Polnischer Zloty PLN

Portugal PT Euro EUR

Rumänien RO Rumänischer Leu RON

Russische Föderation RU Russischer Rubel RUB

Schweden SE Schwedische Krone SEK

Schweiz CH Schweizer Franken CHF

Slowakei SK Euro EUR

Slowenien SI Euro EUR

Spanien ES Euro EUR

Tschechien CZ Tschechische Krone CZK

Türkei TR Türkische Lira TRY

Ungarn HU Ungarischer Forint HUF

USA US US-Dollar USD

Zypern CY Euro EUR

1	 Schweizer Franken als gesetzliches Zahlungsmittel in Liechtenstein
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Sonderbedingungen für das OnlineBanking
Stand: Oktober 2025

1	 Leistungsangebot

(1)	 Der Kunde und dessen Bevollmächtigte können Bankgeschäfte mit-
tels OnlineBanking in dem von der Bank angebotenen Umfang abwickeln. 
Zudem können sie Informationen der Bank mittels OnlineBanking abru-
fen.

Des Weiteren sind sie gemäß § 675f Abs. 3 BGB berechtigt, Zahlungsaus-
lösedienste und Kontoinformationsdienste gemäß § 1 Abs. 33 und 34 
Zahlungsdiensteaufsichtsgesetz (ZAG) zu nutzen. Darüber hinaus können 
sie von ihnen ausgewählte sonstige Drittdienste nutzen.

(2)	 Kunde und Bevollmächtigte werden einheitlich als „Teilnehmer”, 
Konto und Depot einheitlich als „Konto” bezeichnet, es sei denn, dies ist 
ausdrücklich anders bestimmt.

(3)	 Zur Nutzung des OnlineBanking gelten die mit der Bank gesondert 
vereinbarten Verfügungslimite. Eine Änderung dieser Limite kann der Teil-
nehmer mit seiner Bank gesondert vereinbaren.

2	 Voraussetzungen zur Nutzung des OnlineBanking

(1)	 Der Teilnehmer kann das OnlineBanking nutzen, wenn die Bank ihn 
authentifiziert hat.

(2)	 Authentifizierung ist das mit der Bank gesondert vereinbarte Ver-
fahren, mit dessen Hilfe die Bank die Identität des Teilnehmers oder die 
berechtigte Verwendung eines vereinbarten Zahlungsinstrumentes, ein-
schließlich der Verwendung des Personalisierten Sicherheitsmerkmals 
des Teilnehmers überprüfen kann. Mit den hierfür vereinbarten Authenti-
fizierungselementen kann der Teilnehmer sich gegenüber der Bank als 
berechtigter Teilnehmer ausweisen, auf Informationen zugreifen (siehe 
Nummer 3 dieser Bedingungen) sowie Aufträge erteilen (siehe Nummer 4 
dieser Bedingungen).

(3)	 Authentifizierungselemente sind
	• Wissenselemente, also etwas, das nur der Teilnehmer weiß (z. B. per-

sönliche Identifikationsnummer [PIN] oder der Nutzungscode für die 
elektronische Signatur) und

	• Besitzelemente, also etwas, das nur der Teilnehmer besitzt (z. B. Gerät 
zur Erzeugung oder zum Empfang von einmal verwendbaren Transak-
tionsnummern [TAN]), die den Besitz des Teilnehmers nachweisen, wie 
die girocard mit TAN-Generator oder das mobile Endgerät, sowie

	• Seinselemente, also etwas, das der Teilnehmer ist (Inhärenz, z. B. Fin-
gerabdruck als biometrisches Merkmal des Teilnehmers).

(4)	 Die Authentifizierung des Teilnehmers erfolgt, indem der Teilnehmer 
gemäß der Anforderung der Bank das Wissenselement, den Nachweis des 
Besitzelements und/oder den Nachweis des Seinselements an die Bank 
übermittelt.

3	 Zugang zum OnlineBanking

(1)	 Der Teilnehmer erhält Zugang zum OnlineBanking der Bank, wenn
	• er seine individuelle Teilnehmerkennung (z. B. Kontonummer, Anmel-

dename) angibt und
	• er sich unter Verwendung des oder der von der Bank angeforderten 

Authentifizierungselemente(s) ausweist und
	• keine Sperre des Zugangs (siehe Nummern 8.1 und 9 dieser Bedingun-

gen) vorliegt.
Nach Gewährung des Zugangs zum OnlineBanking kann auf Informatio-
nen zugegriffen oder können nach Nummer 4 dieser Bedingungen Auf-
träge erteilt werden.

(2)	 Für den Zugriff auf sensible Zahlungsdaten im Sinne des § 1 Abs. 26 
Satz 1 ZAG (z. B. zum Zweck der Änderung der Anschrift des Kunden) for-
dert die Bank den Teilnehmer auf, sich unter Verwendung eines weiteren 
Authentifizierungselements auszuweisen, wenn beim Zugang zum 
OnlineBanking nur ein Authentifizierungselement angefordert wurde. Der 

Name des Kontoinhabers und die Kontonummer sind für den vom Teil-
nehmer genutzten Zahlungsauslösedienst und Kontoinformationsdienst 
keine sensiblen Zahlungsdaten (§ 1 Abs. 26 Satz 2 ZAG).

4	 Aufträge

4.1	 Auftragsarten

Es können Aufträge verschiedener Art erteilt werden, z. B. Verträge ab-
schließen bzw. Vertragsänderungen zustimmen, Überweisungen oder  
Limitänderungen beauftragen oder Zahlbeträge für einen bestimmten 
Zeitraum reservieren. Darunter kann auch die Erteilung von Leseberech-
tigungen für Drittdienste und die Erlaubnis zur Benachrichtigung von 
Drittdiensten über spezielle Umsätze fallen (vgl. Nummer 1 Absatz 1 die-
ser Bedingungen).

4.2	 Auftragserteilung

Der Teilnehmer muss einem Auftrag zu dessen Wirksamkeit zustimmen 
(Autorisierung). Auf Anforderung hat er hierzu Authentifizierungselemen-
te (z. B. Eingabe einer TAN oder elektronische Signatur als Nachweis des 
Besitzelements) zu verwenden, sofern mit der Bank nichts anderes ver-
einbart wurde. Die Bank bestätigt mittels OnlineBanking den Eingang des 
Auftrags.

4.3	 Widerruf von Aufträgen

Die Widerrufbarkeit eines Auftrags richtet sich nach den für die jeweilige 
Auftragsart geltenden Sonderbedingungen (z. B. Bedingungen für den 
Überweisungsverkehr). Der Widerruf von Aufträgen kann nur außerhalb 
des OnlineBanking erfolgen, es sei denn, die Bank sieht eine Widerruf-
möglichkeit im OnlineBanking ausdrücklich vor.

5	 Bearbeitung von Aufträgen durch die Bank

(1)	 Die Bearbeitung der Aufträge erfolgt an den für die Abwicklung der 
jeweiligen Auftragsart (z. B. Überweisung) auf der OnlineBanking-Seite 
der Bank oder im „Preis- und Leistungsverzeichnis” bekannt gegebenen 
Geschäftstagen im Rahmen des ordnungsgemäßen Arbeitslaufs. Geht der 
Auftrag nach dem auf der OnlineBanking-Seite der Bank oder im „Preis- 
und Leistungsverzeichnis” angegebenen Zeitpunkt (Annahmefrist) ein 
oder fällt der Zeitpunkt des Eingangs nicht auf einen Geschäftstag ge-
mäß OnlineBanking-Seite der Bank oder „Preis- und Leistungsverzeich-
nis” der Bank, so gilt der Auftrag als am darauffolgenden Geschäftstag 
zugegangen. Die Bearbeitung beginnt erst an diesem Geschäftstag.

(2)	 Die Bank wird den Auftrag ausführen, wenn folgende Ausführungs-
bedingungen vorliegen:
	• Der Teilnehmer hat den Auftrag autorisiert (vgl. Nummer 4.2 dieser Be-

dingungen).
	• Die Berechtigung des Teilnehmers für die jeweilige Auftragsart (z. B. 

Wertpapierorder) liegt vor.
	• Das OnlineBanking-Datenformat ist eingehalten.
	• Das gesondert vereinbarte OnlineBanking-Verfügungslimit ist nicht 

überschritten (vgl. Nummer 1 Absatz 3 dieser Bedingungen).
	• Die weiteren Ausführungsbedingungen nach den für die jeweilige Auf-

tragsart maßgeblichen Sonderbedingungen (z. B. ausreichende Kon-
todeckung gemäß den Sonderbedingungen für den Überweisungsver-
kehr) liegen vor.

Liegen die Ausführungsbedingungen nach Satz 1 vor, führt die Bank die 
Aufträge nach Maßgabe der Bestimmungen der für die jeweilige Auftrags-
art geltenden Sonderbedingungen (z. B. Bedingungen für den Überwei-
sungsverkehr, Bedingungen für das Wertpapiergeschäft) aus.

(3)	 Liegen die Ausführungsbedingungen nach Absatz 2 Satz 1 nicht vor, 
wird die Bank den Auftrag nicht ausführen und dem Teilnehmer eine In-
formation über die Nichtausführung und – soweit möglich – über deren 
Gründe und die Möglichkeiten, mit denen Fehler, die zur Ablehnung 
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geführt haben, berichtigt werden können, mittels OnlineBanking zur Ver-
fügung stellen.

6	 Information des Kunden über OnlineBanking-Ver-
fügungen

Die Bank unterrichtet den Kunden mindestens einmal monatlich über die 
mittels OnlineBanking getätigten Verfügungen auf dem für Kontoinfor-
mationen vereinbarten Weg.

7	 Sorgfaltspflichten des Teilnehmers

7.1	 Schutz der Authentifizierungselemente

(1)	 Der Teilnehmer hat alle zumutbaren Vorkehrungen zu treffen, um sei-
ne Authentifizierungselemente (siehe Nummer 2 dieser Bedingungen) vor 
unbefugtem Zugriff zu schützen. Ansonsten besteht die Gefahr, dass das 
OnlineBanking missbräuchlich verwendet oder in sonstiger Weise nicht 
autorisiert genutzt wird (vgl. Nummern 3 und 4 dieser Bedingungen).

(2)	 Zum Schutz der einzelnen Authentifizierungselemente hat der Teil-
nehmer vor allem Folgendes zu beachten:
(a)	 Wissenselemente, wie z. B. die PIN, sind geheim zu halten; sie dürfen 
insbesondere
	• nicht mündlich (z. B. telefonisch oder persönlich) mitgeteilt werden,
	• nicht außerhalb des OnlineBanking in Textform (z. B. per E-Mail, Mes-

senger-Dienst) weitergegeben werden,
	• nicht ungesichert elektronisch gespeichert (z. B. Speicherung der PIN 

im Klartext im Computer oder im mobilen Endgerät) werden und
	• nicht auf einem Gerät notiert oder als Abschrift zusammen mit einem 

Gerät aufbewahrt werden, das als Besitzelement (z. B. girocard mit 
TAN-Generator, mobiles Endgerät, Signaturkarte) oder zur Prüfung des 
Seinselements (z.  B. mobiles Endgerät mit Anwendung für das 
OnlineBanking und Fingerabdrucksensor) dient.

(b)	 Besitzelemente, wie z. B. die girocard mit TAN-Generator oder ein 
mobiles Endgerät, sind vor Missbrauch zu schützen, insbesondere
	• sind die girocard mit TAN-Generator oder die Signaturkarte vor dem 

unbefugten Zugriff anderer Personen sicher zu verwahren,
	• ist sicherzustellen, dass unberechtigte Personen auf das mobile End-

gerät des Teilnehmers (z. B. Mobiltelefon) nicht zugreifen können,
	• ist dafür Sorge zu tragen, dass andere Personen die auf dem mobilen 

Endgerät (z.  B. Mobiltelefon) befindliche Anwendung für das 
OnlineBanking (z. B. OnlineBanking-App, Authentifizierungs-App) nicht 
nutzen können,

	• ist die Anwendung für das OnlineBanking (z. B. OnlineBanking-App, 
Authentifizierungs-App) auf dem mobilen Endgerät des Teilnehmers zu 
deaktivieren, bevor der Teilnehmer den Besitz an diesem mobilen End-
gerät aufgibt (z. B. durch Verkauf oder Entsorgung des Mobiltelefons),

	• dürfen die Nachweise des Besitzelements (z. B. TAN) nicht außerhalb 
des OnlineBanking mündlich (z. B. per Telefon) oder in Textform (z. B. 
per E-Mail, Messenger-Dienst) weitergegeben werden und

	• muss der Teilnehmer, der von der Bank einen Code zur Aktivierung des 
Besitzelements (z. B. Mobiltelefon mit Anwendung für das OnlineBank-
ing) erhalten hat, diesen vor dem unbefugten Zugriff anderer Personen 
sicher verwahren; ansonsten besteht die Gefahr, dass andere Personen 
ihr Gerät als Besitzelement für das OnlineBanking des Teilnehmers ak-
tivieren.

(c)	 Seinselemente, wie z. B. Fingerabdruck des Teilnehmers, dürfen auf 
einem mobilen Endgerät des Teilnehmers für das OnlineBanking nur dann 
als Authentifizierungselement verwendet werden, wenn auf dem mobi-
len Endgerät keine Seinselemente anderer Personen gespeichert sind. 
Sind auf dem mobilen Endgerät, das für das OnlineBanking genutzt wird, 
Seinselemente anderer Personen gespeichert, ist für das OnlineBanking 
das von der Bank ausgegebene Wissenselement (z. B. PIN) zu nutzen und 
nicht das auf dem mobilen Endgerät gespeicherte Seinselement.

(3)	 Beim mobileTAN-Verfahren darf das mobile Endgerät, mit dem die 
TAN empfangen wird (z.  B. Mobiltelefon), nicht gleichzeitig für das 
OnlineBanking genutzt werden.

(4)	 Die für das mobileTAN-Verfahren hinterlegte Telefonnummer ist zu 
löschen oder zu ändern, wenn der Teilnehmer diese Telefonnummer für 
das OnlineBanking nicht mehr nutzt.

(5)	 Ungeachtet der Schutzpflichten nach den Absätzen 1 bis 4 darf der 
Teilnehmer seine Authentifizierungselemente gegenüber einem von ihm 
ausgewählten Zahlungsauslösedienst und Kontoinformationsdienst so-
wie einem sonstigen Drittdienst verwenden (siehe Nummer 1 Absatz 1 

Sätze 3 und 4 dieser Bedingungen). Sonstige Drittdienste hat der Teilneh-
mer mit der im Verkehr erforderlichen Sorgfalt auszuwählen.

7.2	 Sicherheitshinweise der Bank

Der Teilnehmer muss die Sicherheitshinweise auf der OnlineBanking-Sei-
te der Bank, insbesondere die Maßnahmen zum Schutz der eingesetzten 
Hard- und Software (Kundensystem), beachten.

7.3	 Prüfung der Auftragsdaten mit von der Bank an-
gezeigten Daten

Die Bank zeigt dem Teilnehmer die von ihr empfangenen Auftragsdaten 
(z. B. Betrag, Kontonummer des Zahlungsempfängers, Wertpapierkenn-
nummer) über das gesondert vereinbarte Gerät des Teilnehmers an (z. B. 
mittels mobilem Endgerät, Chipkartenlesegerät mit Display). Der Teilneh-
mer ist verpflichtet, vor der Bestätigung die Übereinstimmung der ange-
zeigten Daten mit den für den Auftrag vorgesehenen Daten zu prüfen. Bei 
Feststellung von Abweichungen ist die Transaktion abzubrechen.

8	 Anzeige- und Unterrichtungspflichten

8.1	 Sperranzeige

(1)	 Stellt der Teilnehmer
	• den Verlust oder den Diebstahl eines Besitzelements zur Authentifizie-

rung (z. B. girocard mit TAN-Generator, mobiles Endgerät, Signaturkar-
te) oder 

	• die missbräuchliche Verwendung oder die sonstige nicht autorisierte 
Nutzung eines Authentifizierungselements 

fest, muss der Teilnehmer die Bank hierüber unverzüglich unterrichten 
(Sperranzeige). Der Teilnehmer kann eine solche Sperranzeige jederzeit 
auch über die gesondert mitgeteilten Kommunikationskanäle abgeben.

(2)	 Der Teilnehmer hat jeden Diebstahl oder Missbrauch eines Authen-
tifizierungselements unverzüglich bei der Polizei zur Anzeige zu bringen.

(3)	 Hat der Teilnehmer den Verdacht einer nicht autorisierten oder be-
trügerischen Verwendung eines seiner Authentifizierungselemente, muss 
er ebenfalls eine Sperranzeige abgeben.

8.2	 Unterrichtung über nicht autorisierte oder fehlerhaft 
ausgeführte Aufträge

Der Kunde hat die Bank unverzüglich nach Feststellung eines nicht au-
torisierten oder fehlerhaft ausgeführten Auftrags hierüber zu unterrich-
ten.

9	 Nutzungssperre

9.1	 Sperre auf Veranlassung des Teilnehmers

Die Bank sperrt auf Veranlassung des Teilnehmers, insbesondere im Fall 
der Sperranzeige nach Nummer 8.1 dieser Bedingungen,
	• den OnlineBanking-Zugang für ihn oder alle Teilnehmer oder
	• seine Authentifizierungselemente zur Nutzung des OnlineBanking.

9.2	 Sperre auf Veranlassung der Bank

(1)	 Die Bank darf den OnlineBanking-Zugang für einen Teilnehmer sper-
ren, wenn
	• sie berechtigt ist, den OnlineBanking-Vertrag aus wichtigem Grund zu 

kündigen,
	• sachliche Gründe im Zusammenhang mit der Sicherheit der Authenti-

fizierungselemente des Teilnehmers dies rechtfertigen oder
	• der Verdacht einer nicht autorisierten oder einer betrügerischen Ver-

wendung eines Authentifizierungselements besteht.
(2)	 Die Bank wird den Kunden unter Angabe der hierfür maßgeblichen 
Gründe möglichst vor, spätestens jedoch unverzüglich nach der Sperre 
auf dem vereinbarten Weg unterrichten. Die Angabe von Gründen darf 
unterbleiben, soweit die Bank hierdurch gegen gesetzliche Verpflichtun-
gen verstoßen würde.

9.3	 Aufhebung der Sperre

Die Bank wird eine Sperre aufheben oder die betroffenen Authentifizie-
rungselemente austauschen, wenn die Gründe für die Sperre nicht mehr 
gegeben sind. Hierüber unterrichtet sie den Kunden unverzüglich.



441 100    07.25	 Seite 16 von 17	

9.4	 Automatische Sperre eines Chip-basierten Besitz-
elements

(1)	 Eine Chipkarte mit Signaturfunktion sperrt sich selbst, wenn der 
Nutzungscode für die elektronische Signatur dreimal in Folge falsch ein-
gegeben wird.

(2)	 Ein TAN-Generator als Bestandteil einer Chipkarte, der die Eingabe 
eines eigenen Nutzungscodes erfordert, sperrt sich selbst, wenn dieser 
dreimal in Folge falsch eingegeben wird.

(3)	 Die in den Absätzen 1 und 2 genannten Besitzelemente können dann 
nicht mehr für das OnlineBanking genutzt werden. Der Teilnehmer kann 
sich mit der Bank in Verbindung setzen, um die Nutzungsmöglichkeiten 
des OnlineBanking wiederherzustellen.

9.5	 Zugangssperre für Zahlungsauslösedienst und 
Kontoinformationsdienst

Die Bank kann Kontoinformationsdienstleistern oder Zahlungsauslöse-
dienstleistern den Zugang zu einem Zahlungskonto des Kunden verwei-
gern, wenn objektive und gebührend nachgewiesene Gründe im Zusam-
menhang mit einem nicht autorisierten oder betrügerischen Zugang des 
Kontoinformationsdienstleisters oder des Zahlungsauslösedienstleisters 
zum Zahlungskonto, einschließlich der nicht autorisierten oder betrüge-
rischen Auslösung eines Zahlungsvorgangs, es rechtfertigen. Die Bank 
wird den Kunden über eine solche Zugangsverweigerung auf dem ver-
einbarten Weg unterrichten. Die Unterrichtung erfolgt möglichst vor, spä-
testens jedoch unverzüglich nach der Verweigerung des Zugangs. Die An-
gabe von Gründen darf unterbleiben, soweit die Bank hierdurch gegen 
gesetzliche Verpflichtungen verstoßen würde. Sobald die Gründe für die 
Verweigerung des Zugangs nicht mehr bestehen, hebt die Bank die Zu-
gangssperre auf. Hierüber unterrichtet sie den Kunden unverzüglich.

10	 Haftung

10.1	 Haftung der Bank bei Ausführung eines nicht 
autorisierten Auftrags und eines nicht, fehlerhaft 
oder verspätet ausgeführten Auftrags

Die Haftung der Bank bei einem nicht autorisierten Auftrag und einem 
nicht, fehlerhaft oder verspätet ausgeführten Auftrag richtet sich nach 
den für die jeweilige Auftragsart vereinbarten Sonderbedingungen (z. B. 
Bedingungen für den Überweisungsverkehr, Bedingungen für das Wert-
papiergeschäft).

10.2	 Haftung des Kunden bei missbräuchlicher Nutzung 
seiner Authentifizierungselemente

10.2.1	 Haftung des Kunden für nicht autorisierte Zah
lungsvorgänge vor der Sperranzeige

(1)	 Beruhen nicht autorisierte Zahlungsvorgänge vor der Sperranzeige 
auf der Nutzung eines verlorengegangenen, gestohlenen oder sonst ab-
handengekommenen Authentifizierungselements oder auf der sonstigen 
missbräuchlichen Verwendung eines Authentifizierungselements, haftet 
der Kunde für den der Bank hierdurch entstehenden Schaden bis zu einem 
Betrag von 50 Euro, ohne dass es darauf ankommt, ob den Teilnehmer ein 
Verschulden trifft.

(2)	 Der Kunde ist nicht zum Ersatz des Schadens nach Absatz 1 ver-
pflichtet, wenn
	• es ihm nicht möglich gewesen ist, den Verlust, den Diebstahl, das Ab-

handenkommen oder eine sonstige missbräuchliche Verwendung des 
Authentifizierungselements vor dem nicht autorisierten Zahlungsvor-
gang zu bemerken oder

	• der Verlust des Authentifizierungselements durch einen Angestellten, 
einen Agenten, eine Zweigniederlassung eines Zahlungsdienstleisters 
oder eine sonstige Stelle, an die Tätigkeiten des Zahlungsdienstleis-
ters ausgelagert wurden, verursacht worden ist.

(3)	 Kommt es vor der Sperranzeige zu nicht autorisierten Zahlungsvor-
gängen und hat der Teilnehmer in betrügerischer Absicht gehandelt oder 

seine Sorgfalts- und Anzeigepflichten nach diesen Bedingungen vorsätz-
lich oder grob fahrlässig verletzt, trägt der Kunde abweichend von den 
Absätzen 1 und 2 den hierdurch entstandenen Schaden in vollem Um-
fang. Grobe Fahrlässigkeit des Teilnehmers kann insbesondere vorliegen, 
wenn er eine seiner Sorgfaltspflichten nach
	• Nummer 7.1 Absatz 2,
	• Nummer 7.1 Absatz 4,
	• Nummer 7.3 oder
	• Nummer 8.1 Absatz 1

dieser Bedingungen verletzt hat.

(4)	 Abweichend von den Absätzen 1 und 3 ist der Kunde nicht zum Scha-
densersatz verpflichtet, wenn die Bank vom Teilnehmer eine starke Kun-
denauthentifizierung im Sinne des § 1 Abs. 24 ZAG nicht verlangt hat. Eine 
starke Kundenauthentifizierung erfordert insbesondere die Verwendung 
von zwei voneinander unabhängigen Authentifizierungselementen aus 
den Kategorien Wissen, Besitz oder Sein (siehe Nummer 2 Absatz 3 dieser 
Bedingungen).

(5)	 Die Haftung für Schäden, die innerhalb des Zeitraums, für den das 
Verfügungslimit gilt, verursacht werden, beschränkt sich jeweils auf das 
vereinbarte Verfügungslimit.

(6)	 Der Kunde ist nicht zum Ersatz des Schadens nach den Absätzen 1 
und 3 verpflichtet, wenn der Teilnehmer die Sperranzeige nach Num-
mer 8.1 dieser Bedingungen nicht abgeben konnte, weil die Bank nicht 
die Möglichkeit zur Entgegennahme der Sperranzeige sichergestellt hat-
te.

(7)	 Die Absätze 2 und 4 bis 6 finden keine Anwendung, wenn der Teil-
nehmer in betrügerischer Absicht gehandelt hat.

(8)	 Ist der Kunde kein Verbraucher, gilt ergänzend Folgendes:
	• Der Kunde haftet für Schäden aufgrund von nicht autorisierten Zah-

lungsvorgängen über die Haftungsgrenze von 50 Euro nach Absätzen 1 
und 3 hinaus, wenn der Teilnehmer fahrlässig oder vorsätzlich gegen 
seine Anzeige- und Sorgfaltspflichten nach diesen Bedingungen ver-
stoßen hat.

	• Die Haftungsbeschränkung in Absatz 2 erster Spiegelstrich findet kei-
ne Anwendung.

10.2.2	 Haftung des Kunden bei nicht autorisierten Ver-
fügungen außerhalb von Zahlungsdiensten (z. B. 
Wertpapiertransaktionen) vor der Sperranzeige

Beruhen nicht autorisierte Verfügungen außerhalb von Zahlungsdiens-
ten (z. B. Wertpapiertransaktionen) vor der Sperranzeige auf der Nutzung 
eines verlorengegangenen oder gestohlenen Authentifizierungselements 
oder auf der sonstigen missbräuchlichen Nutzung des Authentifizierungs-
elements und ist der Bank hierdurch ein Schaden entstanden, haften der 
Kunde und die Bank nach den gesetzlichen Grundsätzen des Mitverschul-
dens.

10.2.3	 Haftung ab der Sperranzeige

Sobald die Bank eine Sperranzeige eines Teilnehmers erhalten hat, über-
nimmt sie alle danach durch nicht autorisierte OnlineBanking-Verfügun-
gen entstehenden Schäden. Dies gilt nicht, wenn der Teilnehmer in be-
trügerischer Absicht gehandelt hat.

10.2.4	 Haftungsausschluss

Haftungsansprüche sind ausgeschlossen, wenn die einen Anspruch be-
gründenden Umstände auf einem ungewöhnlichen und unvorhersehba-
ren Ereignis beruhen, auf das diejenige Partei, die sich auf dieses Ereignis 
beruft, keinen Einfluss hat, und dessen Folgen trotz Anwendung der ge-
botenen Sorgfalt von ihr nicht hätten vermieden werden können.

11	 Außergerichtliche Streitschlichtung und sonstige Be-
schwerdemöglichkeit

Für die Beilegung von Streitigkeiten mit der Bank kann sich der Teilneh-
mer an die im „Preis- und Leistungsverzeichnis” näher bezeichneten 
Streitschlichtungs- oder Beschwerdestellen wenden.
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Sonderbedingungen für die Nutzung des elektronischen Postfachs
Fassung: Juni 2021

1	 Bereitstellung und Nutzung eines elektronischen 
Postfachs

Die Bank stellt dem Kunden auf seinen Wunsch ein elektronisches Post-
fach zur Verfügung. Die Nutzung des elektronischen Postfachs setzt die 
Teilnahme des Kunden am OnlineBanking-Angebot der Bank voraus. Der 
Kunde kann das Postfach im bereitgestellten Funktionsumfang nutzen.

Bevollmächtigten ist die Nutzung des elektronischen Postfachs in glei-
cher Weise wie dem Kontoinhaber bzw. den Kontoinhabern gestattet.

2	 Umfang der Postfachkommunikation
Bei Nutzung des elektronischen Postfachs übermittelt die Bank auf die-
sem Weg für die festgelegten Konten, Depots und sonstigen Vertragsbe-
ziehungen grundsätzlich alle Mitteilungen und Informationen. Dies um-
fasst beispielsweise

	• Konto- und Depotauszüge,
	• Rechnungsabschlüsse,
	• Kreditkartenabrechnungen,
	• Angebote zur Änderung der Allgemeinen Geschäftsbedingungen, Son-

derbedingungen oder Entgelten.

Die Übermittlung der Mitteilungen und Informationen erfolgt unter an-
derem durch Einstellung von Dateien im PDF-Format in das elektronische 
Postfach des Kunden. Die Bank bleibt dazu berechtigt, dem Kunden Do-
kumente nicht durch Einstellung einer Datei in das elektronische Post-
fach, sondern per Post zuzusenden, wenn sie dies unter Berücksichtigung 

des Kundeninteresses für zweckmäßig hält oder es aus rechtlichen Grün-
den erforderlich ist.

Kunden, die handels- und steuerrechtlichen Aufbewahrungspflichten 
unterliegen, sollten sich bei einem Angehörigen der steuerberatenden 
Berufe informieren, was im Fall des Bezugs von elektronischen Dokumen-
ten (z. B. Kontoauszügen) zur Erfüllung dieser Pflichten zu beachten ist.

3	 Beendigung der Nutzung des elektronischen Postfachs
Der Kunde kann die Nutzung des elektronischen Postfachs jederzeit in 
Textform ohne Einhaltung einer Frist kündigen.

Die Bank kann die Nutzung des Postfachs jederzeit mit einer Frist von zwei 
Monaten kündigen, es sei denn, es liegt ein wichtiger Grund vor, der sie 
zu einer außerordentlichen Kündigung berechtigen würde. Ein wichtiger 
Grund liegt insbesondere dann vor, wenn es der Bank auch unter ange-
messener Berücksichtigung der Belange des Kunden unzumutbar er-
scheint, den elektronischen Postfach-Dienst fortzusetzen.

Hat der Kunde mittels seiner girocard (Debitkarte) Zugang zum Kontoaus-
zugdrucker, werden ihm ab dem Wirksamwerden der Kündigung grund-
sätzlich alle Mitteilungen und Informationen der Bank am Kontoauszug-
drucker zur Verfügung gestellt. Andernfalls werden sie ihm per Post 
zugestellt. Die Bank bleibt in jedem Fall dazu berechtigt, dem Kunden 
Dokumente per Post zuzusenden, wenn sie dies unter Berücksichtigung 
des Kundeninteresses für zweckmäßig hält oder es aus rechtlichen Grün-
den erforderlich ist.




