Sonderbedingungen fiir die girocard (Debitkarte)

Fassung: Oktober 2025

A. Garantierte Zahlungsformen
. Geltungsbereich

Die girocard ist eine Debitkarte. Der Karteninhaber kann die Karte, soweit
diese und die Akzeptanzstellen (z.B. Bezahlen am Terminal, Bezahlen im
Online-Handel, Bezahlen In-App in Hindleranwendungen) entsprechend
ausgestattet sind, fiir folgende Zahlungsdienste nutzen:

1 In Verbindung mit persénlichen Authentifizierungs-
elementen (z.B. persénliche Geheimzahl ,PIN“) in
deutschen Debitkartensystemen

a) Zum Abheben von Bargeld an Geldautomaten im Rahmen des deut-
schen Geldautomatensystems, die mit dem girocard-Logo gekennzeich-
net sind.

b) Zum Einsatz bei Handels- und Dienstleistungsunternehmen an Ak-
zeptanzstellen im Rahmen des deutschen girocard-Systems, die mit dem
girocard-Logo gekennzeichnet sind (girocard-Akzeptanzstellen).

c) Zum Aufladen eines Prepaid-Mobilfunk-Kontos, das ein Mobilfunk-
nutzer bei einem Mobilfunkanbieter unterhilt, an einem Geldautomaten,
sofern der Geldautomatenbetreiber diese Funktion anbietet und der Mo-
bilfunkanbieter an dem System teilnimmt.

2 In Verbindung mit persénlichen Authentifizierungs-
elementen (z.B. persénliche Geheimzahl ,PIN“) in
fremden Debitkartensystemen

a) Zum Abheben von Bargeld an Geldautomaten im Rahmen eines
fremden Geldautomatensystems, soweit die Karte entsprechend ausge-
stattet ist.

b) Zum Einsatz bei Handels- und Dienstleistungsunternehmen an Ak-
zeptanzstellen im Rahmen eines fremden Systems, soweit die Karte ent-
sprechend ausgestattet ist.

c¢) Zum Aufladen eines Prepaid-Mobilfunk-Kontos, das ein Mobilfunk-
nutzer bei einem Mobilfunkanbieter unterhalt, an dem Geldautomaten
eines fremden Systems, sofern der Geldautomatenbetreiber diese Funk-
tion anbietet und der Mobilfunkanbieter an dem System teilnimmt.

Die Akzeptanz der Karte im Rahmen eines fremden Systems erfolgt unter
dem fiir das fremde System geltenden Akzeptanzlogo.

3 Ohne Einsatz personlicher Authentifizierungselemente
(z.B. persénliche Geheimzahl ,PIN“)

a) Zum kontaktlosen Einsatz bei Handels- und Dienstleistungsunter-
nehmen an Akzeptanzstellen im Rahmen des deutschen girocard-Sys-
tems, die mit dem girocard-Logo gekennzeichnet sind, bis zu 50 Euro pro
Bezahlvorgang, soweit an den Akzeptanzstellen fiir den jeweiligen kon-
taktlosen Einsatz nicht die Eingabe eines personlichen Authentifizie-
rungselements verlangt wird.

b) Zum kontaktlosen Einsatz bei Handels- und Dienstleistungsunter-
nehmen an Akzeptanzstellen im Rahmen von fremden Debitkartensyste-
men bis zu 50 Euro pro Bezahlvorgang, soweit an den Akzeptanzstellen
fiir den jeweiligen kontaktlosen Einsatz nicht die Eingabe eines persén-
lichen Authentifizierungselements verlangt wird. Sowie zum Einsatz bei
elektronischen Fernzahlungsvorgingen liber das Internet bei Handels-
und Dienstleistungsunternehmen (Online-Handel). Die Akzeptanz der
Karte im Rahmen eines fremden Systems erfolgt unter dem fiir das frem-
de System geltenden Akzeptanzlogo.

c) Beim Einsatz an unbeaufsichtigten Akzeptanzstellen fiir Verkehrs-
nutzungsentgelte und Parkgebiihren (z. B. Beférderungstickets und Maut-
gebiihren) kann auf die Verwendung eines persénlichen Authentifizie-
rungselements verzichtet werden.
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d) BeiAusldsung eines Zahlungsvorgangs, wenn der Zahlungsempfan-
ger auf einer zuvor vom Karteninhaber erstellten Liste seiner vertrauens-
wiirdigen Empfanger hinterlegt wurde. Zur Erstellung oder Anderung die-
ser Liste ist eine starke Kundenauthentifizierung notwendig.

e] Wihrend der Erbringung von Zahlungsdiensten kénnen Zusatzfunk-
tionen zur Anwendung kommen. (z. B. Online-Altersverifikation, Kunden-
bindungsprogramm).

fl  AuBerhalb der Erbringung von Zahlungsdiensten und ohne dass mit
der Funktion eine Garantie der Bank verbunden ist, als Zugangsmedium
fir Zusatzfunktionen (z.B. Online-Altersverifikation, Kundenbindungs-
programm).

g) AuBerhalb der Erbringung von Zahlungsdiensten und ohne dass mit

der Funktion eine Garantie der Bank verbunden ist, als Speichermedium

fiir Zusatzanwendungen

- der Bank nach Mal3gabe des mit der Bank abgeschlossenen Vertrags
(bankgenerierte Zusatzanwendung) oder

- eines Handels- und Dienstleistungsunternehmens nach Mal3gabe des
vom Karteninhaber mit diesem abgeschlossenen Vertrags (unterneh-
mensgenerierte Zusatzanwendung).

L Aktualisierungsservice fiir Zahlungen im Online-
Handel

Die Bank wird zu Karten, die mit Kartendaten fiir den Online-Handel
[16-stellige Primary Account Number (PAN), Kartenpriifnummer (Card Ve-
rification Value (CVV)/Card Validation Code (CVC)) und ,Giiltig bis*-
Datum] ausgestattet sind, (iber Mastercard/Visa teilnehmenden Akzep-
tanzstellen, bei welchen der Karteninhaber zuvor seine Kartendaten fiir
den Online-Handel hinterlegt hat, aktualisierte Kartendaten zur Verfii-
gung stellen (Aktualisierungsservice), um z.B. Zahlungen fiir wiederkeh-
rende Dienstleistungen oder im Online-Handel auch nach einer Aktuali-
sierung der Kartendaten automatisch zu erméglichen. Fiir Zwecke des
Aktualisierungsservice beschranken sich die zur Verfiigung zu stellenden
Kartendaten auf die oder Teile der 16-stelligen Primary Account Number
(PAN) und das ,Giiltig bis“~-Datum.

Il. Allgemeine Regeln
1 Ausgabe der Karte

Die girocard kann als physische girocard (z.B. als Plastikkarte, passives
Wearable) und digitale girocard (digitalisierte oder virtuelle Karte) aus-
gegeben werden.

Die digitale girocard kann dem Kunden entweder virtuell zur Speicherung
auf einem mobilen Endgerat (Telekommunikations-, Digital- oder IT-Ge-
rat) zur Nutzung von mobilen Bezahlverfahren (nachfolgend ,virtuelle gi-
rocard“ genannt) oder in Verbindung mit der physischen girocard digital
mittels eines mobilen Endgerits erzeugt (nachfolgend ,digitalisierte gi-
rocard*) bereitgestellt werden (beide Auspriagungen nachfolgend ,digi-
tale girocard”). Vertragliche Vereinbarungen zwischen dem Kontoinhaber
und Dritten (z.B. Endgeratehersteller, Mobilfunkanbieter oder Anbieter
von Bezahlplattformen, bei denen digitale girocard Karten hinterlegt
werden kénnen) bleiben unberiihrt. Die vertragliche Leistung der Bank
betrifft nicht die Funktionsfahigkeit oder den Betrieb des mobilen End-
gerits und von Bezahlplattformen wie Apps fiir digitale Geldbérsen (z.B.
Wallets), bei denen die digitale girocard hinterlegt werden kann. Soweit
sich aus dem Sinnzusammenhang nichts anderes ergibt, wird der Begriff
Lgirocard” oder ,Karte* in den vorliegenden Bedingungen als Oberbegriff
fiir die physische girocard einschlieBlich der jeweils zugehdrigen digita-
lisierten girocard Karte(n) und die virtuelle girocard verwendet und er-
fasst sie alle gleichermal3en.

Diese Sonderbedingungen gelten fiir beide Kartenformen gleicherma-
Ben, es sei denn, es ist ausdriicklich etwas anderes geregelt. Fiir digitale
girocard Karten gelten ergidnzend die ,Sonderbedingungen fiir die
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digitale girocard [Debitkarte) mit individualisierten Authentifizierungs-
verfahren®

2 Karteninhaber und Vollmacht

Die Karte gilt fiir das Konto, zu dem sie ausgegeben wird, sowie gegebe-
nenfalls fir zusatzlich vereinbarte Konten, auf die der Karteninhaber Zu-
griff hat. Sie kann nur auf den Namen des Kontoinhabers oder einer Per-
son ausgestellt werden, der der Kontoinhaber Kontovollmacht erteilt hat.
Wenn der Kontoinhaber die Kontovollmacht widerruft, ist er dafir ver-
antwortlich, dass die an den Bevollmachtigten ausgegebene physische
girocard an die Bank zuriickgegeben oder vernichtet wird, und dass eine
vom Bevollmiachtigten auf mobilen Endgeriten gespeicherte digitale gi-
rocard auf allen mobilen Endgeridten geléscht wird. Falls die Karte mit
Kartendaten fiir den Online-Handel ausgestattet ist, ist der Kontoinha-
ber ferner verantwortlich dafiir, dass diese Kartendaten des Bevollméch-
tigten geldscht und nicht mehr fiir Fernzahlungsvorgange im Online-
Handel genutzt werden.

Die Bank wird die Karte nach Widerruf der Vollmacht fiir die Nutzung an
Geldautomaten und Akzeptanzstellen elektronisch sperren. Eine Sper-
rung einer unternehmensgenerierten Zusatzanwendung kommt nur
gegeniber dem Unternehmen in Betracht, das die Zusatzanwendung in
den Chip der Karte eingespeichert hat und ist nur dann méglich, wenn
das Unternehmen die Moglichkeit zur Sperrung seiner Zusatzanwendung
vorsieht. Die Sperrung einer bankgenerierten Zusatzanwendung der Bank
kommt nur gegentiber der Bank in Betracht und richtet sich nach dem mit
der Bank abgeschlossenen Vertrag. Solange die Riickgabe der Karte nicht
erfolgt ist, besteht die Moglichkeit, dass weiterhin eine Nutzung der auf
der Karte gespeicherten Zusatzanwendungen mdglich ist.

3 Finanzielle Nutzungsgrenze

Der Karteninhaber darf Verfligungen mit seiner Karte nurim Rahmen des
jeweiligen Kontoguthabens oder eines vorher fiir das jeweilige Konto ein-
gerdumten Kredits vornehmen. Auch wenn der Karteninhaber diese Nut-
zungsgrenze bei seinen Verfligungen nicht einhalt, ist die Bank berech-
tigt, den Ersatz der Aufwendungen zu verlangen, die aus der Nutzung der
Karte entstehen. Die Buchung solcher Verfligungen auf dem Konto fiihrt
zu einer geduldeten Kontoiiberziehung.

L Umrechnung von Fremdwihrungsbetriagen

Nutzt der Karteninhaber die Karte fiir Verfiigungen, die nicht auf Euro lau-
ten, wird das Konto gleichwohlin Euro belastet. Die Bestimmung des Kur-
ses bei Fremdwé&hrungsgeschéften ergibt sich aus dem ,Preis- und Leis-
tungsverzeichnis”. Eine Anderung des in der Umrechnungsregelung
genannten Referenzwechselkurses wird unmittelbar und ohne vorherige
Benachrichtigung des Kunden wirksam.

5 Riickgabe der girocard

Die physische girocard bleibt im Eigentum der Bank. Sie ist nicht tiber-
tragbar. Die Karte ist nur fiir den auf der physischen girocard angegebe-
nen, bzw. den bei Ausgabe oder Verlangerung einer digitalen girocard
mitgeteilten Zeitraum giltig.

Mit Aushandigung der neuen physischen girocard, spatestens aber nach
Ablauf der Giiltigkeit der physischen girocard ist die Bank berechtigt, die
alte physische girocard zuriickzuverlangen beziehungsweise die Lo~
schung der digitalen girocard auf den mobilen Endgeraten, sowie die Lo-
schung der Kartendaten fiir den Online-Handel zu verlangen oder selbst
zu veranlassen. Endet die Berechtigung, die Karte zu nutzen, vorher (z.B.
durch Kiindigung der Kontoverbindung oder des Kartenvertrags), so hat
der Karteninhaber die physische girocard unverziiglich an die Bank
zuriickzugeben bzw. die digitale girocard auf den mobilen Endgeriten
sowie die Kartendaten fiir den Online-Handel zu l6schen. Auf der physi-
schen girocard befindliche unternehmensgenerierte Zusatzanwendun-
gen hat der Karteninhaber bei dem Unternehmen, das die Zusatzanwen-
dung auf die Karte aufgebracht hat, unverziiglich entfernen zu lassen. Die
Maglichkeit zur weiteren Nutzung einer bankgenerierten Zusatzanwen-
dung richtet sich nach dem Vertragsverhaltnis zwischen dem Kartenin-
haber und der Bank.

6 Sperre und Einziehung der girocard

{1) Die Bank darf die Karte sperren und den Einzug der physischen gi-
rocard (z.B. an Geldautomaten) veranlassen, beziehungsweise die
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Léschung der digitalen girocard auf den mobilen Endgeraten sowie der

Kartendaten fiir den Online-Handel verlangen oder selbst veranlassen,

+ wenn sie berechtigt ist, den Kartenvertrag aus wichtigem Grund zu
kiindigen,

+ wenn sachliche Griinde im Zusammenhang mit der Sicherheit der Kar-
te dies rechtfertigen oder

- wenn der Verdacht einer nicht autorisierten oder betriigerischen Ver-
wendung der Karte besteht.

Dariiber wird die Bank den Karteninhaber unter Angabe der hierfiir maf-
geblichen Griinde moglichst vor, spatestens jedoch unverziiglich nach
der Sperre oder Loschung unterrichten. Die Bank wird die Karte entsper-
ren oder diese durch eine neue Karte ersetzen, wenn die Griinde fiir die
Sperre nicht mehr gegeben sind. Auch hieriiber unterrichtet sie den Kar-
teninhaber unverziiglich.

(2) Befindet sich auf der physischen girocard fiir das OnlineBanking ein
TAN-Generator oder eine Signaturfunktion, so hat die Sperre der physi-
schen girocard auch eine Sperrung der Funktion fiir das OnlineBanking
zur Folge.

(3] Hat der Karteninhaber auf einer eingezogenen physischen girocard
eine Zusatzanwendung gespeichert, so hat der Einzug der physischen gi-
rocard zur Folge, dass er die Zusatzanwendung nicht mehr nutzen kann.
Zum Zeitpunkt der Einziehung in der girocard gespeicherte unterneh-
mensgenerierte Zusatzanwendungen kann der Karteninhaber vom kar-
tenausgebenden Institut herausverlangen, nachdem dieses die physische
girocard von der Stelle, die die physische girocard eingezogen hat, zur
Verfligung gestellt bekommen hat. Die Bank ist berechtigt, das Heraus-
gabeverlangen in Bezug auf die unternehmensgenerierten Zusatzanwen-
dungen dadurch zu erfiillen, dass sie dem Karteninhaber die um die Zah-
lungsverkehrsfunktionen bereinigte physische girocard aushandigt. Die
Mdéglichkeit zur weiteren Nutzung einer bankgenerierten Zusatzanwen-
dung richtet sich nach den fiir jene Zusatzanwendung geltenden Regeln.

7 Sorgfalts- und Mitwirkungspflichten des Karten-
inhabers

7.1 Unterschrift

Sofern die physische girocard ein Unterschriftsfeld vorsieht, hat der Kar-
teninhaber die physische girocard nach Erhalt unverziiglich auf dem
Unterschriftsfeld zu unterschreiben.

7.2 Sorgfiltige Aufbewahrung der girocard

Die Karte ist mit besonderer Sorgfalt aufzubewahren, um zu verhindern,
dass sie abhandenkommt oder missbrauchlich verwendet wird. Sie darf
insbesondere nicht unbeaufsichtigt im Kraftfahrzeug aufbewahrt werden,
da sie missbrauchlich eingesetzt werden kann. So kann jeder, der im Be-
sitz der physischen girocard ist, bis zur Sperre der Karte Transaktionen oh-
ne persénliche Geheimzahl ([PIN) an Akzeptanzstellen titigen oder Fern-
zahlungsvorgiange im Online-Handel zulasten des Kontos vornehmen,
sofern die Karte mit Kartendaten fiir den Online-Handel ausgestattet ist.

7.3 Geheimhaltung personlicher Authentifizierungs-
elemente

Der Karteninhaber hat dafiir Sorge zu tragen, dass keine andere Person
Kenntnis seiner persénlichen Authentifizierungselemente (z.B. von der
persénlichen Geheimzahl (PIN)) erlangt. Die PIN darf insbesondere nicht
auf der physischen girocard vermerkt, bei einer digitalen girocard nicht
in dem gleichen Endgerat gespeichert werden, das zur Nutzung der digi-
talen girocard verwendet wird, oder in anderer Weise zusammen mit die-
ser aufbewahrt werden. Denn jede Person, die die PIN kennt und in den
Besitz der Karte kommt, hat die Maglichkeit, zulasten des Kontos, zu dem
die Karte ausgegeben wurde sowie gegebenenfalls zulasten zusatzlich
definierter Konten, auf die der Karteninhaber Zugriff hat, Verfligungen zu
titigen (z.B. Geld an Geldautomaten abzuheben). Sofern der Karteninha-
ber eine digitale girocard nutzt und der Zugriff auf das mobile Endgerit
oder ein anderes Kommunikationsgerat durch ein vom Karteninhaber
wihlbares Legitimationsmedium abgesichert werden kann, so darf der
Karteninhaber zur Absicherung des Zugriffs nicht dieselbe PIN verwen-
den, die fur die Nutzung der digitalen girocard erforderlich ist.
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7.4 Unterrichtungs- und Anzeigepflichten

(1) Stellt der Karteninhaber den Verlust oder Diebstahl seiner Karte, des
mobilen Endgerats mit digitaler girocard, des mobilen Endgeréts mit Se-
cureGo plus-App, eines personlichen Authentifizierungselements (z.B.
der perstinlichen Geheimzahl (PIN)), der Kartendaten fiir den Online-Han-
del oder die missbréuchliche Verwendung oder eine sonstige nicht auto-
risierte Nutzung seiner Karte, des mobilen Endgeréts mit digitaler giro-
card, des mobilen Endgerats mit SecureGo plus-App, der Kartendaten fiir
den Online-Handel oder der PIN fest, so ist die Bank, und zwar méglichst
die kontofiihrende Stelle, unverziiglich zu benachrichtigen (Sperranzei-
ge). Die Sperranzeige kann der Karteninhaber auch jederzeit gegeniiber
dem Zentralen Sperrannahmedienst (Telefon: 116 116 aus dem Inland
und +49 116 116 aus dem Ausland [ggf. abweichende Lindervorwahl])
abgeben. In diesem Fallist eine Kartensperre nur méglich, wenn der Na-
me der Bank — méglichst mit Bankleitzahl — und die Kontonummer ange-
geben werden. Der Zentrale Sperrannahmedienst sperrt alle fiir das be-
treffende Konto ausgegebenen Karten sowie gegebenenfalls den Zugriff
auf zusatzlich definierte Konten, auf die der Karteninhaber mit seiner Kar-
te Zugriff hat, fiir die weitere Nutzung an Geldautomaten und Akzeptanz-
stellen. Zur Beschrankung der Sperre auf die abhandengekommene Kar-
te muss sich der Karteninhaber mit seiner Bank, moglichst mit der
kontoflihrenden Stelle, in Verbindung setzen. Der Karteninhaber hat je-
den Diebstahl oder Missbrauch unverziiglich bei der Polizei anzuzeigen.

(2) HatderKarteninhaber den Verdacht, dass eine andere Person unbe-
rechtigt in den Besitz seiner Karte, des mobilen Endgeréts mit digitaler
girocard oder des mobilen Endgerats mit SecureGo plus-App gelangt ist
oder Kenntnis eines personlichen Authentifizierungselements (z.B. der
personlichen Geheimzahl [PIN)) oder der Kartendaten fiir den Online-
Handel erlangt hat, eine missbrauchliche Verwendung oder eine sonsti-
ge nicht autorisierte Nutzung der Karte, des mobilen Endgerats mit digi-
taler girocard oder des mobilen Endgerats mit SecureGo plus-App, eines
personlichen Authentifizierungselements (z.B. der persénlichen Geheim-
zahl (PIN)) oder der Kartendaten fiir den Online-Handel vorliegt, muss er
ebenfalls unverziiglich eine Sperranzeige abgeben.

(3) Bei Nutzung besonderer Authentifizierungsverfahren zur Anwen-
dung personlicher Authentifizierungselemente im Online-Handel geman
Nummer 8 Satz 3 hat der Karteninhaber vor der Autorisierung die Uber-
einstimmung der zur Authentifizierung Gbermittelten Transaktionsdaten
(z.B. Zahlbetrag, Datum) mit den fiir die Transaktion vorgesehenen Daten
abzugleichen. Bei Feststellung von Abweichungen ist die Transaktion ab-
zubrechen und der Verdacht auf missbrauchliche Verwendung der Bank
anzuzeigen.

(4) Befindet sich auf der Karte fiir das OnlineBanking ein TAN-Genera-
tor oder eine Signaturfunktion, so hat die Sperre der Karte auch eine Sper-
rung der Funktion fiir das OnlineBanking zur Folge.

(5) Durch die Sperre der Karte bei der Bank bzw. dem Zentralen Sperr-
annahmedienst wird nicht der Zugang zum mobilen Endgerat, auf dem
die digitale Karte gespeichert ist, gesperrt. Eine Sperrung der sonstigen
Funktionen auf dem mobilen Endgerat, auf dem die digitale Karte gespei-
chert ist, kann nur gegeniiber dem jeweiligen Anbieter dieser Funktionen
erfolgen.

(6) Eine Sperrung einer unternehmensgenerierten Zusatzanwendung
kommt nur gegeniiber dem Unternehmen in Betracht, das die Zusatzan-
wendung in den Chip der physischen girocard eingespeichert hat und ist
nur dann moglich, wenn das Unternehmen die Méglichkeit zur Sperrung
seiner Zusatzanwendung vorsieht. Die Sperrung einer bankgenerierten
Zusatzanwendung kommt nur gegeniiber der Bank in Betracht und rich-
tet sich nach dem mit der Bank abgeschlossenen Vertrag.

(7) DerKontoinhaber hat die Bank unverziiglich nach Feststellung eines
nicht autorisierten oder fehlerhaft ausgefiihrten Kartenzahlungsvorgangs
zu unterrichten.

8 Autorisierung von Kartenzahlungsvorgingen durch
den Karteninhaber

Mit dem Einsatz der Karte durch Einfiihren der physischen girocard an Ak-
zeptanzstellen oder den Geldautomaten oder bei kontaktlosen Bezahl-
vorgangen durch Heranfiihren der Karte an Akzeptanzstellen oder bei
kontaktlosen Bargeldauszahlungen am Geldautomaten durch das Her-
anfiihren der Karte an den Kontaktlosleser des Geldautomaten erteilt der
Karteninhaber die Zustimmung (Autorisierung) zur Ausfiihrung des Kar-
tenzahlungsvorgangs. Soweit dafiir zusatzlich ein personliches
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Authentifizierungselement (z. B. persénliche Geheimzahl (PIN)) erforder-
lich ist, wird die Zustimmung erst mit dessen Einsatz erteilt. Wenn beim
Einsatz der Karte im Online-Handel besondere Authentifizierungsverfah-
ren gefordert werden, sind diese zu nutzen. Ergénzend finden die ,Son-
derbedingungen und Verfahrenshinweise fiir die gesicherte Authentifi-
zierung bei Zahlungen mit der girocard (Debitkarte) im Internet” in dem
dort geregelten Umfang fiir den Einsatz im Online-Handel Anwendung.
Die Erteilung der Zustimmung (Autorisierung) von Kartenzahlungsvorgin-
gen durch den Einsatz der digitalen girocard durch individualisierte Au-
thentifizierungsverfahren erfolgt nach Mafl3gabe der ,Sonderbedingun-
gen fiir die digitale girocard (Debitkarte) mit individualisierten
Authentifizierungsverfahren®.

Nach Erteilung der Zustimmung kann der Karteninhaber den Kartenzah-
lungsvorgang nicht mehr widerrufen.

In der Autorisierung ist zugleich die ausdriickliche Zustimmung enthal-
ten, dass die Bank die fiir die Ausfiihrung des Kartenzahlungsvorgangs
notwendigen personenbezogenen Daten des Karteninhabers verarbeitet,
tibermittelt und speichert. Ausnahmsweise kénnen gegeniiber Vertrags-
unternehmen im Rahmen eines fremden Debitkartensystems die gefor-
derten Kartendaten z.B. liber das Telefon angegeben werden.

9 Sperrung eines verfiigbaren Geldbetrags

Die Bank ist berechtigt, auf dem Konto des Kontoinhabers einen im Rah-

men der finanziellen Nutzungsgrenze (A. II. 3) verfiigbaren Geldbetrag zu

sperren, wenn

+ der Zahlungsvorgang vom Zahlungsempfanger ausgeldst worden ist
und

- der Karteninhaber auch der genauen Héhe des zu sperrenden Geldbe-
trags zugestimmt hat.

Den gesperrten Geldbetrag gibt die Bank unbeschadet sonstiger gesetz-
licher oder vertraglicher Rechte unverziglich frei, nachdem ihr der ge-
naue Zahlungsbetrag mitgeteilt worden ist.

10 Ablehnung von Kartenzahlungsvorgangen durch die
Bank

Die Bank ist berechtigt, den Kartenzahlungsvorgang abzulehnen, wenn

- der Karteninhaber den Kartenzahlungsvorgang nicht gemaB A. Il. 8 au-
torisiert hat,

- der fiir den Kartenzahlungsvorgang geltende Verfiigungsrahmen oder
die finanzielle Nutzungsgrenze nicht eingehalten ist oder

- die Karte gesperrt ist.

Hiertiber wird der Karteninhaber im Rahmen des Kartenzahlungsvorgangs
unterrichtet.

11 Ausfiihrungsfrist

Der Zahlungsvorgang wird vom Zahlungsempfanger ausgeldst. Nach Zu-
gang des Zahlungsauftrags bei der Bank ist diese verpflichtet sicherzu-
stellen, dass der Kartenzahlungsbetrag spatestens an dem im ,Preis- und
Leistungsverzeichnis” angegebenen Zeitpunkt beim Zahlungsdienstleis-
ter des Zahlungsempfiangers eingeht.

12 Entgelte und deren Anderung

(1) Die vom Kontoinhaber gegeniiber der Bank geschuldeten Entgelte
ergeben sich aus dem ,Preis- und Leistungsverzeichnis® der Bank.

(2) Anderungen der Entgelte fiir Verbraucher: Anderungen der Entgel-
te werden dem Kontoinhaber spatestens zwei Monate vor dem vorge-
schlagenen Zeitpunkt ihres Wirksamwerdens in Textform angeboten. Hat
der Kontoinhaber mit der Bank im Rahmen der Geschiftsbeziehung einen
elektronischen Kommunikationsweg vereinbart (z. B. das OnlineBanking),
kénnen die Anderungen auch auf diesem Wege angeboten werden. Die
von der Bank angebotenen Anderungen werden nur wirksam, wenn der
Kontoinhaber diese annimmt. Eine Vereinbarung iiber die Anderung eines
Entgelts, das auf eine lber die Hauptleistung hinausgehende Zahlung
des Kontoinhabers gerichtet ist, kann die Bank mit dem Kontoinhaber nur
ausdriicklich treffen.

Die Anderung von Entgelten fiir den Zahlungsdiensterahmenvertrag (Gi-
rovertrag) richtet sich nach Nr. 12 Abs. 5 der Allgemeinen Geschiftsbe-
dingungen.
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(3] Anderungen der Entgelte fiir Kunden, die keine Verbraucher sind:
Bei Entgelten und deren Anderung fiir Zahlungen von Kunden, die keine
Verbraucher sind, verbleibt es bei den Regelungen in Nr. 12 Abs. 2 bis 6
der Allgemeinen Geschéaftsbedingungen.

13 Information des Kontoinhabers iiber den Karten-
zahlungsvorgang

Die Bank unterrichtet den Kontoinhaber mindestens einmal monatlich
tiber die mit der Karte getétigten Zahlungsvorginge auf dem fiir Konto-
informationen vereinbarten Weg. Mit Kontoinhabern, die nicht Verbrau-
cher sind, kann die Art und Weise sowie die zeitliche Folge der Unterrich-
tung gesondert vereinbart werden.

14 Erstattungs-, Berichtigungs- und Schadensersatzan-
spriiche des Kontoinhabers

14.1 Erstattung bei einem nicht autorisierten Karten-
zahlungsvorgang

Im Falle eines nicht autorisierten Kartenzahlungsvorgangs z.B. in Form
der
+ Abhebung von Bargeld an einem Geldautomaten
+ Verwendung der Karte an Akzeptanzstellen von Handels- und Dienst-
leistungsunternehmen und/oder im Online-Handel
- Verwendung der Karte zum Aufladen eines Prepaid-Mobilfunk-Kontos
hat die Bank gegen den Kontoinhaber keinen Anspruch auf Erstattung
ihrer Aufwendungen. Die Bank ist verpflichtet, dem Kontoinhaber den Be-
trag ungekiirzt zu erstatten. Wurde der Betrag dem Konto des Kartenin-
habers belastet, bringt die Bank dieses wieder auf den Stand, auf dem es
sich ohne den nicht autorisierten Kartenzahlungsvorgang befunden hit-
te. Diese Verpflichtung ist unverziiglich, spatestens jedoch bis zum Ende
des Geschéftstags gemaf ,Preis- und Leistungsverzeichnis® zu erfiillen,
der auf den Tag folgt, an welchem der Bank angezeigt wurde, dass der
Kartenzahlungsvorgang nicht autorisiert ist, oder die Bank auf andere
Weise davon Kenntnis erhalten hat. Hat die Bank einer zustindigen Be-
hérde berechtigte Griinde fiir den Verdacht, dass ein betriigerisches Ver-
halten des Karteninhabers vorliegt, schriftlich mitgeteilt, hat die Bank ihre
Verpflichtung aus Satz 2 unverziiglich zu prifen und zu erfiillen, wenn
sich der Betrugsverdacht nicht bestitigt.

14.2 Anspriiche bei nicht erfolgter, fehlerhafter oder ver-
spateter Ausfithrung eines autorisierten Karten-
zahlungsvorgangs

(1) Im Falle einer nicht erfolgten oder fehlerhaften Ausfiihrung eines

autorisierten Kartenzahlungsvorgangs z.B. in Form der

- Abhebung von Bargeld an einem Geldautomaten

+ Verwendung der Karte an Akzeptanzstellen von Handels- und Dienst-
leistungsunternehmen und/oder im Online-Handel

- Verwendung der Karte zum Aufladen eines Prepaid-Mobilfunk-Kontos

kann der Kontoinhaber von der Bank die unverziigliche und ungekiirzte

Erstattung des Verfligungsbetrags insoweit verlangen, als der Karten-

zahlungsvorgang nicht erfolgte oder fehlerhaft war. Wurde der Betrag

dem Konto belastet, bringt die Bank dieses wieder auf den Stand, auf dem

es sich ohne den nicht erfolgten oder fehlerhaften Kartenzahlungsvor-

gang befunden hatte.

(2) Der Kontoinhaber kann liber den Absatz 1 hinaus von der Bank die
Erstattung der Entgelte und Zinsen insoweit verlangen, als ihm diese im
Zusammenhang mit der nicht erfolgten oder fehlerhaften Ausfiihrung des
autorisierten Kartenzahlungsvorgangs in Rechnung gestellt oder seinem
Konto belastet wurden.

(3) Geht der Zahlungsbetrag beim Zahlungsdienstleister des Zahlungs-
empfiangers erst nach Ablauf der Ausfithrungsfristin Nummer A. Il. 11 ein
(Verspatungl, kann der Zahlungsempfinger von seinem Zahlungsdienst-
leister verlangen, dass dieser die Gutschrift des Zahlungsbetrags auf dem
Konto des Zahlungsempfidngers so vornimmt, als sei die Kartenzahlung
ordnungsgemal ausgefiihrt worden.

(4]  Wurde ein autorisierter Kartenzahlungsvorgang nicht oder fehler-
haft ausgefiihrt, wird die Bank den Kartenzahlungsvorgang auf Verlan-
gen des Karteninhabers nachvollziehen und ihn Gber das Ergebnis unter-
richten.
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14.3 Schadensersatzanspriiche des Kontoinhabers wegen
Pflichtverletzung

Im Falle eines nicht autorisierten Kartenzahlungsvorgangs oder im Falle
einer nicht erfolgten, fehlerhaften oder verspateten Ausfiihrung eines au-
torisierten Kartenzahlungsvorgangs kann der Kontoinhaber von der Bank
einen Schaden, der nicht bereits von Nummer A. Il. 14.1 oder 14.2 erfasst
ist, ersetzt verlangen. Dies gilt nicht, wenn die Bank die Pflichtverletzung
nicht zu vertreten hat. Die Bank hat hierbei ein Verschulden, das einer zwi-
schengeschalteten Stelle zur Last fillt, wie eigenes Verschulden zu ver-
treten, es sei denn, dass die wesentliche Ursache bei einer zwischenge-
schalteten Stelle liegt, die der Karteninhaber vorgegeben hat. Handelt es
sich bei dem Kontoinhaber nicht um einen Verbraucher oder erfolgt der
Einsatz der Karte in einem Land auf3erhalb Deutschlands und des Euro-
paischen Wirtschaftsraums, beschrénkt sich die Haftung der Bank fiir das
Verschulden einer an der Abwicklung des Zahlungsvorgangs beteiligten
Stelle auf die sorgfaltige Auswahl und Unterweisung einer solchen Stel-
le. Hat der Karteninhaber durch ein schuldhaftes Verhalten zur Entste-
hung des Schadens beigetragen, bestimmt sich nach den Grundsatzen
des Mitverschuldens, in welchem Umfang Bank und Kontoinhaber den
Schaden zu tragen haben. Die Haftung nach diesem Absatz ist auf
12.500 Euro je Kartenzahlungsvorgang begrenzt. Diese betragsmaflige
Haftungsbeschrinkung gilt nicht
= fir nicht autorisierte Kartenzahlungsvorgange,
- beiVorsatz oder grober Fahrléssigkeit der Bank,
« fiir Gefahren, die die Bank besonders libernommen hat
und
- fiir den dem Kontoinhaber entstandenen Zinsschaden, soweit der Kon-
toinhaber Verbraucher ist.

14.4 Haftungs- und Einwendungsausschluss

(1) Anspriiche gegen die Bank nach Nummern A. Il. 14.1 bis 14.3 sind
ausgeschlossen, wenn der Kontoinhaber die Bank nicht spatestens
13 Monate nach dem Tag der Belastung mit dem Kartenzahlungsvorgang
dariiber unterrichtet hat, dass es sich um einen nicht autorisierten, nicht
erfolgten oder fehlerhaften Kartenzahlungsvorgang handelt. Der Lauf
der 13-monatigen Frist beginnt nur, wenn die Bank den Kontoinhaber
Uber die aus dem Kartenzahlungsvorgang resultierende Belastungsbu-
chung entsprechend dem fiir Kontoinformationen vereinbarten Weg spa-
testens innerhalb eines Monats nach der Belastungsbuchung unterrich-
tet hat; anderenfalls ist fir den Fristbeginn der Tag der Unterrichtung
maf3geblich. Haftungsanspriiche nach Nummer A. Il. 14.3 kann der Kon-
toinhaber auch nach Ablauf der Frist in Satz 1 geltend machen, wenn er
ohne Verschulden an der Einhaltung dieser Frist verhindert war.

(2) Anspriiche des Kontoinhabers gegen die Bank sind ausgeschlossen,

wenn die einen Anspruch begriindenden Umsténde

- auf einem ungewdhnlichen und unvorhersehbaren Ereignis beruhen,
auf das die Bank keinen Einfluss hat, und dessen Folgen trotz Anwen-
dung der gebotenen Sorgfalt von ihr nicht hitten vermieden werden
kénnen, oder

+ von der Bank aufgrund einer gesetzlichen Verpflichtung herbeigefiihrt
wurden.

14.5 Anspruch des Kontoinhabers bei einem von dem
Zahlungsempfanger ausgeldsten autorisierten Kar-
tenzahlungsvorgang

Im Falle eines von einem Handels- und Dienstleistungsunternehmen aus-

gelosten autorisierten Kartenzahlungsvorgang hat der Karteninhaber

einen Anspruch auf Erstattung des belasteten Zahlungsbetrags, wenn

+ bei der Autorisierung der genaue Betrag nicht angegeben wurde und

- derZahlungsbetrag den Betrag tibersteigt, den der Karteninhaber ent-
sprechend seinem bisherigen Ausgabeverhalten, den Bedingungen des
Zahlungsdiensterahmenvertrags und den jeweiligen Umstanden des
Einzelfalls hatte erwarten kénnen; mit einem etwaigen Wahrungsum-
tausch zusammenhingende Griinde bleiben auBer Betracht, wenn der
vereinbarte Referenzwechselkurs zugrunde gelegt wurde.

Der Karteninhaber muss gegeniiber der Bank die Sachumstande darle-
gen, mit denen er seinen Erstattungsanspruch begriindet. Ein Anspruch
des Karteninhabers auf Erstattung ist ausgeschlossen, wenn er ihn nicht
innerhalb von acht Wochen ab dem Zeitpunkt der Belastung des betref-
fenden Zahlungsbetrags gegeniiber der Bank geltend macht.
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15 Haftung des Kontoinhabers fiir nicht autorisierte
Kartenzahlungsvorgange

15.1 Haftung des Kontoinhabers bis zur Sperranzeige

(1) Verliert der Karteninhaber seine Karte, das mobile Endgerat mit di-
gitaler girocard, das mobile Endgerat mit SecureGo plus-App, die Karten-
daten fiir den Online-Handel oder eines seiner persdnlichen Authentifi-
zierungselemente (z.B. die persénliche Geheimzahl (PIN]), oder werden
sie ihm gestohlen, kommen sie sonst abhanden oder werden diese sonst
missbrauchlich verwendet und kommt es dadurch zu nicht autorisierten
Kartenzahlungsvorgiangen, z.B. in Form der
+ Abhebung von Bargeld an einem Geldautomaten
+ Verwendung der Karte an Akzeptanzstellen von Handels- und Dienst-
leistungsunternehmen und/oder im Online-Handel
+ Verwendung der Karte zum Aufladen eines Prepaid-Mobilfunk-Kontos,
haftet der Kontoinhaber fiir Schiaden, die bis zum Zeitpunkt der Sperran-
zeige verursacht werden, in Hohe von maximal 50 Euro. Die Haftung nach
Absatz 6 fiir Vorsatz und grobe Fahrlassigkeit sowie fiir Handeln in be-
triigerischer Absicht bleibt unberiihrt.

(2) Der Kontoinhaber haftet nicht nach Absatz 1, wenn

- es dem Karteninhaber nicht méglich gewesen ist, den Verlust, den
Diebstahl, das Abhandenkommen oder eine sonstige missbrauchliche
Verwendung der Karte, des mobilen Endgerits mit digitaler girocard,
des mobilen Endgerats mit SecureGo plus-App, der Kartendaten fiir
den Online-Handel oder eines personlichen Authentifizierungsele-
ments (z.B. der persénlichen Geheimzahl (PIN)) vor dem nicht autori-
sierten Kartenzahlungsvorgang zu bemerken, oder

- der Verlust der Karte, der Kartendaten fiir den Online-Handel oder
eines persénlichen Authentifizierungselements (z.B. der persénlichen
Geheimzahl (PIN)) durch einen Angestellten, einen Agenten, eine
Zweigniederlassung der Bank oder eine sonstige Stelle, an die Tatig-
keiten der Bank ausgelagert wurden, verursacht worden ist.

Die Haftung nach Absatz 6 fiir Vorsatz und grobe Fahrlassigkeit sowie fiir

Handeln in betriigerischer Absicht bleibt unberiihrt.

(3) Handelt es sich bei dem Kontoinhaber nicht um einen Verbraucher
oder erfolgt der Einsatz der Karte oder der Kartendaten fiir den Online-
Handel, in einem Land auf3erhalb Deutschlands und des Europiischen
Wirtschaftsraums, trdgt der Kontoinhaber den aufgrund nicht autorisier-
ter Kartenzahlungsvorgange entstehenden Schaden nach Absitzen 1
und 2 auch liber einen Betrag von maximal 50 Euro hinaus, wenn der Kar-
teninhaber die ihm nach diesen Bedingungen obliegenden Pflichten fahr-
lassig verletzt hat. Hat die Bank durch eine Verletzung ihrer Pflichten zur
Entstehung des Schadens beigetragen, haftet die Bank fiir den entstan-
denen Schaden im Umfang des von ihr zu vertretenden Mitverschuldens.

(4) Die Bank verzichtet auf die Schadensbeteiligung durch den Kunden
in Hohe von maximal 50 Euro gemal? vorstehendem Absatz 1 und
tibernimmt alle Schiaden, die durch nicht autorisierte Kartenzahlungsvor-
gange bis zum Eingang der Sperranzeige entstanden sind, wenn der Kar-
teninhaber seine ihm gemanl Abschnitt A. Il. Ziffer 7 obliegenden Sorg-
falts- und Mitwirkungspflichten nicht grob fahrldssig verletzt hat.

(5) Der Kontoinhaber ist nicht zum Ersatz des Schadens nach den Ab-
satzen 1 und 3 verpflichtet, wenn der Karteninhaber die Sperranzeige
nicht abgeben konnte, weil die Bank nicht die Méglichkeit zur Entgegen-
nahme der Sperranzeige sichergestellt hatte und der Schaden dadurch
eingetreten ist.

(6) Kommt es vor der Sperranzeige zu nicht autorisierten Zahlungsvor-

gadngen und hat der Karteninhaber seine Sorgfaltspflichten nach diesen

Bedingungen vorsatzlich oder grob fahrlassig verletzt oder in betriigeri-

scher Absicht gehandelt, tragt der Kontoinhaber den hierdurch entstan-

denen Schaden in vollem Umfang. Grobe Fahrlassigkeit des Karteninha-
bers kann insbesondere dann vorliegen, wenn er

- den Verlust, Diebstahl oder die missbrauchliche Kartenzahlung der
Bank oder dem Zentralen Sperrannahmedienst schuldhaft nicht unver-
ziiglich mitgeteilt hat, nachdem er hiervon Kenntnis hat,

- die persénliche Geheimzahl (PIN) auf der physischen Karte vermerkt
oder zusammen mit der physischen girocard verwahrt hat (z. B. im Ori-
ginalbrief, in dem sie dem Karteninhaber mitgeteilt wurde),

- die persénliche Geheimzahl (PIN) der digitalen girocard auf dem mo-
bilen Endgerit gespeichert hat oder

- die persénliche Geheimzahl (PIN) einer anderen Person mitgeteilt hat
und der Missbrauch dadurch verursacht worden ist.
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Die Haftung fiir Schaden, die innerhalb des Zeitraums, fiir den der Verfi-
gungsrahmen gilt, verursacht werden, beschrankt sich jeweils auf den fiir
die Karte geltenden Verfiigungsrahmen.

(7) Hat die Bank beim Einsatz der Karte eine starke Kundenauthentifi-
zierung nach § 55 des Zahlungsdiensteaufsichtsgesetzes nicht verlangt
oder hat der Zahlungsempfanger oder sein Zahlungsdienstleister diese
nicht akzeptiert, bestimmt sich die Haftung des Karteninhabers und der
Bank abweichend von den Absitzen 1 bis 6 nach den Bestimmungen in
§675v Abs. 4 des Biirgerlichen Gesetzbuchs.

15.2 Haftung des Kontoinhabers ab Sperranzeige

Sobald der Bank oder dem Zentralen Sperrannahmedienst der Verlust
oder Diebstahl der Karte bzw. der Kartendaten fiir den Online-Handel,
die missbrauchliche Verwendung oder eine sonstige nicht autorisierte
Nutzung der Karte, eines persénlichen Authentifizierungselements (z.B.
der personlichen Geheimzahl (PIN)) oder der Kartendaten fiir den Online-
Handel, angezeigt wurde, Ubernimmt die Bank alle danach durch Karten-
zahlungsvorgénge z.B. in Form der
- Abhebung von Bargeld an einem Geldautomaten
- Verwendung der Karte an Akzeptanzstellen von Handels- und Dienst-
leistungsunternehmen und/oder im Online-Handel
+ Verwendung der Karte zum Aufladen eines Prepaid-Mobilfunk-Kontos
entstehenden Schiden. Handelt der Karteninhaber in betriigerischer Ab-
sicht, tragt der Kontoinhaber auch die nach der Sperranzeige entstehen-
den Schaden.

lll. Besondere Regeln fiir einzelne Nutzungs-
arten

1 Geldautomaten-Service und Einsatz an Akzeptanz-
stellen von Handels- und Dienstleistungsunternehmen

1.1 Verfiigungsrahmen der girocard

Verfligungen an Geldautomaten und Akzeptanzstellen sind fiir den Kar-
teninhaber nur im Rahmen des fiir die Karte geltenden Verfligungsrah-
mens moglich. Bei jeder Nutzung der Karte an Geldautomaten und Ak-
zeptanzstellen wird gepriift, ob der Verfligungsrahmen der Karte durch
vorangegangene Verfligungen bereits ausgeschépft ist. Verfligungen, mit
denen der Verfligungsrahmen der Karte liberschritten wiirde, werden un-
abhangig vom aktuellen Kontostand und einem etwa vorher zum Konto
eingerdumten Kredit abgewiesen. Der Karteninhaber darf den Verfii-
gungsrahmen der Karte nur im Rahmen des Kontoguthabens oder eines
vorher fiir das Konto eingerdumten Kredits in Anspruch nehmen. Der Kon-
toinhaber kann mit der kontofiihrenden Stelle eine Anderung des Verfii-
gungsrahmens der Karte fiir alle zu seinem Konto ausgegebenen Karten
vereinbaren. Ein Bevollmachtigter, der eine Karte erhalten hat, kann nur
eine Herabsetzung des Verfligungsrahmens fiir diese Karte vereinbaren.

1.2 Fehleingabe der Geheimzahl

Die Karte kann an Geldautomaten sowie an Akzeptanzstellen, an denen
im Zusammenhang mit der Verwendung der Karte die PIN eingegeben
werden muss, nicht mehr eingesetzt werden, wenn die persénliche Ge-
heimzahl dreimal hintereinander falsch eingegeben wurde. Der Karten-
inhaber sollte sich in diesem Fall mit seiner Bank, moglichst mit der kon-
tofiihrenden Stelle, in Verbindung setzen.

1.3 Zahlungsverpflichtung der Bank; Reklamationen

Die Bank hat sich gegeniiber den Betreibern von Geldautomaten und Ak-
zeptanzstellen vertraglich verpflichtet, die Betrage, tiber die unter Ver-
wendung der an den Karteninhaber ausgegebenen Karte verfiigt wurde,
an die Betreiber zu vergiiten. Die Bank hat bei der Nutzung der Karte im
Rahmen eines fremden Debitkartensystems den eingeschalteten Dienst-
leister mit dem direkten Einzug der verfiigten Betrdge beauftragt. Ein-
wendungen und sonstige Beanstandungen des Karteninhabers aus dem
Vertragsverhaltnis zu dem Unternehmen oder dem Geldautomatenbe-
treiber, bei dem bargeldlos an einer Akzeptanzstelle bezahlt oder Bargeld
verfligt worden ist, sind unmittelbar gegentiber diesen geltend zu ma-
chen.

1.4 Vorauswahl an Akzeptanzstellen

Die Handels- und Dienstleistungsunternehmen haben die Moglichkeit
bei den wvon ihnen akzeptierten Karten in ihren Akzeptanzstellen
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Mechanismen zu installieren, die eine Vorauswahl einer bestimmten
Zahlungsmarke oder Zahlungsanwendung treffen. Dabei dirfen sie den
Karteninhaber nicht daran hindern, sich liber diese Vorauswahl hinweg-
zusetzen.

2 Aufladen von Prepaid-Mobilfunk-Konten

2.1 Servicebeschreibung

Unter Verwendung seiner Karte und der persénlichen Geheimzahl (PIN)
kann der Karteninhaber ein Prepaid-Mobilfunk-Konto eines Mobilfunk-
anbieters, auf dem vorausbezahlte Telefonwerteinheiten verbucht wer-
den, an Geldautomaten innerhalb des ihm von seiner Bank eingeraumten
Verfiigungsrahmens (Abschnitt A. lll. Nummer 1.1) zulasten des Kontos, zu
dem die Karte ausgegeben wurde, aufladen. Voraussetzung ist, dass der
vom Karteninhaber gewéhlte Geldautomat iiber eine entsprechende
Ladefunktion verfligt und der Mobilfunkanbieter, der das Prepaid-Mobil-
funk-Konto fiihrt, das aufgeladen werden soll, an dem System teilnimmt.
Zum Aufladen eines Prepaid-Mobilfunk-Kontos hat der Karteninhaber am
Display des Geldautomaten den Menlpunkt zum Aufladen des
Prepaid-Mobilfunk-Kontos zu wahlen, die Mobilfunk-Telefonnummer
(,Handy-Nummer*} einzugeben und einen angezeigten Aufladebetrag zu
wahlen. Nach Autorisierung der Ladetransaktionen durch die Bank des
Karteninhabers wird das Prepaid-Mobilfunk-Konto beim Mobilfunkan-
bieter aufgeladen. Mit diesem Verfahren kann der Karteninhaber sowohl
sein eigenes Prepaid-Mobilfunk-Konto als auch das eines Dritten aufla-
den. Wird die Aufladung von der Bank, etwa wegen fehlender Kontode-
ckung, nicht autorisiert, wird am Display ein ablehnender Hinweis ange-
zeigt.

2.2 Fehleingabe der Geheimzahl
Es gelten die Regelungen in Abschnitt A. IIl. 1.2.

2.3 Zahlungsverpflichtung der Bank; Reklamationen

Die Bank ist vertraglich verpflichtet, Ladebetrige fiir ein Prepaid-Mobil-
funk-Konto, die unter Verwendung der an den Karteninhaber ausgege-
benen Karte autorisiert worden sind, zu bezahlen. Die Zahlungspflicht
beschrankt sich auf den jeweils autorisierten Betrag. Einwendungen und
sonstige Beanstandungen des Karteninhabers aus dem Vertragsverhalt-
nis zu dem Mobilfunkanbieter, der das Prepaid-Mobilfunk-Konto fiihrt,
sind unmittelbar gegeniiber diesem Unternehmen geltend zu machen.

B. Von der Bank angebotene andere
Service-Leistungen

Der Karteninhaber kann die Karte, falls diese entsprechend ausgestattet
ist, auch fiir die folgenden Dienstleistungen nutzen:

1 Erteilung von Uberweisungsauftrigen an Selbst-
bedienungsterminals

1.1 Serviceumfang

Der Karteninhaber kann unter Verwendung seiner Karte und der persén-
lichen Geheimzahl (PIN) an Selbstbedienungsterminals seiner Bank Uber-
weisungsauftrige innerhalb des Verfligungsrahmens von 1.000 Euro pro
Kalendertag erteilen, soweit zwischen Kontoinhaber und Bank nicht ein
anderer Verfiigungsrahmen vereinbart worden ist.

1.2 Erteilung und Ausfiihrung von Uberweisungsauf-
tragen

Fiir die Erteilung und Ausfiihrung von Uberweisungsauftrigen gelten die
gesondert vereinbarten Sonderbedingungen fiir den Uberweisungsver-
kehr.

1.3 Sorgfalts- und Mitwirkungspflichten

Fiir den Umgang mit der Karte gelten erganzend die Sorgfalts- und Mit-
wirkungspflichten in Abschnitt A. 1l. 7.2 bis 7.4.

1.4 Fehleingabe der Geheimzahl
Es gelten die Regelungen in Abschnitt A. 1. 1.2.
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1.5 Haftung des Kontoinhabers fiir nicht autorisierte
Uberweisungsauftrige

Die Haftung des Kontoinhabers fiir nicht autorisierte Uberweisungsauf-
trage mit der Karte an Selbstbedienungsterminals richtet sich nach den
Regelungen unter A. 1. 15. Abweichend von A. Il. 15.1 Absatz 6 ist die Haf-
tung des Kontoinhabers auf 1.000 Euro pro Kalendertag und sofern ein
anderer Verfiigungsrahmen gemdal B. 1.1 vereinbart wurde, auf diesen
beschrankt.

2 SB-Sparverkehr

2.1 Serviceumfang

Der Inhaber eines Sparkontos kann unter Verwendung der Karte und der
persénlichen Geheimzahl (PIN) an Geldautomaten liber Sparkonten, die
durch besondere Vereinbarung des Kontoinhabers mit der Bank fiir diese
Verwendung freigegeben sind, Verfligungen treffen (SB-Sparverkehr). Die
Freigabe zum SB-Sparverkehr erfolgt fiir den Inhaber des Sparkontos. In-
wieweit Bevollmichtigte den SB-Sparverkehr nutzen kénnen, richtet sich
nach den zwischen der Bank und dem Kontoinhaber hierfiir getroffenen
Vereinbarungen.

Im SB-Sparverkehr sind Auszahlungen vom Sparkonto in bar am Geld-
automaten moglich. Fiir Verfligungen vom Sparkonto an Geldautomaten
vereinbart die Bank mit dem Kontoinhaber einen jeweils fiir einen be-
stimmten Zeitraum geltenden Verfiigungsrahmen. Abhebungen, mit
denen der Verfiigungsrahmen Uberschritten wiirde, werden abgewiesen.
Der Verfigungsumfang ist bei Auszahlungen im SB-Sparverkehr auf die
versprochene Leistung beschrankt.

2.2 Sorgfalts- und Mitwirkungspflichten

Fiir den Umgang mit der Karte gelten erganzend die Sorgfalts- und Mit-
wirkungspflichten in Abschnitt A. Il. 7.2 bis 7.4.

2.3 Fehleingabe der Geheimzahl
Es gelten die Regelungen in Abschnitt A. lIl. 1.2.

2.4  Erstattungs-
Kontoinhabers
Es gelten die Regelungen unter A. II. 14.

und Schadensersatzanspruch des

2.5 Haftung des Kontoinhabers fiir nicht autorisierte Ver-
fligungen

Die Haftung des Kontoinhabers fiir nicht autorisierte Verfligungen rich-

tet sich nach den Regelungen unter A. Il. 15. Abweichend von A. Il. 15.1

Absatz 6 ist die Haftung des Kontoinhabers auf den fiir den SB-Sparver-

kehr geltenden Verfiigungsrahmen (B. 2.1) beschrinkt.

2.6 Geltung der ,Sonderbedingungen fiir die SparCard*

Ergdnzend finden die ,Sonderbedingungen fiir die SparCard” in dem Um-
fang Anwendung, der fiir den SB-Sparverkehr dort festgelegt ist.

C. Zusatzanwendungen

1 Speicherungvon Zusatzanwendungen auf der girocard

(1) DerKarteninhaber hat die Méglichkeit, den auf der physischen giro-
card befindlichen Chip als Speichermedium fiir eine bankgenerierte Zu-
satzanwendung (z.B. in Form eines Jugendschutzmerkmals) oder als Spei-
chermedium fiir eine unternehmensgenerierte Zusatzanwendung (z.B.in
Form eines elektronischen Fahrscheins) zu benutzen.

(2) Die Nutzung einer bankgenerierten Zusatzanwendung richtet sich
nach dem Rechtsverhiltnis des Karteninhabers zur Bank. Eine unterneh-
mensgenerierte Zusatzanwendung kann der Karteninhaber nach Maf3ga-
be des mit dem Unternehmen geschlossenen Vertrags nutzen. Es obliegt
der Entscheidung des Karteninhabers, ob er seine physische girocard zur
Speicherung unternehmensgenerierter Zusatzanwendungen nutzen
méchte. Die Speicherung einer unternehmensgenerierten Zusatzanwen-
dung auf der physischen girocard erfolgt am Terminal des Unternehmens
nach Absprache zwischen dem Karteninhaber und dem Unternehmen.
Kreditinstitute nehmen vom Inhalt der am Unternehmensterminal kom-
munizierten Daten keine Kenntnis.
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2 Verantwortlichkeit des Unternehmens fiir den Inhalt
einer unternehmensgenerierten Zusatzanwendung

Die kartenausgebende Bank stellt mit dem Chip auf der physischen giro-
card lediglich die technische Plattform zur Verfligung, die es dem Kar-
teninhaber ermdglicht, im Chip der physischen girocard unternehmens-
generierte Zusatzanwendungen zu speichern. Eine Leistung, die das
Unternehmen (lber die unternehmensgenerierte Zusatzanwendung
gegeniiber dem Karteninhaber erbringt, richtet sich ausschlieBlich nach
dem Inhalt des Vertragsverhaltnisses zwischen dem Karteninhaber und
dem Unternehmen.

3 Reklamationsbearbeitung in Bezug auf Zusatz-
anwendungen

(1) Einwendungen, die den Inhalt einer unternehmensgenerierten Zu-
satzanwendung betreffen, hat der Karteninhaber ausschlie3lich gegen-
liber dem Unternehmen geltend zu machen, das die Zusatzanwendung in
die physische girocard eingespeichert hat. Das Unternehmen bearbeitet
derartige Einwendungen auf Basis der bei ihm gespeicherten Daten. Der
Karteninhaber darf die physische girocard zum Zwecke der Reklamations-
bearbeitung nicht dem Unternehmen aushindigen.

(2) Einwendungen, die den Inhalt einer bankgenerierten Zusatzanwen-
dung betreffen, hat der Karteninhaber ausschlieB3lich gegeniiber der Bank
geltend zu machen.

L Keine Angabe der von der Bank an den Kunden aus-
gegebenen PIN bei unternehmensgenerierten Zusatz-
anwendungen

Bei der Speicherung, inhaltlichen Anderung oder Nutzung einer unter-
nehmensgenerierten Zusatzanwendung auf der physischen girocard wird
die von der kartenausgebenden Bank an den Karteninhaber
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ausgegebene PIN nicht eingegeben. Sofern das Unternehmen, das eine
unternehmensgenerierte Zusatzanwendung in den Chip der physischen
girocard eingespeichert hat, dem Karteninhaber die M&glichkeit eréffnet,
den Zugriff auf diese Zusatzanwendung mit einem separaten, von ihm
wahlbaren Legitimationsmedium abzusichern, so darf der Karteninhaber
zur Absicherung der unternehmensgenerierten Zusatzanwendung nicht
die PIN verwenden, die ihm von der kartenausgebenden Bank fiir die Nut-
zung der Zahlungsverkehrsanwendungen zur Verfiigung gestellt worden
ist.

5 Sperrméglichkeit von Zusatzanwendungen

Die Sperrung einer unternehmensgenerierten Zusatzanwendung kommt
nur gegeniiber dem Unternehmen in Betracht, das die Zusatzanwendung
in den Chip der physischen girocard eingespeichert hat und ist nur dann
maoglich, wenn das Unternehmen die Mdglichkeit zur Sperrung seiner Zu-
satzanwendung vorsieht. Die Sperrung von bankgenerierten Zusatzan-
wendungen kommt nur gegeniiber der Bank in Betracht und richtet sich
nach dem mit der Bank geschlossenen Vertrag.

D. AuBergerichtliche Streitschlichtung
und sonstige Beschwerdemoglichkeit

Fiir die Beilegung von Streitigkeiten mit der Bank kann sich der Kunde an
die im ,Preis- und Leistungsverzeichnis“ naher bezeichneten Streit-
schlichtungs- oder Beschwerdestellen wenden.
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